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Background

Since Cx/Sh interfaces are likely to change along the different 3GPP releases, it is important for the nodes to know the protocol version that the peer is supporting or using by default in case more than one is being supported.

During CN4#14, some contributions were submitted by Nortel to control the version of Cx/Sh interfaces. At that time, the contributions were postponed until a real problem of incompatibility between versions appears. However, at the end of R5, Nokia and Nortel have raised the issue the again, and though that real incompatibility problem has not yet appeared, Ericsson is also reconsidering the version control options:

· No control at all, since there are existing protocol mechanisms to perform a basic version control

· Control at application level

· Control at command level

· Control at AVP level

Ericsson considers important to note that while Sh is a 3GPP proprietary protocol, Cx is being extended to be more general in the IETF, so will be under the IETF control as soon as it becomes RFC. This implies, that modifications to Sh are easier to handle by 3GPP, but changes in the Cx protocol has to be standardized in the IETF with all the implications that agreements between two different fora have. 

Discussion

Ericsson supports the inclusion of version control at application level The version number is included as a new AVP to be exchanged in the CER/CEA commands at Diameter Base protocol, so that at reception of CEA command, both peers assume to use the lower exchanged version. And this version is related to the Cx/Sh application. This implies that no further overload has to be exchanged in the Cx/Sh applications.

The reasoning behind the election of this option is:

· Version is usually tied to a protocol, not to parts of a protocol.

· There are no requisites or a real problem to face to determine the impacts on the applications.  We may construct complicated granular solutions that may not be useful at all when the incompatibilities come.

· A Diameter application is a collection of commands and their associated AVPs. When a command evolves (adding/removing AVPs), that command is NOT part of the same application, but of a different one (an evolved application).

· The evolution of a command is usually not isolated, but other commands also evolve, or the application itself needs to add/remove commands. Control all these parallel changes is easier if they are grouped under an application version control.

· When using a more granulated version control (e.g. command code version control), peers support a mixture of versions, so each peer has to send twice the command when there is an incompatibility in the versions, increasing the traffic. 

· For application version control, the only change in the current protocol is to add a new AVP in the CER/CEA commands, and the logic to decide the protocol to use is simple: the lowest exchanged one. On the other hand, command code version control implies adding a new AVP in each command (current and future), and the logic to determine the version in which the command has to be sent is more complicated.

· There are already extension mechanisms for version control, how do we know they are not enough?:
· on XML level: the XML schema is defined to be extensible. The receiving node may discard extensions.
· on AVP level: New optional or mandatory AVPs may be added. The receiving node may discard unsupported optional AVPs and unsupported mandatory AVPs shall be rejected.
· on command level: New command codes may be defined. The receiving node that does not support the command shall reject it.
· on application level: New applications may be defined.
· Cx will become an RFC protocol, so control version will be handled by IETF in the form of assigning new Application-Ids whenever there are enough changes in the application to produce a new RFC version. 
For application level version control, when IETF changes the Application-Id, there is a need of mapping the version number that 3GPP has for its own application evolution and the version number that IETF would give for its own application evolution.

For command level version control, when IETF changes the Application-Id, there is a need of mapping for every command, the version number that 3GPP has for the evolution of that specific command and the version number that IETF would give for the evolution of that specific command, increasing therefore the mapping complexity.

Conclusion

Ericsson proposes to define a version control at application level by the definition of an Application-Version AVP in the Diameter Base protocol CER/CEA commands, so that the Cx/Sh version is identified in the communication by the lower exchanged version.

