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1 Introduction

There are right now two procedures identified in the Wr reference point.  

1. To carry or transport information for the WLAN Access Authentication/Authorisation 

2. Perform the Purge of the user from the WLAN Access.

Procedures over Wr should be performed either in RADIUS or Diameter depending on the WLAN AN the 3GPP AAA Proxy is connected to.

A big part of the information needed to describe those procedures is contained in the relevant IETF drafts.

2 Conclusion

It is proposed to add to TS 29.234 v0.1.0:

· Information about the Wr procedures as follows in  “Addition A”

· Add the required references as follows in “Addition B”

/* Beginning of addition A */

6.4 
Procedures Description

6.4.1 WLAN Access Authentication, Authorisation transport 

This procedure is used to transport over RADIUS or Diameter, the WLAN Access Authentication, Authorisation between the WLAN AN and the 3GPP AAA Proxy.
Diameter usage in Wr:

This procedure is mapped to the Diameter-EAP-Request and Diameter-EAP-Answer command codes specified in [8]
See Annex A.1.1 for signalling flow reference.

RADIUS usage in Wr:
This procedure is mapped to the RADIUS Access Request, RADIUS Access Challenge, RADIUS Access Accept and RADIUS Access Reject specified in [RFC2869BIS]. 
See Annex A.1.1 for signalling flow reference.

6.4.2 Immediate Purging of a User from WLAN access

This procedure used to communicate the WLAN AN and the 3GPP AAA Proxy to indicate to the WLAN that a specific UE shall be disconnected from accessing the WLAN interworking service. The procedure is Diameter or RADIUS based. The RADIUS case is only considered if the WLAN AN and the 3GPP AAA Proxy support [DYNAUTHRAD]

Diameter usage in Wr:


This procedure is mapped to the Diameter command codes Diameter-Abort-Session-Request and Diameter-Abort-Session-Answer specified in [7].

See Annex A.1.2 for signalling flow reference.

RADIUS usage in Wr:


This procedure is mapped to the RADIUS messages Disconnect-Request and Disconnect-Response specified in [DYNAUTHRAD].
/* End of addition A*/

/* Beginning of addition B */

[NASREQ]
IETF Draft: “Diameter Network Access Server Application”, draft-ietf-aaa-diameter-nasreq-12.txt, work in progress
[DYNAUTHRAD] IETF RFC 3576: “Dynamic Extensions to Remote Authentication Dial In User Service (RADIUS)”
 [RFC2869BIS]
Draft: “RADIUS Support For Extensible Authentication Protocol (EAP)”, draft-aboba-radius-rfc2869bis-22.txt, work in progress
/* End of addition B*/

