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Introduction:

We worry about a treatment of unsupported Routing Context, Traffic Mode Type and Network Appearance parameters. A suggested treatment is too restrictive and it will lead a situation where the whole system is not working at all.

Conclusion:

How those parameters should be understanded then.

Routing Context:

Routing Context parameter – It uniquely identifies a Routing key. Routing Key values are either configured using a configuration management interface or optionally by using the routing key management procedure.  It is defined as a Semi-Optional parameter in the M3UA Implementor's Guide version 01 (see chapter 3.6), which means that in some case that parameter is mandatory and other case it is optional.

In case where Routing Key has not been coordinated between the SGP and ASP, sending of Routing Context is not required. Another case where multiple Routing Keys and Routing Context are used across a common association, the Routing Context MUST be sent to identify the traffic flow.  See M3UA internet-draft version 12 chapters 1.2, 3.3.1,3.6.2, 3.7.1and 4.4.1.

If optional the routing key management procedure is used the SGP shall assign Routing Context value and another case the Routing Context value is configured manually if that parameter is used.

Suggested network configuration does not contain multiple Routing Keys or Routing Context across a common association in the Change Request for 29.202 of 3GPP. Therefore we do not see any reason why messages which contain the Routing Context parameter are discarded.

We suggest following treatment for the Routing Context parameter in section 3.2:

0x0006 optional (Routing Context), if received and not supported the message is processed but the optional information element silently discarded.  Cases where multiple routing keys are used across a common association  are outside the scope of this annex. 

Network appearance:
"Network Appearance – The Network Appearance is a M3UA local reference shared by SG and AS that together with Signaling Point Code uniquely identifies an SS7 node by indicating the specific SS7 network it belongs to." (See Chapter 1.2 of the M3UA internet-draft 12).

"The Network Appearance parameter identifies the SS7 network context for the message and implicitly identifies the used SS7 Point code format, the SS7 Network Indicator value and possibly the MTP3 protocol type used within the specific SS7 network. Where a SG operates in the context of single SS7 network or individual SCTP association are dedicated to each SS7 network context, the Network Appearance is not required. In other cases the parameter may be configured to be present for the use of the receiver."

The Network Appearance parameter value is of local significant only, coordinated between the SG and AS". (See chapter 3.5.2 of the M3UA Implementor's Guide version 01)

The Network Appearance parameter may be used when an SG appears as an element in multiple SS7 networks or national network separates as multiple alias point codes.

We suggest following treatment for the Network Appearance parameter in section 3.2:


0x0200 optional (Network Appearance), if received and not supported, the message is processed but the optional information element is silently discarded. When a SG operates in the context of multiple SS7 networks and single SCTP association is used then  functionality is outside the scope of this annex.

Traffic Mode Type:

Traffic Mode Type- Traffic Mode Type parameter identifies the traffic mode of operation of the ASP(s) within an Application Server. (See chapter 3.6.1 of M3UA Internet draft version 12).

The Traffic Mode Type parameter relates to the optional dynamic routing key registration procedure and it is also optional parameter in the ASP active messages. If some ASP sends an ASP active message with Traffic Mode Type even if it is optional parameter and SG shall discard that kind of message as is suggested, in that case whole system does not work because any ASP does not activate at all.

Because Traffic Mode Type parameter can be optionally used and nature of this parameter is informative if dynamic configuration is not used, therefore we do not see any reason why messages with Traffic Mode Type shall be discarded. 

We suggest following treatment for the Traffic Mode Type parameter in section 3.2:


, 0x000b Optional (Traffic Mode Type), if received and not supported, the message is processed but the optional information element is silently discarded.
