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1. Introduction

This contribution describes issues related to Application Server accessing HSS for the data via the Sh interface.

2. Discussion

The HSS contains information related to IMS subsystem and the access network. More specifically the information can be separated to data related to the IMS core network, the AS and CS/PS specific data. 

The IMS core network specific data is non-transparent data, which is understood both syntactically and semantically by the HSS
. This data is downloaded and modified by the operations in the Cx interface. The example of the data is S-CSCF name or filter criteria.

The AS specific data is transparent data, which is not understood syntactically but not semantically by the HSS. It is data that an AS may store in the HSS to support its service logic.

The CS and PS specific data contains information related to the GSM and/or UMTS network.

2.1 Sh protocols

It has been decided that Diameter protocol is only used in the Sh interface. Nokia was supporting this decision when it was made. However, the decision was done when it was considered that CS/PS related data is not transferred in the Sh interface. Since then the discussions have shown for interest in transferring also CS/PS related information in the Sh interface. Therefore, if the CS/PS information is transferred in the Sh interface, we think that the protocol decision should be re-considered.

Currently, the MAP contains operation, which can be re-used for transferring the CS/PS data. The MAP operations, which can be re-used are AnyTimeInterrogation and also other operations, e.g. AnyTimeModification or NoteSubscriberDataModified, could be used. By re-using the MAP operations, it allows operators to use existing MAP implementations for retrieving the CS/PS information. 

There is no need to specify the existing MAP operations to the Diameter Sh application. This keeps the operations of the Diameter Sh application purely IMS related. This is also inline with the Si interface protocol decision, which also uses MAP.

If existing MAP operations are re-used for the CS/PS data retrieval, the introduction of the IMS service in the operators network does not require any modifications to the CS/PS side. This allows seamless introduction of the IMS service.

If the IMS specific and CS/PS specific information are carried in separate protocols it allows independent versioning of the protocols. However, if they are combined into one Diameter Sh application, it means e.g. that updates in the CS/PS domain must be reflected in the IMS protocol also, i.e. Sh protocol, and leads to version update. This complicates the version management of the Sh protocol. 

We also think that the decision to use Diameter protocol for retrieving and possible modifying the CS/PS information is not fulfilling to the access independence requirement and the principle. The IMS system should be designed in such a way that it can be used with different access technologies. 

When Diameter Cx application was designed, it was discussed and agreed that one of the design goals is to specify a Diameter Cx application, which can be used in other IMS systems, e.g. specified in 3GPP2. The same goal should be adopted to the Diameter Sh application work. This is also in line with access independence goal of the IMS, i.e. it can be used with other access technologies, e.g. 3GPP2 access technologies. If the Diameter is used for transferring the access specific information like CS/PS information then it means that the Diameter Sh application is not access independent. 

Due to this the IMS system should be designed in such a way that it allows to divide the user information into separate access network specific node, e.g. HSS/HLR containing CS and/or PS data, and IMS network specific node, e.g. HSS/IMS containing IMS data, for example if the HSS/HLR is operated by a different operator or is from different vendor than the HSS/IMS. If this is not allowed, then the access network nodes, e.g. HSS/HLR, must implement Diameter Sh interface if it provides CS/PS information to the AS. This should be avoided and we should specify that if the AS needs access specific information it is retrieved and possibly modified by the access specific operations, e.g. MAP. 

Therefore, we think that the transfer of the CS/PS information should be done by the access specific operation and in our case it means that the existing MAP operations are re-used. This enables that Diameter Sh application is a generic application, which can be used with other access technologies, e.g. in 3GPP2 IMS system. 

The figure 1 shows the proposed protocol architecture for the Sh interface. 
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Figure 1. Sh interface

2.2. Addressing

In order to guarantee that the Application server can locate the HSS data correctly following is proposed for addressing the HSS:

· IMSI or MSISDN is used for addressing the CS/PS information in the AS. They are carried to the AS in the service information parameter in the Cx user profile via Cx and ISC interfaces

· Public Identity is used for addressing the non-transparent data

Based on the discussion in the section in 2.1 and the figure 1 shows also that the IMS related data storing can be divided into non-transparent and transparent data. Due to the different nature of the data, it should be allowed that they can be located in the different HSS nodes. Therefore, an additional addressing rule is required:

· AS may access the transparent data from different HSS node than the HSS node containing the non-transparent information. The address of the HSS node containing the transparent data may transferred to the AS in the service information parameter in the Cx user profile via the Cx and ISC interface or it can be manually configured into the AS node. In this case, the Application server must access separately the non-transparent and transparent data by using Public identity and the transparent data address.  

3. Proposal

Based on the above description following is proposed.

Protocols used in the Sh interface:

· Diameter Sh application is developed and used for accessing the non-transparent and transparent data

· MAP is used for accessing the CS/PS data

Addressing used in the Sh interface:

· IMSI or MSISDN is used for addressing the CS/PS information in the AS. They are carried to the AS in the service information parameter in the Cx user profile via Cx and ISC interfaces

· Public Identity is used for addressing to the non-transparent data

· AS may access the transparent data from different HSS node than the HSS node containing the non-transparent information. The address of the HSS node containing the transparent data may transferred to the AS in the service information parameter in the Cx user profile via the Cx and ISC interface or it can be manually configured into the AS node. In this case, the Application server must access separately the non-transparent and transparent data by using Public identity and the transparent data address. 





















� Service information in the Cx user profile is an exception because only the AS semantically understands it.





