3GPP TSG CN WG4 Meeting  #14
N4-020594

Budapest, Hungary, 13th – 17th May 2002
Source:
Nortel Networks

Title:
S-CSCF Selection mechanisms

Agenda item:
Please do not forget the AGENDA ITEM 

Document for:
Approval

In CN4 #13, Nortel presented document N4-020340 detailing what Nortel perceived to be a number of areas where the specifications for the Cx interface left gaps that ought to be closed in order to make the specifications more useful and to remove the possibility of misinterpretation of the specifications that might latterly cause problems for operators when trying to gain interoperability in a multi-vendor environment.  

Following the presentation of this document, considerable clarification was given verbally on the meanings and definitions that Nortel raised concerns about.  It is the intention of this document (and others) to capture these clarifications.

The process by which the I-CSCF selects an S-CSCF does not take into account situations where not all capabilities are met.  It also would seem that the current location of the description of the S-CSCF selection process is both incomplete and incorrectly placed within 29.228.  This document proposes to correct these matters by recommending the following changes to 29.228

Start of Modification
6.1 Location management procedures

6.1.1
User registration status query

**** text removed for clarity ****

6.1.1.2
Detailed behaviour
The HSS shall, in the following order (in case of an error in any of the steps the HSS shall stop processing and return the corresponding error code, see 3GPP TS 29.229 [5]):

-
Check that the user exists in HSS. If not Result-Code shall be set to DIAMETER_ERROR_USER_UNKNOWN.

-
Check that the private and public identities received in the request belong to the same user. If not Result-Code shall be set to DIAMETER_ERROR _IDENTITIES_DONT_MATCH.

-
Check the User-Authorization-Type received in the request:

+
If it is REGISTRATION or if User-Authorization-Type is absent from the request, the HSS shall check that the user is allowed to roam in the visited network (if not Result-Code shall be set to DIAMETER_ERROR _ROAMING_NOT_ALLOWED) and authorized to register (if not Result-Code shall be set to DIAMETER_AUTHORIZATION_REJECTED).

+
If it is DE_REGISTRATION, the HSS may not perform any check regarding roaming.

+
If it is REGISTRATION_AND_CAPABILITIES, the HSS shall check that the user is allowed to roam in the visited network (if not Result-Code shall be set to DIAMETER_ERROR _ROAMING_NOT_ALLOWED) and authorized to register (if not Result-Code shall be set to DIAMETER_AUTHORIZATION_REJECTED). The HSS shall return the list of S-CSCF capabilities, which enables the I-CSCF to select an S-CSCF. The returned capabilities must satisfy the most restrictive service profile of the user. The list of capabilities may be empty, to indicate to the I-CSCF that it can select any available S-CSCF. Result-Code shall be set to DIAMETER_SUCCESS. The HSS shall not return any S-CSCF name.

-
Check the state of the public identity received in the request:

+
If it is registered, the HSS shall return the stored S-CSCF name and Result-Code set to DIAMETER_SUBSEQUENT_REGISTRATION. The HSS shall not return any S-CSCF capabilities.

+
If it is registered as a consequence of a terminating call, the HSS shall return the stored S-CSCF name and Result-Code set to DIAMETER_SUBSEQUENT_REGISTRATION. The HSS shall not return any S-CSCF capabilities.

+
If it is not registered yet, the HSS shall check if at least there is at least one identity or the user that is registered or registered as a consequence of a terminating call.

--
If so the HSS shall return the S-CSCF name assigned for the user and Result-Code set to DIAMETER_SUBSEQUENT_REGISTRATION. The HSS shall not return any S-CSCF capabilities.

--
If there isn’t any other public identity registered or registered as a consequence of a terminating call, the HSS shall return the list of S-CSCF capabilities, which enables the I-CSCF to select an S-CSCF (see section 6.1.1.3). The returned capabilities must satisfy the most restrictive service profile of the user. The list of capabilities may be empty, to indicate to the I-CSCF that it can select any available S-CSCF. Result-Code shall be set to DIAMETER_FIRST_REGISTRATION. The HSS shall not return any S-CSCF name.
--
If the user has no public identity registered or is registered as a consequence of terminating a call and belongs to a specific class or group of users, it shall be possible for that user to be steered to a specific S-CSCF.  Result-Code shall be set to DIAMETER_FIRST_REGISTRATION.  The HSS shall return the S-CSCF name for the user.
If the HSS cannot fulfil received request, e.g. due to database error, it shall set Result-Code to DIAMETER_UNABLE_TO_COMPLY. No S-CSCF name or S-CSCF capabilities shall be present in the response.

6.1.1.3 S-CSCF Selection by the I-CSCF
Upon receipt of a User Registration Status Response, where result code is set to DIAMETER_FIRST_REGISTRATION and the HSS has returned a list of S-CSCF capabilities (comprised of Mandatory Capabilities and some or none Optional Capabilities), the I-CSCF shall initiate algorithms to select the most appropriate S-CSCF for the subscriber concerned.  To do this, the I-CSCF is required need to have up-to-date information about the capabilities of all the S-CSCFs that are available for it to select.
The definition of the algorithms used in the I-CSCF to select the S-CSCF is an operator issue.  
The I-CSCF shall initially execute an algorithm to identify if any of the available S-CSCFs support all the mandatory capabilities.  If the algorithm identifies only one S-CSCF that offers all mandatory capabilities required by the subscriber, the I-CSCF shall select this S-CSCF to serve the subscriber.  If the algorithm identifies more than one S-CSCF that offers all the mandatory requirements, the I-CSCF shall then select a S-CSCF from those that support all mandatory capabilities by performing a further algorithm to identify which of this subset of the S-CSCFs supports the greatest number of optional capabilities.  Where this second algorithm identifies only one S-CSCF as being ‘best fit’ for the subscriber, the I-CSCF shall select this S-CSCF to serve the subscriber.  If this second algorithm identifies more than one S-CSCF as being of ‘best fit’ for the subscriber, the I-CSCF shall select one of the best fit S-CSCFs and allocate the subscriber to that one.  The method by which this selection is made is an operator issue.
It is recommended that the operator ensures that there is always at least one S-CSCF available that meets all the mandatory capabilities requested by any given subscriber.  However, if the first algorithm described does not identify a S-CSCF that meets all the mandatory capabilities required by a subscriber;-

· the I-CSCF shall inform the HSS via O&M that no S-CSCF that supports all the mandatory requirements of the subscriber is available.
· The I-CSCF shall select the S-CSCF which supports the most mandatory capabilities i.e. the ‘best fit’ S-CSCF.  If more than one S-CSCF is identified as being of equal best fit, the I-CSCF shall select the S-CSCF from this subset that has best fit based on the optional capabilities.  If this second selection criterion still fails to identify a best fit S-CSCF, the I-CSCF shall select one of these best fit S-CSCFs.  The method by which this selection is made is an operator issue.
Next Modification
7.5 S-CSCF Capabilities

This information element carries information to assist the I-CSCF during the process of selecting an S-CSCF for a certain user. 





