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1. Introduction

This paper proposes a new User-Authorisation-Type AVP to be included into User-Authorisation-Request command, which can used to optimize the HSS behavior in the registration, i.e. initial registration, re-registration and de-registration.

2. Discussion

Currently, HSS needs to check if the user is authorised to roam in the visited network. The validation is done by comparing the visited network identifier against the roaming agreements. The visited network identifier is included in the Visited-Network-Identifier AVP of the User-Authorisation-Request command.

In the initial registration, it is evident that the roaming agreements must be checked. In the re-registration, the roaming agreements needs be also checked due to several reasons. It is possible that roaming agreements may change between registrations. It is also possible that the user may re-register a public identity from a new network location. This can happen due to that the user is forced to change the network, e.g. in case of limited IMS or access network coverage or the user registers the same public identity from a new contact point while still maintaining the old contact.
However, in the de-registration case, the user is de-registering from the IMS service and it is not required that the roaming agreements are checked or any other possible IMS access related validation is performed (excluding Private Identity and Public Identity checking). The validation of the roaming agreements requires some processing from the HSS and therefore the system should be designed in such a way that the checking is avoided when possible. 

It is possible that I-CSCF indicates to the HSS that the User-Authorisation-Request is done for the de-registration. I-CSCF can determine this from the Expires field of the SIP REGISTER method if Expires equals to zero. Therefore, if a new User-Authorisation-Type AVP is introduced where a value is assigned to indicate that the authorization is done for a de-registration, it is possible to avoid checking of the roaming agreements in this case.

In addition, Nokia’s contribution N4-020366 [1] also presents additional use for the new User-Authorisation-Type AVP. 
Based on the principle following changes highlighted in revision marks are proposed for the UAR command.

Start of Modification
6.1.1
User-Authorisation-Request (UAR) Command

The User-Authorisation-Request (UAR) command, indicated by the Command-Code field set to TBD and the ‘R’ bit set in the Command Flags field, is sent by a Diameter Multimedia client to a Diameter Multimedia server in order to request the authorisation of the registration of a multimedia user. The server shall validate whether the private and public identities belong to the same user. In addition, the server shall check whether the user is already registered and/or whether the user is authorised to register in the network where the user is roaming. 

Message Format

< User-Authorisation-Request> ::=< Diameter Header: TBD, R >




< Session-Id >




{ Auth-Application-Id }

{ Auth-Session-State }

{ Origin-Host }

{ Origin-Realm }

[ Destination-Host ]




{ Destination-Realm }

{ User-Name }

{ Public-Identity }

{ Visited-Network-Identifier }




[ User-Authorisation-Type ]

*[ AVP ]




*[ Proxy-Info ]






*[ Route-Record ]

The following table contains the values for the Diameter Multimedia Application specific AVPs:

Table 6.1.1.1: AVP values for command UAR

	AVP
	Status
	Value

	User-Name
	M
	This AVP contains the private user identity in the form of a NAI.

	Public-Identity
	M
	It contains the public user identity in the form of SIP-URL or TEL-URL.

	Visited-Network-Identifier
	M
	It contains an identifier that allows the home network to identify the visited network.

	Destination-Host
	C
	If the specific Diameter Multimedia server is known in the client then this AVP shall be present in the command. Otherwise, only Destination-Realm AVP shall be present and the command is routed to the next Diameter node, e.g. SLF, based on the Diameter routing table in the client.

	User-Authorisation-Type 
	C
	If the registration is de-registration, i.e. Expires field in the REGISTER method is equal to zero then this AVP shall be present in the command and the value shall be set to DE-REGISTRATION.
If the registration is initial registration or re-registration, i.e. Expires field in the REGISTER method is not equal to zero then this AVP may not be present in the command. If present in the command, the value shall be set to REGISTRATION.


End of Modification
Based on the principle described above, following text regarding the new User-Authorisation-Type AVP is proposed.

Start of Modification
6.3.x
User-Authorisation-Type AVP

The User-Authorisation-Type AVP (AVP code TBD) is of type Enumerated, and indicates the type of user authorisation being performed in a User Authorization operation, i.e. UAR command. If this AVP is not present in the UAR command then HSS interprets that the User-Authorization-Type equals to REGISTRATION. The following values are defined:

REGISTRATION

0

This value is used in case of the initial registration or re-registration. I-CSCF determines this from the Expires field in the SIP REGISTER method if it does not equal to zero.  

DE-REGISTRATION

1

This value is used in case of the de-registration. I-CSCF determines this from the Expires field in the SIP REGISTER method if it equals to zero.  
End of Modification
3. Proposal

It is proposed that changes described in the section 2 are included to the TS 29.229 [2].
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