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1. Abstract

This contribution aims to clarify the encoding of RANAP parameters contained in MAP parameters defined as octet strings.

2. Discussion
By looking at the way the various MAP parameters used as containers for the RANAP parameters have been defined in 29.002, it seems clear that the "MAP container" has to carry the complete PER encoded RANAP parameters, but this is not clearly stated anywhere leading to possible confusion and interoperability problems. 

In the following we'll see all the RANAP parameters referred to in the last rel99 version of 29.002, v3.9.0, with their corresponding definition in RANAP 25.413 and we'll see the amount of bytes necessary to PER encode the complete RANAP parameter. 

MAP 
PermittedIntegrityProtectionAlgorithms ::=
OCTET STRING (SIZE (1..maxPermittedIntegrityProtectionAlgorithmsLength))
-- Octets are coded according to Permitted Integrity Protection Algorithms in Integrity
-- Protection Information information element in 3G TS 25.413 

maxPermittedIntegrityProtectionAlgorithmsLength INTEGER ::= 9
RANAP 

PermittedIntegrityProtectionAlgorithms ::= 
SEQUENCE (SIZE (1..16)) OF IntegrityProtectionAlgorithm 

IntegrityProtectionAlgorithm ::= 
INTEGER { standard-UMTS-integrity-algorithm-UIA1 (0) } (0..15) 

PER encoding of PermittedIntegrityProtectionAlgorithms requires 9 octets, lined up with the container size. 

PermittedEncryptionAlgorithms ::=
OCTET STRING (SIZE (1..maxPermittedEncryptionAlgorithmsLength))
-- Octets are coded according to Permitted Encryption Algorithms in Encryption
-- Information information element in 3G TS 25.413 
maxPermittedEncryptionAlgorithmsLength INTEGER ::= 9 

PermittedEncryptionAlgorithms ::= 
SEQUENCE (SIZE (1..16)) OF EncryptionAlgorithm 
EncryptionAlgorithm ::= 
INTEGER { no-encryption (0), standard-UMTS-encryption-algorith-UEA1 (1) } (0..15) 

PER encoding of PermittedEncryptionAlgorithms requires 9 octets, lined up with the 

container size. 

ChosenIntegrityProtectionAlgorithm ::= OCTET STRING (SIZE (1))
-- Octet is coded according to 3G TS 25.413

IntegrityProtectionAlgorithm ::= 
INTEGER { standard-UMTS-integrity-algorithm-UIA1 (0) } (0..15) 

PER encoding of ChosenIntegrityProtectionAlgorithm requires 1 octets, lined up with the 

container size. 

ChosenEncryptionAlgorithm ::= OCTET STRING (SIZE (1))
-- Octet is coded according to 3G TS 25.413
EncryptionAlgorithm ::= 
INTEGER { no-encryption (0), standard-UMTS-encryption-algorith-UEA1 (1) } (0..15) 

PER encoding of ChosenEncryptionAlgorithm requires 1 octets, lined up with the 

container size. 

IntegrityProtectionInformation ::= OCTET STRING (SIZE (18..maxNumOfIntegrityInfo))
-- Octets are coded according to 3G TS 25.413
maxNumOfIntegrityInfo INTEGER ::= 100
IntegrityProtectionInformation ::= SEQUENCE {
permittedAlgorithms PermittedIntegrityProtectionAlgorithms,
key IntegrityProtectionKey,
iE-Extensions ProtocolExtensionContainer 
{ {IntegrityProtectionInformation-ExtIEs} } OPTIONAL
} 

IntegrityProtectionInformation-ExtIEs RANAP-PROTOCOL-EXTENSION ::= {
...
}
IntegrityProtectionKey ::= BIT STRING (SIZE (128))
PER encoding of IntegrityProtectionInformation requires from 18 to 25 octets, lined up with the 

container size, and taking into account that no extension has been defined. 

EncryptionInformation ::= OCTET STRING (SIZE (18..maxNumOfEncryptionInfo))
-- Octets are coded according to 3G TS 25.413
maxNumOfEncryptionInfo INTEGER ::= 100
EncryptionInformation ::= SEQUENCE {
permittedAlgorithms PermittedEncryptionAlgorithms,
key EncryptionKey,
iE-Extensions ProtocolExtensionContainer 
{ {EncryptionInformation-ExtIEs} } OPTIONAL
}
EncryptionInformation-ExtIEs RANAP-PROTOCOL-EXTENSION ::= {
...
}
EncryptionKey ::= BIT STRING (SIZE (128))
-- Reference: 33.102
PER encoding of EncryptionInformation requires from 18 to 25 octets, lined up with the 

container size and taking into account that no extension has been defined. 

These are all the parameters that refer to 25.413 for their definition, with the exception 

of the RNCId, which does refer to 25.413 but which also contains the description of the 

encoding octet per octet, which basically means that the contents of the octet string 

is neither PER nor BER encoded. 

RNCId ::= OCTET STRING (SIZE (7))
-- Refers to the Target RNC-ID in the Target ID in 3G TS 25.413.
-- The internal structure is defined as follows:
-- PLMN-ID 3 octets
-- LAC 2 octets
-- RNC-ID 2 octets 

3. Conclusion
Based on what shown above, Ericsson's understanding and consequent interpretation are that a RANAP parameter is always to be understood fully included and encoded in BASIC PER ALIGNED except if otherwise stated. In such a case the encoding, octet per octet, of the "raw data" should be described in the ASN.1 definition as it is done for the RNCId.

In order to increase clarity and avoid inconsistent interpretation, Ericsson presents to this meeting contributions to clearly specify that the MAP parameters containing RANAP parameters do include the complete and BASIC PER ALIGNED encoded corresponding RANAP parameter.
