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Introduction

IMS user data stored in HSS needs to be defined.

User Profile data, that is downloaded when a Serving-CSCF has been assigned to the user, shall be detailed for the progress of Cx interface standardization in CN4.

SA5 needs input for IMS related subscription management requirements from CN4.

The goal of this contribution is to take a first approach to the IMS user data that is stored in HSS. 

We propose also an approach for the structure of documentation for such data.

Discussion

Requirements on user data stored in IMS HSS

The following requirements have been identified as general guidelines:

· Separation of data belonging to different functional areas

· Separation of data to be stored in HSS only and data to be downloaded to S-CSCF as part of the User Profile.

· Separation of operator configured (static) data vs. dynamic data

· Organization of data that makes download efficient

· Be able to load to separate S-CSCFs

· Be able to load only a certain ID related part of the profile

· Be able to load only part of the profile if it grows too big

· Future proof

· A logical structure shall hide details

· It shall enable addition of new data without effecting existing procedures

Separation of data belonging to different functional areas

The stored data shall support the procedures defined for HSS. The table below identifies functional data areas addressed by the procedures (an area may belong to more than one procedure).

Procedures
Functional areas

Location

Registration

Re-registration

De-registration

Incoming session setup, registered user

Incoming session setup, non registered user

Authentication

Authentication vector retrieval

User Data handling

User Profile download

User Profile update


· to uniquely identify the user

· to check if the user is authorized to register

· S-CSCF assignment information

· registration status information

· authentication information

· application and service triggers



Based on the above functional areas the following groups can be defined:

Proposed groups
Description
Example

Identification
This group should hold all kind of information by which a user can be identified in the IMS.
· Private User Identification and Public User Identifications 
(according to TS 23.228 V5.1.0 chapter 4.3.3 Identification of users)

Authentication
This group should contain all kind of information which is required to authenticate a user in the 

IMS.


For IMS AKA:

· Key

· SQN

· Pre-generated Quintuplets

Registration Authorization
This group should contain authorization information checked by HSS at registration time
· Roaming authorization

· List of Public User Identities



Registration Status
Registration status for different Public User Identifications. This information will be checked e.g. in case of incoming session requests.

· Public User ID registered/not registered
· Possibility to offer service even when the public identity is not registered 

S-CSCF selection information
This group contains all information, which is required for S-CSCF selection according to TS 23.228 V5.1.0, chapter 5.1.2, Procedures related to Serving-CSCF assignment.
· Signaling transport parameters, which are used for routing mobile terminated sessions to the Serving-CSCF.

Note: this describes e.g: SIP protocol version, port number, etc. To be checked.

· CSCF capability information 

· Operator S-CSCF preference on a per-user basis



Server Assignment
This group should contain information about the current S‑CSCF assignment of a user
· S-CSCF URL for a registered user

· Temporary S-CSCF URL for the non registered user



Application & Service Triggers
This group contains all user specific information to trigger applications running on application server
· Application Server URL

· Originating / Terminating Trigger

· Filter criteria
· etc.


Core Network Services Authorisation
This group contains information about the users authorisation to make use of multimedia services (per public identity).
· For example: maximum number of simultaneous sessions



Organization of data 

This description is only a model for the logical structure and does not define the specific implementation of the data storage.

The data organization shall be based on the following relationship between User Service Profile, Public User Ids and S-CSCF assignment (refer to S2-012063, Response LS on Usage of the Public User Identifier in the IMS):
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· An IMS user having an IMS subscription and uniquely identified via a Private User ID can have different Service Profiles. Although there is not a clear definition of what a Service Profile is, this contribution considers it as the set of triggers/filters associated to a public identity to access multimedia services.
· According to SA2 assumption that “each Public ID belongs to a single service profile, but a single service profile may have several Public Ids”, a requirement for the protocol for Cx interface can be derived in the sense that a set of triggers/filters can be downloaded associated with a set of public identities.
· An IMS user can be registered at different S-CSCF for every Public User ID

Based on the above considerations, a logical data structure can be derived which show the instances of group data present as well as which data group requires operator configuration.

Data from the groups Application and Service triggers and Core Network Services Authorization will form the part of the User Profile, which will be downloaded to S-CSCF.
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Structure of documentation in CN4

In previous releases, CN4 has followed the following documentation structure for the definition of user data:

· TS 23.008 contains the definition of the data in location registers and GSNs.  It references other specifications that also contain user data definitions, such as 03.71 for Location services, 23.135 for multicall SS, 23.06x for GPRS, 23.08x and 23.09x for SS.

· TS 23.016 specifies stage 2 of the transference of subscriber data between HLR and VLR/SGSN. It defines rules to do the transference (handling of duplicated data, behaviour when mandatory data does not arrive, order of transference of data, etc.) and a logical model of the information.

· TS 29.002 defines the protocol details.

We propose the creation of a set of new standards for Rel5, that would refer to 23.008, 23.016, 29.002 for CS and PS related parts and describe the IMS related data essentially based on the same principles.

Currently the counterpart for 29.002 would be 29.228 and 29.229, for the transport of information between HSS and S-CSCF.

The need of a counterpart for TS 23.016 is not foreseen at the moment, because there are only interactions between two nodes (HSS, S-CSCF). The rules for the transference of user data between HSS and S-CSCF and the logical model on which such rules would apply could be added to an annex of 29.228.

For the definition of IMS user data in HSS, a new 23.008 is proposed (possibly with a new title/scope).

Proposal

To accept the above definition of groups and logical structure of IMS HSS data as a basis for further work which shall include the complete definition of data for the groups and to accommodate the information in TS 23.008; Organization of subscriber data, Release 5 or a corresponding new standard.
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