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1. Overall Description:

CN4 would like to thank SA2 for the liaison statement on “Use of GTP for WLAN-GPRS interworking”. To CN4’s current understanding a solution requiring no changes to existing GGSNs and to GTP could be feasible. However there are still a number of issues that require further study. The requirement to leave current GGSNs and GTP unchanged poses a number of interworking issues as described below that need to be considered at the PDG and the WLAN UE if SA2 should decide to standardise this Gn’ based solution.  

Please find CN4’s detailed answers to SA2’s questions below:
1. The PDG may not be able to supply an MSISDN in the PDP Context procedures in all cases. Will a GGSN be able to handle PDP Contexts without the MSISDN, e.g. the Create PDP Context Request message? What consequences or side effects may that have for the 3G services that the WLAN UE accesses?


· No, according to TS 29.060, sub clause 7.3.1, the MSISDN shall be included in the primary Create PDP Context Request (but not in the Secondary PDP Context Request). Hence, the MSISDN must be provided by the PDG.

· If the MSISDN is not provided there will be interoperability problems with existing GSNs. The MSISDN is used for authentication purposes, i.e. if not provided a re-authentication will most likely have to be done on the application level. The MSISDN is forwarded in Radius accounting messages over the Gi interface to a Radius server. In the Radius server the MSISDN is used to map an IP address to the associated MSISDN. This is a common operator practice to enable charging for applications in the service networks.

2. Does CN4 see any other issues in the parameter usage such as in the example above?

· MSISDN (see TS 29.060, sub clause 7.7.33): See above

· Routeing Area Information (see TS 29.060, sub clause 7.7.3): The MCC and MNC of the VPLMN should be passed in the RAI IE to enable simple position (i.e. MCC/MNC) based billing and to enable the HPLMN to restrict certain content to certain countries depending on that country’s legal requirements. Note that the requirement to be aware of basic position information also holds true of the conventional architecture – PDG will anyway need to get this information from the VPLMN. 

· Charging Characteristics (see TS 29.060, sub clause 7.7.23): If a certain charging profile should be applied in GGSN the Charging Characteristics IE may be included. In that case this information needs to be available in the PDG. How the PDG gets this information is FFS.

· End-user-address (see TS 29.060, sub clause 7.7.27): This IE must be provided in the Create PDP Context Request message. CN4 also believe that the assignment of the remote IP address should be done from pool of IP address belonging to the GGSN/Radius server or at least “address range coordinated” with those to enable correct routing on Gi.

· Protocol Configuration Options (see TS 29.060, sub clause 7.7.31): If it is beneficial for the WLAN UE, the PCO IE may optionally be used to pass application specific parameters, e.g. related to VPN, IMS, etc., between the WLAN UE and GGSN. 

3. Given that only one PDP Context should be sufficient for a WLAN UE, would it be acceptable to use fixed values on parameters such as NSAPI?

· In GPRS/UMTS, the NSAPI is an integer value between 5 and 15 (values 0-4 reserved), which, together with the IMSI, uniquely identifies a PDP context. It is selected by the UE at the start of the PDP context activation procedure from the list of remaining available values. It is then placed in all L3-SM and GTP messages related to this PDP context. 

· In the WLAN-GPRS interworking case, the PDG does not have any knowledge of which NSAPIs have already been selected by the UE for already active PDP contexts (via SGSN). Therefore in the new WLAN capable UEs an NSAPI needs to be reserved for WLAN, i.e. an NSAPI that cannot be used by the UE. This reserved NSAPI is to be used only by the WLAN PDG.

· If only one PDP Context is needed, the NSAPI can be given a reserved, fixed value which will be used by the PDG. To CN4’s understanding, this is sufficient for scenario 1 to 3. However for scenario 4 and 5 we foresee problems with handover between GPRS and WLAN which require further study.

4. If there will be no QoS support in Rel-6 of the WLAN-GPRS interworking standard, would a fixed setting of the QoS parameters (e.g. Background QoS class; maximum bit rate 2 Mbps; etc) in the Create PDP Context Request message be an acceptable and working solution?

· Yes, setting the QoS parameters to a fixed value is possible. 

5. Since parallel simultaneously active WLAN and GPRS sessions are allowed e.g. for a dual access UE, will the GGSN be able to handle PDP Contexts with the same IMSI (and possibly the same MSISDN) but belonging to different “SGSN’s” (i.e. one GPRS SGSN and one WLAN PDG)?

· Yes. The GGSN does not see any difference if it has several primary PDP contexts with same IMSI to one SGSN or several SGSNs. However it is possible that some operators may not wish to allow this.

6. For a PDG that “emulates” the GTP protocol, would it be possible to define a “minimum set” of GTP messages that a PDG would be required to support? Which messages would such a minimum set include?

· Yes. Such a minimum set would typically consist of the following messages: 
Create PDP Context Request/Response, Update PDP context Request/Response, Delete PDP Context Request/Response, Error Indication and Version Not supported (to be future proof)

7. The Gn’ reference point may introduce packet flows of higher bit rates into the GGSN when accessing 3GPP PS Services. Does the current GGSN architecture, in CN4’s view, put any unnecessary capacity constraints for allowing these higher bit rate flows?

· This should not be an issue rather an implementation matter. 

2. Actions:

None
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