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1
Introduction

There is a requirement for the UE to be able to request specific policy for a PDP Context for IMS Signalling. Nortel has proposed to CN1 (discussion paper in N1-021212) that this can be achieved by defining a special value of the Authorisation Token that would trigger the special handling required for IMS Signalling.

2
Discussion

Nortel proposed in another contribution to CN3 (N3-020437) that the AUTH_SESSION type of Policy Element be used for the Authorisation Token for 3GPP [3].

Within this Policy Element format, various information elements can be carried e.g. Authorising Entity Identity (in our case PCF), Credentials etc.

It is proposed to define a further information element type within the Policy Element for carrying a request for statically defined policy, such as that required for IMS Signalling. A range of information element type values (S-Types) are allocated for ‘Private Use’ and it is proposed to choose one of these for this purpose.

3
Proposal

If the proposal is agreed in CN1, then it is proposed that CN3 agree to define the format of the 3GPP_STATIC_POLICY information element in an Annex to 29.207 as shown below.  
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=============== First New Section ==================

Annex X (normative):
Authorisation Token values for static policy requests

X.1
Introduction


It is required for UEs to be able to request specific policy for a PDP Context based on static definitions within the network. This is achieved by the UE including a specific request within the Policy Element.

X.2
Token format definition

A new S-Type value is defined within the Authorisation Token as follows:
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3GPP_STATIC_POLICY

Represents a request for a particular static policy defined by 3GPP

X.2.1
3GPP Static Policy attribute

The 3GPP Static Policy attribute is defined as follows:
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Total length of the attribute, including Length and S-Type octets. This must be 4 or greater. Additional octets after the first four are ignored.
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3GPP_STATIC_POLICY
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X.3
Procedures

X.3.1
Procedures at the UE

A UE requiring 3GPP-defined static policy for a PDP Context shall include an Authorisation Token of type AUTH-SESSION containing the 3GPP_STATIC_POLICY attribute in the PDP Context activation request.

X.3.2
Procedures at the GGSN

On receipt of a PDP Context Activation request containing an Authorisation Token of type AUTH_SESSION containing the 3GPP_STATIC_POLICY attribute, the GGSN shall apply the appropriate policy to the PDP Context.

The ability for the GGSN to outsource the static policy decision over the Go interface is FFS.

=================== End of Modifications ====================

