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1. Introduction

GGSN

By using the reporting of device capability, the GGSN indicates to PCF some general guidelines about what the GGSN can do related to the Go interface. Each instance of the table indicates a PRC that the GGSN understands and for which the PCF can send class instances as part of the policy information.
2. Proposal

Taking into account the above considerations this contribution proposes the following inclusions to sections 6.3.1.4 in TS 29.207 v.1.0.0 as shown below.
6.3.1.4
Reporting of Device Capabilities and Device Limitations

The functionality of reporting of device capabilities and device limitations is as described in RFC3084 [8]. In addition, the following shall apply:

The configuration request message serves as a request from the GGSN to the PCF and include provisioning client information to provide the PCF with client-specific configuration or capability information about the GGSN. The capability information to be exchange shall include the PIB objects supported by the GGSN.  This information from the client assists the server in deciding what types of policy the GGSN can install and enforce.  
The following GGSN capabilities may be provided in the configuration request message:
· Bearer authorisation capabilities
The GGSN notifies the PCF that it supports bearer authorisation capabilities. The GGSN will provide the token and media identifiers in the REQ for verifying the binding information and the grouping  of the media components by the PCF.

· 

· Combined authorised QoS capabilities 

The GGSN notifies the PCF that it’s capable to enforce the combined authorised QoS for the bearer.
· Packet classifier capabilities
The GGSN notifies the PCF that it’s capable to enforce the packet classifier for each media component direction. Similar to the classification capabilities of DiffServ PIB
· Open /close the gate capabilities

The GGSN informs the PCF that it’s capable to enforce a separate decision on opening the gate for the authorised media component and it’ s capable to enforce a separated decision from the PCF regarding disabling of the gate.

- Revoke media authorisation capabilities 
The GGSN notifies the PCF that it’s capable to enforce the revoke authorisation for GPRS and IP resources decision from the PCF.
Editor’s note: The usage of DRQ or REQ messages for revoking the authorized resources is FFS.
- Charging coordination
The GGSN informs the PCF that it’s capable to send GPRS charging identifiers to the PCF.

The GGSN informs the PCF that it’s capable to receive IMS changing identifiers from the PCF.
Editor’s note: The charging coordination identifiers exchange maybe updated depending on the SA5’s decision.
· 

· Indication of QoS modifications to 0 kbits and from 0kbits
The GGSN informs the PCF that it is able to notify when the maximum bit rate for the PDP context is modified to 0 kbit/s or that the maximum bit rate for the PDP context is changed from 0 kbit/s.
· Indication of the maximum number of media authorisation sessions

The GGSN may notifie the PCF how many parallel media authorisation sessions can support.

· 

The PCF responds to the configuration request with an initial DEC message.
Editor’s note: It has to be checked whether the device capabilities information exchanged by the initial messages shall be stored in the PCF.

Editor’s note: Some texts are required to describe usage of data defined by the Go PIB.

Editor’s note: The R-Type and M-Type is FFS. 
6.3.1.5
Initial Go Policy Provisioning

The functionality of initial Go policy provisioning is as described in RFC3084 [8]. In addition, the following shall apply:
The DEC message is sent from the PCF to the GGSN in response to the REQ message received from the GGSN.  The Client Handle shall be the same as that received in the corresponding REQ message.

The DEC message is sent as an immediate response to a configuration request with the solicited message flag set in the COPS message header. The PCF informs the GGSN of the capabilities that it supports. 

Editor’s Note: The R-Type and M-Type is FFS.
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