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1. Introduction

The Go message events shall support all the agreed interaction procedures and operations via Go interface. 

2. Proposal

This contribution proposes the following text to be included in section 6.3.2
Message description in 29.207.
6.3.2
Message description

The Go interface uses the COPS-PR protocol. The following messages shall be supported:

Editor’s Note – Require text providing a description of COPS protocol, or reference to IETF protocol.

Editor’s Note – Require text to describe how to talk about our application events/messages (as compared to the protocol messages).

Editor’s Note: The R-Type and M-Type is FFS.

The following events are available on the Go interface:

· Authorisation_Request  (GGSN->PCF)
This event allows the GGSN to request authorisation details from the PCF. It contains the following information:

· Client Handle

· Binding Information

· 
· Authorisation_modification_request (GGSN->PCF)
The GGSN requests a new authorisation from the PCF regarding the modification of already authorised PDP Context.
· Client Handle

· Binding Information

· Authorisation_Decision (PCF->GGSN)
This event provides the GGSN with the authorisation status, and relevant authorisation decision data if applicable. The event contains the following information:

· Client Handle

·  Authorisation status

· Unidirectional sets (uplink and downlink)
· Combined Authorised QoS

· Packet classifiers 
· Direction indicator
· 
· 
· 
· ICID
Editor’s note: The ICID issue should still be discussed in SA5.
·  Approval_ decision,/Removal_ decision (PCF->GGSN)   
The approval decision event indicates to the GGSN that the gate(s) for a media component(s) shall be opened. The removal decision indicates to the GGSN that the gate(s) for a media component(s) shall be closed. 
The events contain the following information:

· Client Handle

· Unidirectional sets (uplink and/or downlink)

· Packet classifier(s)
· Direction indicator(s)

Note: the opening of the gate may occur at the same time/be part of the authorisation decision event.

· 

· 
· 
· 

Note: The closing of the gate may occur at the same time as the revoke authorisation decision event.

· 

· 
· 
· 
· Report (RPT) (GGSN->PCF)
· Authorisation_report; Approval_report; Removal_report
The GGSN sends a COPS RPT message back to the PCF reporting that it enforced or not the authorisation decision, or the approval of QoS commit decision or removal of QoS commit decision. 

The events contain the following information:
· Client Handle
· Success/ failure 
· The report  of initial the authorisation_decision includes GPRS CID.


· 
· GPRS-CID
· 

· 
· 
· Report of state changes
The GGSN sends the report of state change message to the PCF reporting that the maximum bit rate for the PDP context is modified to 0 kbit/s or that the  maximum bit rate for the PDP context is changed from 0 kbit/s.
· Client Handle
· Requested maximum bit rate is 0 kbit/s or requested maximum bit rate changes from 0 kbit/s

· 
· Delete request state (GGSN<->PCF)
The GGSN informs the PCF via the delete request state message, that the PDP context is deactivated and the request state identified by the client handle is no longer available/relevant at the GGSN, so the corresponding state shall also be removed at the PCF. 
Additionally, the PCF uses the DRQ to inform the GGSN that the SIP session is terminated and the PCF revoke the authorized resources.
Editor’s note: The usage of DRQ message for revoking the authorized resources still may be changed. 
The DRQ message includes the reason why the request state was deleted. 

· Client Handle
· Reason code: Tear, Sub-code: deactivation of the PDP context/ termination of the SIP session
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