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1. Introduction

The media authorisation information will be performed based on the SDP information during session setup. To be able to provide a media authorisation, the PCF needs to receive the SDP information from the P-CSCF. In the SDP payload some parameters are mandatory and some are optional. Additionally, some of the parameters can have more than one value (e.g. the codec parameters can be specified by many codecs).

In 29.207 we already pointed out that not all of the SDP parameters previously specified in 23.207 as needed parameters for media authorisation can always be provided from the P-CSCF. To perform accurate authorisation, the PCF shall based its decision on the always avalible SDP parameters. The following SDP parameters can be available in the PCF per each media component:

· Destination address (c=)

The IP address on which the UE will receive the media flows. (Needed for the PCF decision on the packet classifier.)  

· Destination port number

The port number on which the UE will receive the media flows. (Needed for the PCF decision on packet classifier.)  

· Media type information (m=)

The parameter represents the media type of the media component.  (Needed for the PCF decision on QoS authorisation.) 

· Bandwidth parameter (b=)

The bandwidth parameter represents the bandwidth that the user will use for the media component. The parameter takes the maximum bandwidth value of the listed codec for the media component.  In case  there is more than one codec the bandwidth parameter correspond to the value for highest demanding bandwidth codec in the list. (the bandwidth parameter is needed for the PCF decision on QoS authorisation.)

· Indication of the group that the media component belongs to.

Media components with the same indication value (i.e. belonging to the same group) may be carried in the same PDP Context. (Needed for the PCF decision, which verifies if the media components are indeed allowed to be carried in the same PDP Context.)

· Media direction information (send, receive, sendreceive). 
This parameter is needed for indication of the direction of the media component. (Needed for the PCF decision on the direction of the QoS authorization.)

· Transport Protocol id

The transport protocol values are dependent on the address-type field in the "c=" fields.  Thus it is normally expected that most media traffic will be carried as RTP over UDP. (Needed for the PCF decision on the packet classifier.)

The P-CSCF forwards this information out of every SDP it receives together with an indication about the source of this SDP, i.e. originating or terminating side:
· Direction of the source (originating or terminating side) 
This parameter is needed for indication of the direction of the source. (Needed for the PCF decision on the direction of the packet classifier.)

NOTES:

In 23.207 the source IP address and source port number are listed as part of the packet classifier. However, in the SDP payload those parameters are optional and may not be provided. Therefore it is proposed the source IP address and the source port number in the packet classifier to be wildcarded by the PCF.
The packet classifier shall be formulated for each media component with the associated IP flows (RTP and RTCP flows). For UDP and similar protocols, RTP uses an even port number and the corresponding RTCP stream uses the next higher (odd) port number; if an application is supplied with an odd number for use as the RTP port, it should replace this number with the next lower (even) number. The RTP port number is the media destination port from the media description. E.g. RTP is  49172 and then the RTCP will have port number 49173.
The packet classifiers can have limitations, which include restrictions on acceptable values for certain attributes. For the destination port of the packet classifier of the media component, a range of minimum and maximum value of the port can be specified in the Go PIB (as recommended in Framework PIB). The minimum value of the destination port shall be based on the media port from the SDP payload. The maximum value of the destination port shall be based on the next higher (odd) port number of the media port.

In the SDP the codec parameter is presented. However, during the session set up the users can agree on more than one codec. Therefore, the QoS authorisation cannot be based on all of the codecs but can be based on the media type and the bandwidth parameter, which presents the maximum bandwidth value of the listed codec for the media component. 

2. Proposal

Taking into account the above considerations the contribution proposes the listed media component parameters to be included in section 5.2.1 of the TS 29.207 v.1.0.0 as shown below. Additionally, this paper proposes how the packet classifier can be created by the PCF based on the media description information provided by the P-CSCF.

   4.3.1.3
Gate function
The Gate Function represents a user plane function enabling or disabling the forwarding of IP packets. A gate is described by a set of packet classifiers that identify IP flows associated to the gate. The packet classifier includes the standard 5-tuple (source IP address, destination IP address, source port, destination port, protocol) explicitly describing a unidirectional IP flow.
.. 


The packet classifier is received from the PCF in an authorisation decision. In the packet classifier the source IP address and the source port number are wildcarded by the PCF. The PEP installs the packet filter applying the packet classifier. After installation of the packet filter the gate shall be closed until the PEP receives a command to open the gate.

Editor’s note: The timing of the gating in relation with charging is for further study.

The commands to open or close the gate lead to the enabling or disabling of the passage for IP packets. If the gate is closed all packets of the related IP flows are dropped. If the gate is opened the packets of the related IP flows are allowed to be forwarded. The opening of the gate may be part of the authorisation decision event. The closing of the gate may be part of the revoke authorisation decision event.
IP Packets of a PDP context not matching any packet classifier associated with this PDP context shall be dropped.

If the packet classifer is included as an additional IE in the authorisation information, the GGSN shall check for validity of the TFT in the Create PDP Context Request or Update PDP Context Request. If the TFT proposed will result in packets from the media flow being unable to pass through, the PDP context will be rejected with cause value indicating a semantic error in the TFT. 

Editor’s note: This issue should still be discussed in SA2.
< Next modified chapter>
-------------------------------------------
5.2
PCF

Editor’s Note: This subclause describes the SBLP procedures in the P-CSCF/PCF.

5.2.1
SBLP policy decisions
Editor’s Note: This subclause describes the operation in the PCF to receive data from the P-CSCF on which to base decisions, receive authorisation requests from the GGSN, and to send authorisation decisions to the GGSN. This may include the charging correlation aspects, or this may be a separate chapter.
The information needed for the PCF to perform media authorisation is passed by the P-CSCF upon receiving a SIP message that contains SDP. The SDP contains sufficient information about the session, such as the end-points' IP address and port numbers and bandwidth requirements. 

The P-CSCF shall send policy setup information to the PCF upon every SIP message that includes an SDP payload. This ensures that the PCF passes proper information to perform media authorisation for all possible IMS session setup scenarios. The policy setup information provided by the P-CSCF to the PCF for each media component shall contain the following:
:
· Destination IP address 
· Destination port number 
· Transport Protocol id 
· -      Media direction information 
· Direction of the source (originating or terminating side) 
·  Indication of the group that the media component belongs to
Editor’s note: The format of this indication in SIP/SDP is subject to CN1's decision.
· Media type information 
· Bandwidth parameter 
Additionally, upon the P-CSCF receives the ICID in SIP signalling, it shall the ICID to the PCF.

Upon receiving the bearer authorisation request from the GGSN, the PCF shall authorise the request according to the stored service based local policy information for the session identified by the binding information in the request.
The authorisation shall contain the decision on verifying the binding information. The PCF shall identify whether the binding information indeed corresponds to an initiated SIP session.

The authorization shall also contain decision on the list of flow_IDs contained in the bearer authorisation request sent by the GGSN representing the list of media components intended to be carried in the same PDP Context. This decision shall verify that these media components are indeed allowed to be carried in the same PDP Context. The PCF shall make this decision by comparing the list of flow_IDs contained in the bearer authorization request received from the GGSN to the media component grouping indication information received from the P-CSCF.

If the binding information and the list of flow_IDs are successfully authorised (verified) as per the means described above, the PCF shall also communicate the authorisation details for each media component to the GGSN. 
The authorisation details contain the authorised QoS and the packet classifier of the associated IP flows in either upstream or downstream direction. Based on the media direction information and the direction of the source provided by the P-CSCF, the PCF shall define the direction (upstream or downstream) of the authorised QoS and the packet classifier.

Editor’s note: The exact detail of the authorised QoS information is FFS
The PCF shall use the destination IP address(s), destination port number(s) and transport protocol id(s) to formulate a packet classifier.
· The source IP address and source port number, which are part of the standard 5-tuple for packet classifying, are not provided by the P-CSCF. Therefore, the source IP address and source port number are wildcarded by the PCF in the packet classifier. 
· The destination port number is specified as a range of minimum and maximum values. For media components using RTP/RTCP, the RTP port is the minimum value and the RTCP port number is the maximum value. This allows both the RTP and RTCP flows associated with the same media component to be forwarded.

The PCF may include the gate enabling command as part of the authorisation decision. Alternatively, the PCF may provide a separate decision for opening the gate
The PCF shall send the IMS charging identifier provided by the P-CSCF as part of the authorisation decision to the GGSN.
Editor’s note: The ICID transfer maybe updated depending on the SA5’s decision.
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