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Introduction
This contribution is aimed to clarify the capabilities negotiation at initialisation. At the last drafting meeting in Sophia, text was introduced into two sections of 29.207: 6.3.1.4 & 6.3.1.5. This contribution will attempt to clarify certain aspects of capabilities negotiation and proposes some additional text for these sections.

Discussion

The main reason for the capabilities negotiation is for increased interoperability. At initialisation, the GGSN PEP will contact the PCF and establish a COPS connection. The PEP then sends the PCF it’s capabilities and the PIB objects it supports. The PCF can analyses theses capabilities and respond with it’s own set of capabilities. This capabilities negotiation mechanism is already covered in 29.207 except the current text does not mention the PIB objects. This should be clarified since the PIB objects the GGSN supports is the basis of the GGSN capabilities that is needed during this negotiation to ensure interoperability. Text is proposed in the next section.

Another element missing from 29.207 and that needs clarification is the negotiation of triggering events between the PEP and PCF. The PEP must be informed by the PCF what types of events require a COPS REQ to be triggered. This will allow the operator to create his own local policies defining what types of events need policy control over the Go interface. For example, if a GGSN supports PDP context and RSVP signalling, it informs the PCF of these capabilities. The PCF can then respond by instructing the PEP to trigger COPS REQ on reception of both PDP context and RSVP signalling or only on reception of PDP context and to drop/ignore/forward all RSVP messages. Another example could be an operator that wants to enforce policy control on all PDP context messages while another may want to enforce policy control on certain PDP context messages containing an authorization token.

In summary, capabilities negotiation is an important mechanism for interoperability reasons and to allow operators to customize the events that require policy control over the Go.

Conclusion

Nortel Networks proposes the following text additions and modifications for 29.207:

6.3.1.4
Reporting of Device Capabilities and Device Limitations

The functionality of reporting of device capabilities and device limitations is as described in RFC3084 [8]. In addition, the following shall apply:

The configuration request message serves as a request from the GGSN to the PCF and include provisioning client information to provide the PCF with client-specific configuration or capability information about the GGSN. The capability information to be exchanged shall include the PIB objects supported by the GGSN PEP and the type of bearer signalling supported (e.g. PDP context signalling). This information from the client assists the server in deciding what types of policy the GGSN can install and enforce.  

The PCF responds to the configuration request with an initial DEC message.
Editor’s note: It has to be checked whether the device capabilities information exchanged by the initial messages shall be stored in the PCF.


Editor’s note: The R-Type and M-Type is FFS.

6.3.1.5
Initial UMTS Policy Provisioning

The functionality of initial UMTS policy provisioning is as described in RFC3084 [8]. In addition, the following shall apply:
The DEC message is sent from the PCF to the GGSN in response to the REQ message received from the GGSN.  The Client Handle shall be the same as that received in the corresponding REQ message.

The DEC message is sent as an immediate response to a configuration request with the solicited message flag set in the COPS message header. The PCF informs the GGSN of the capabilities that it supports. The capabilities exchanged shall include the PIB objects supported by the PCF. The PCF shall also inform the GGSN PEP what types of events shall trigger policy control requests over the Go interface.

Editor’s Note: The R-Type and M-Type is FFS.







































