3GPP TSG CN WG3 Meeting #22

N3-020248

Fort Lauderdale, USA. 8th - 12th April 2002.

Source:
Nortel Networks

Title:
M-type / R-type

Agenda item:
9.3 

Document for:
Discussion & Approval

Introduction

The COPS Context Object is used in the COPS Request (REQ) and Decision (DEC) messages as defined in IETF RFC 3084 for COPS-PR and RFC 2748 for COPS Base Protocol. When COPS-PR is used for 3GPP Go, additional Message Type (M-Type) definitions are needed to indicate the outsourcing usage of COPS-PR. These new M-Type definitions are added for the Request Type (R-Type) of "Configuration Request", the R-Type used by COPS-PR. Each of the new additional M-Type definitions are used in the different phases of the outsourcing usage of COPS-PR.

This contribution clarifies the usage of R-Type and M-Type fields of the COPS Context Object.

Proposal

The following definition and usage of M-types and R-types is proposed to be included in TS 29.207.

================ First changed section ============

6.3.1.1
Common Header, Client Type

Client-type is UMTS Go (Client type number to be assigned through IANA)

6.3.1.2
Context Object

C-Num = 2, C-Type = 1

        0                     1                     2                      3

           R-Type (Request Type Flag)
0x08 for configuration request
           M-Type (Message Type)
0x01 initial capability negotiation
0x02 create event state
0x03 update event state
0x04 terminate event state

6.3.1.3
Client Specific Information (ClientSI) for outsourcing Operation

The Token and flow identifier(s) received in the incoming message at the GGSN is encapsulated inside the Client Specific Information object of the COPS request message sent from the GGSN to the PCF. The parameters describing the requested QoS may also be contained inside the Client SI object.

6.3.1.4
Reporting of Device Capabilities and Device Limitations

The functionality of reporting of device capabilities and device limitations is as described in RFC3084 [8]. In addition, the following shall apply:

The configuration request message serves as a request from the GGSN to the PCF and include provisioning client information to provide the PCF with client-specific configuration or capability information about the GGSN. This information from the client assists the server in deciding what types of policy the GGSN can install and enforce.  

The PCF responds to the configuration request with an initial DEC message.
The R-type = 0x08 for configuration request is used here and M-type = 0x01 initial capability negotiation is used here.

The device capabilities information exchanged by the initial messages shall be stored in the PCF.

Editor’s note: Some texts are required to describe usage of data defined by the Go PIB.


6.3.1.5
Initial UMTS Policy Provisioning

The functionality of initial UMTS policy provisioning is as described in RFC3084 [8]. In addition, the following shall apply:
The DEC message is sent from the PCF to the GGSN in response to the REQ message received from the GGSN.  The Client Handle shall be the same as that received in the corresponding REQ message.

The DEC message is sent as an immediate response to a configuration request with the solicited message flag set in the COPS message header. The PCF informs the GGSN of the capabilities that it supports. 
The R-type = 0x08 for configuration request is used here and M-type = 0x01 initial capability negotiation is used here.


6.3.2
Message description

The Go interface uses the COPS-PR protocol. The following messages shall be supported:

Editor’s Note – Require text providing a description of COPS protocol, or reference to IETF protocol.

Editor’s Note – Require text to describe how to talk about our application events/messages (as compared to the protocol messages).


The following events are available on the Go interface:

· Authorisation_Request

This event allows the GGSN to request authorisation details from the PCF. It contains the following information:

· Client Handle

· Binding Information

· Charging Correlation Identifier

The R-type = 0x08 for configuration request is used here and M-type = 0x02 create event state is used here.

· Authorisation_Decision

This event provides the GGSN with the authorisation status, and relevant authorisation decision data if applicable. The event contains the following information:

· Authorisation status

· Authorised QoS

· Packet classifier
The R-type = 0x08 for configuration request is used here and M-type = 0x02 create event state is used here.

· Start packet flow

This event indicates to the GGSN that the gate for a media component flow(s) shall be opened. The event contains the following information:

· Client Handle

Editors note: Additional information required is FFS

Note: the opening of the gate may occur at the same time/be part of the authorisation decision event.

The R-type = 0x08 for configuration request is used here and M-type = 0x03 update event state is used here.

· Stop packet flow

This event indicates to the GGSN that the gate for a media component flow(s) shall be closed. The event contains the following information:

· Client Handle

Editors note: Additional information required is FFS

Note: The closing of the gate may occur at the same time as the revoke authorisation decision event.

Editors note: This list is not complete and additional events are FFS

The R-type = 0x08 for configuration request is used here and M-type = 0x03 update event state is used here.
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