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Introduction

The data structure for the Authorised QoS information passed from the PCF to the GGSN requires further detailed definition.

This contribution specifies the QoS parameters needed to be passed from the PCF to the GGSN. 

Discussion

Differentiated Services describes an architecture where QoS is implemented a routing hop at a time, hence the notion of Per Hop Behaviour (PHB).  The Differentiated Services Per Hop Behaviours are implemented using Differentiated Services Data Path Function Elements.  The Differentiated Services Data Path Functional Elements that implements the PHBs are packet treatment functional elements, including queuing, scheduling, shaping and dropping mechanisms.

Other Differentiated Services Data Path Functional Elements performs classification, traffic profile checking, Differentiated Services Code Point (DSCP) marking functionalities.  These functional elements do not implement the PHB per say, but implements the IP traffic flow admission control and IP traffic flow aggregation functionalities that produce the aggregated IP traffic flows the Differentiated Services Per Hop Behaviour acts upon.

The Per Hop Behaviours defined by Differentiated Services include Expedited Forwarding (EF) and Assured Forwarding (AF).  IP packets belonging to traffic flows to be treated by these PHBs are indicated using DSCPs markings in the IP Header.  Because these traffic flows are aggregated as they are forwarded in the network, their original traffic profile may change.  Delay and delay variation may be introduced.  To accommodate the delay and delay variation caused by the network, a multi rate meter is needed for the traffic profile checking functional element.  Most implementations today use a two rate meter.  Parameters for such a two rate meter includes:

1. Committed Information Rate

2. Peak Information Rate

3. Burst Size

4. Interval

This contribution adds the details for specifying such a two rate meter, the parameters to be passed from the PCF to the GGSN for checking IP flows QoS profile.

Proposal

The following data structure for the Authorised QoS information passed from the PCF to the GGSN is proposed to be included in TS 29.207.

================ First changed section ============

4
Go interface
4.1
Overview

The Go interface allows service-based local policy and QoS inter-working information to be “pushed” to or requested by the Policy Enforcement Point (PEP) in the GGSN from a Policy Control Function (PCF). As defined in the stage 2 specifications [3], this information is used by the GGSN to

· GPRS bearer authorisation,

· QoS charging related function
· Control of service-based policy “gating” function in GGSN,

· Control of DiffServ inter-working,

· Control of RSVP admission control and inter-working,

The Go interface uses IP flow based policies. 

The Common Open Policy Service (COPS) protocol has been developed as a protocol for use between a policy server and a network device, as described in [7].
In addition, COPS for Provisioning extensions have been developed as described in [8] with [9] describing a structure for specifying policy information that can then be transmitted to a network device for the purpose of configuring policy at that device.  The model underlying this structure is one of well-defined provisioning classes and instances of these classes residing in a virtual information store called the Policy Information Base (PIB).
The Go-interface shall conform to the IETF COPS [7] and the extensions of COPS-PR [8]. For the purpose of exchanging the required specific UMTS information, a COPS-PR Policy Information Based (PIB) is defined in the present document. 

COPS Usage for Policy Provisioning (COPS-PR) is independent of the type of policy being provisioned (QoS, Security, etc.). In this specification, COPS-PR is used  to communicate service-based local policy information between PCF and GGSN. COPS-PR can be extended to provide per-flow policy control along with a UMTS Go interface Policy Information Base (PIB). The UMTS Go PIB may inherit part of the data object definitions from the framework PIB and the DiffServ PIB defined in the IETF.
The minimum functionalities that the Go interface shall cover are introduced below.

· Media Authorisation information from PDP context

The GGSN receives the binding information during the activation of a (Secondary) PDP context by the UE. To authorise the PDP context activation, the GGSN shall send a media authorisation request to the PCF. This authorisation request shall include the following information:

· Binding information

The binding information is used by the GGSN to identify the correct PCF and subsequently request service-based local policy information from the PCF.

The media authorisation information sent by the PCF to the GGSN, contains at a minimum the following information:

· Decision on the binding information
The PCF shall respond with an authorisation decision for the binding information. The authorisation decision shall identify whether the binding information is validated with an ongoing SIP session. If validated, the PCF shall also communicate the following media authorisation details to the GGSN;
· Authorised QoS

· Packet Classifier
This information is used by the GGSN to authorise the media resources according to the service-based local policy and the requested bearer QoS.

The authorised QoS for media flows signalled over the Go interface is based on the SDP requirements signalled and agreed previously within SIP signalling for this session.
The packet classifier for media flows is based on the IP-address and port number information in the SDP and shall allow for all flows associated with the SDP media description.
The authorised QoS specifies the maximum QoS that is authorised for the UE for that specific binding information. The authorised QoS contains the following information:

· DSCP

· Token bucket parameters

================ Next changed section ============

6.4
Go data

Editor’s Note: This section describes relevant detailed structure and data format of each data element. May use a sub-section for each data element.
The detailed data description is provided in Annex B. 

Editor’s Note: This remainder of this chapter contains agreed detail message and data element format descriptions for the protocol prior to being defined in the PIB (Annex B). As the messages/data definitions are completed in the PIB, it shall be removed from here. Data shall not be removed from here until it is complete. Messages/data in the PIB which are not yet completed shall be clearly marked.
· Client Handle -
a unique identifier for the authorisation request. The format of the Client Handle is FFS.

· Binding information -
A data element from the PCF that identifies (at a minimum):

· The PCF identity

· The authorisation token for the session

· The flow id(s) within the session

Editor’s note: The format of the binding information is FFS.

· Authorisation Status – The authorisation status for the specified binding information. The status shall contain a valid/invalid indicator. The format of the authorisation status is FFS.  

· Charging identifier – The charging identifier of the PDP context. The specific details of the charging identifier are FFS. Further information on the charging identifier is required from S2.

· Authorised QoS – The authorised QoS contains the maximum allowed class, and the bandwidth information.

· Maximum allowed class – 
This is to indicate the DSCP marking to be used for a specific Flow of the PDP Context (from the DiffServ PIB).

· Bandwidth information:  This is to be used for monitoring the traffic pattern of a specific Flow of the PDP Context.  The parameters used are as for a two rate three colour meter/marker as being used for Differentiated Services Assured Forwarding PHBs.  A single rate two colour meter/marker may be used with these parameters also.  These parameters based on general token bucket parameters include Committed Rate, Peak Rate, Burst Size, and Interval (re-used from the DiffServ PIB for flexibility). The size and format of the elements are detailed in the 3GPP meter PIB objects definition.
· 
· Filter Specification – The information about the authorised IP end points addresses and ports. Format is FFS.

================ Next changed section ============

Annex B (normative):
UMTS-Go PIB

Editor’s Note: The content of this annex provides a skeleton for the definition of the UMTS Go PIB. The naming of each of the elements has to be revisited in order to include that they are related to Go interface. Rephrasing of UMTS to 3GPP has to be checked (can the name start with a digit?)

UMTS Go PIB  PIB-DEFINITIONS

· IMPORTS

qosTBParamTable


FROM qosPolicyPib

================ End of changed sections ============

== Informational appendix on qosTBParamTable from qosPolicyPib ==

-- 

   -- Token-Bucket Parameter Table 

   -- 

   -- Each entry in the Token Bucket Parameter Table parameterizes 

   -- a single token bucket.  Multiple token buckets can be 

   -- used together to parameterize multiple levels of 

   -- conformance. 

   -- 

   -- Note that an entry in the Token Bucket Parameter Table can 

   -- be shared, pointed to, by multiple qosMeterTable entries. 

   -- 

   qosTBParamTable OBJECT-TYPE 

       SYNTAX       SEQUENCE OF QosTBParamEntry 

       PIB-ACCESS   install 

       STATUS       current 

       DESCRIPTION 

          "This table enumerates token-bucket meter parameter sets 

          that  a system may use to police a stream of traffic. 

          Such parameter sets are modelled here as each having a single 

          rate and a single burst size.  Multiple entries are used 

          when multiple rates/burst sizes are needed." 

       REFERENCE 

           "[MODEL] section 5.1" 

       ::= { qosPolicyClasses 5 } 

   qosTBParamEntry OBJECT-TYPE 

       SYNTAX       QosTBParamEntry 

       STATUS       current 

       DESCRIPTION 

          "An entry that describes a single token-bucket 

          parameter set." 

       PIB-INDEX { qosTBParamPrid } 

       UNIQUENESS { qosTBParamType, 

                    qosTBParamRate, 

                    qosTBParamBurstSize, 

                    qosTBParamInterval } 

       ::= { qosTBParamTable 1 } 

   QosTBParamEntry ::= SEQUENCE  { 

       qosTBParamPrid            InstanceId, 

       qosTBParamType            OBJECT IDENTIFIER, 

       qosTBParamRate            Unsigned32, 

       qosTBParamBurstSize       BurstSize, 

       qosTBParamInterval        Unsigned32 

   } 

   qosTBParamPrid OBJECT-TYPE 

       SYNTAX       InstanceId 

       STATUS       current 

       DESCRIPTION 

          "An arbitrary integer index that uniquely identifies an 

           instance of the class." 

       ::= { qosTBParamEntry 1 } 

   qosTBParamType OBJECT-TYPE 

       SYNTAX       OBJECT IDENTIFIER 

       STATUS       current 

       DESCRIPTION 

         "The Metering algorithm associated with the 

         Token-Bucket parameters.  zeroDotZero indicates this 

         is unknown. 

         Standard values for generic algorithms are as follows: 

         qosTBParamSimpleTokenBucket, qosTBParamAvgRate, 

         qosTBParamSrTCMBlind, qosTBParamSrTCMAware, 

         qosTBParamTrTCMBlind, qosTBParamTrTCMAware, 

         qosTBParamTswTCM 

         These are specified in this PIB as OBJECT-IDENTITYs 

         under qosPolicyParameters; additional values may be  

         further specified in other PIBs." 

       REFERENCE 

           "[MODEL] section 5" 

       ::= { qosTBParamEntry 2 } 

   qosTBParamRate OBJECT-TYPE 

       SYNTAX       Unsigned32 

       UNITS        "kilobits per second" 

       STATUS       current 

       DESCRIPTION 

          "The  token-bucket  rate,  in  kilobits  per   second 

          (kbps).   This  attribute  is used for:  

          1. CIR in RFC 2697 for srTCM  

          2. CIR and PIR in RFC 2698 for trTCM 

          3. CTR and PTR in RFC 2859 for TSWTCM  

          4. AverageRate  in [MODEL] section 5." 

       ::= { qosTBParamEntry 3 } 

   qosTBParamBurstSize OBJECT-TYPE 

       SYNTAX       BurstSize 

       UNITS        "Bytes" 

       STATUS       current 

       DESCRIPTION 

          "The maximum number of bytes in a single transmission 

          burst.  This attribute is used for: 

       1. CBS and EBS in RFC 2697 for srTCM 

          2. CBS and PBS in FRC 2698 for trTCM 

          3. Burst Size in [MODEL] section 5." 

       ::= { qosTBParamEntry 4 } 

   qosTBParamInterval OBJECT-TYPE 

       SYNTAX       Unsigned32 

       UNITS        "microseconds" 

       STATUS       current 

       DESCRIPTION 

          "The time interval used with the token bucket.   For: 

          1. Average Rate  Meter,  [MODEL]  section  5.2.1, 

              -Delta.   

          2. Simple Token Bucket Meter, [MODEL] section 

             5.1, - time  interval  t. 

          3. RFC 2859  TSWTCM, -  AVG_INTERVAL.    

          4. RFC 2697 srTCM, RFC 2698 trTCM, - 

             token bucket update time interval." 

       ::= { qosTBParamEntry 5 } 







