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Introduction

This document discusses the requirements for the Go interface and concentrates on the procedures from the P-CSCF (PCF) to the GGSN.  This document introduces the new concept of PDP Context Suspension procedure. 

The intention of this document is to initiate discussion and to propose protocol architecture and detailed analysis for input into the new CN3 specification TS 29.207.

Go Interface Requirements

Protocol Stack Architecture

The protocol stack for the Go interface is shown in Figure1. The protocol stack has to satisfy a set of general requirements for communication between the P-CSCF (PCF) and the GGSN. These requirements are:

· Reliability: the sensitivity of policy control information necessitates reliable operation.

· Small delays: the timing requirements of policy decisions related to QoS signalling protocols are expected to be strict.

· Ability to carry opaque objects: the protocol should allow for delivery of self-identifying, opaque objects, of variable length. 

· Support for PCF-initiated, two-way transactions (request-response exchanges) between P-CSCF (PCF) and GGSN. In particular, the GGSN must be able to initiate requests for policy decision, re-negotiation of previously made policy decision, and exchange of policy information. Similarly, the GGSN must be able to report monitoring information and policy state changes to the P-CSCF (PCF) at any time. 

· Support for asynchronous notification: this is required in order to allow both the policy server (PCF) and client (GGSN) to notify each other in the case of an asynchronous change in state. E.g. the GGSN has to inform the server of a reservation rejection which may be due to admission control failure. 

· Handling of multicast group: the protocol should provision for handling of policy decisions related to multicast groups. 

· QoS Specification: the protocol should allow for precise specification of level of service requirements in the GGSN requests forwarded to the P-CSCF (PCF).



Figure 1: Protocol Stacks in the P-CSCF (PCF) and GGSN in relation to the Go Interface

Event Requirements between the GGSN and P-CSCF (PCF)

The Go interface shall support information passed between the GGSN and P-CSCF (PCF). In order to allow effective communication between P-CSCF (PCF) and GGSN, all events associated with control functions shall be required, i.e.

· Coordination of events between the application layer and resource management in the IP bearer layer,

· The specific events to the UMTS or IP bearer service are required in order to trigger the request from GGSN to P-CSCF (PCF).
Exchanged Information (Message Content)

The Go interface shall provide information in order to support the functions in the GGSN (i.e. DiffServ inter-working control, RSVP admission control and inter-working control, “gating”, UMTS bearer authorization and QoS charging related functions) and functions in the P-CSCF (PCF). 

The COPS protocol, which has been created for general administration, configuration and enforcement of policies, allows both push and pull operations. Because the interactions between the P-CSCF (PCF) and the GGSN may use either pull or push operations, it is proposed that the COPS protocol is used between P-CSCF (PCF) and GGSN.

The COPS protocol supports several messages between GGSN and P-CSCF (PCF). The message content is dependent on the type of COPS operation (e.g. Client-Open/Client-Accept/Client-Close, Request, Decision and Delete Request State). 

The messages supported by the COPS layer for Go interface include the following:

· Request message from the GGSN to the P-CSCF (PCF) shall allow the GGSN to request policy and QoS inter-working information with address for an IP flow identified by binding information.

· Decision message from the P-CSCF (PCF) to the GGSN shall include the commands as described in TS 23.207 

· The response messages from GGSN to P-CSCF (PCF) shall include an acknowledgement and/or an error response to commands such as Report State (Success/Failure/Accounting).

· Binding message associates the policy and QoS inter-working information in the message with a PDP context including P-CSCF (PCF) address.  The binding information includes an authorization token sent by the P-CSCF (PCF) to the UE during SIP signalling and may include one flow identifier used by the UE, GGSN and P-CSCF (PCF) to uniquely identify an IP media flow.  

· Asynchronous notification message to the GGSN whenever necessary in order to change earlier decisions, generate errors, etc.

· Billing Message used for usage monitoring and accounting purposes (i.e. CDR).

· Security message are used to ensures that the entities (such as P-CSCF (PCF) and GGSN) involved in policy control are able to verify each other’s identify and establish necessary trust before communicating.

The COPS decision command messages are used to “Authorize QoS/Revoke QoS authorization” for one or more IP flows and enable/disable forwarding for one or more IP flows. The COPS decision command messages are as described:
· The Authorize QoS command contains the following policy and QoS inter-working information associated with an IP flow: UMTS specific Binding information, Packet classifier, Authorized flowspec, Packet handling action, DSCP and Event generation information (for additional details see TS 23.207).

· The Revoke QoS Authorization, Enable Forwarding and Disable Forwarding commands provide only the information that is needed to perform the action (e.g., the COPS handle element, which is used as a way of identifying the installed decision information). 

P-CSCF (PCF) Notification Procedures 

Notification Procedures for PDP Context Modification 

The P-CSCF (PCF) notification procedures for PDP context modification, PDP context suspension and PDP context release are required for the Go interface. During PDP context modification situation, the SGSN, GGSN, UE and UTRAN can initiate the modification of PDP parameters by sending an Update PDP Context Request message. Figure 2 shows the example of P-CSCF (PCF) notification procedure for GGSN initiated PDP context modification.


[image: image1.wmf]GGSN

5

. 

Update

 PDP Context Response

 

1

. 

Update

 PDP Context Request

SGSN

UTRAN

UE

 

2

. 

Modify PDP Context Request

3

. 

Modify

 PDP Context Accept

4. Radio Access Bearer Modification

P-CSCF

(PCF)

6. Modify PDP Context REQ

7. Policy Information DEC

8. Modify PDP Context RPT


Figure 2. P-CSCF (PCF) Notification Procedure for GGSN-Initiated PDP Context Modification

The P-CSCF(PCF) Notification procedure is as follows:

1. The GGSN sends an Update PDP Context Request message to the SGSN. The QoS Requested indicator indicates a desired QoS profile.

2. The SGSN may restrict the desired QoS profile depending upon it’s own capabilities, the current load, the current QoS profile, and the subscribed QoS profile. The SGSN selects Radio Priority and Packet Flow Id based on the negotiated QoS, and sends a Modify PDP Context Request message to the UE. 3. The UE acknowledges the Modify PDP Context Request message by returning a Modify PDP Context Accept message. If the UE does not accept the new QoS Negotiated it shall de-activate the PDP context with the PDP Context Deactivation Initiated by the UE.

4. In Iu mode, radio access bearer modification may be performed by the RAB Assignment procedure.

Upon receipt of the Modify PDP Context Accept message, or upon completion of the RAB modification procedure, the SGSN returns an Update PDP Context Response message to the GGSN. If the SGSN receives a Deactivate PDP Context Request message, it shall instead follow the PDP Context Deactivation Initiated by UE.

5. SGSN sends Update PDP Context Response message back to GGSN.

6. GGSN sends Modify PDP Context Request message to the P-CSCF (PCF). This may contain the negotiated QoS profile.

7. P-CSCF (PCF) will accept the Modify PDP Context Request message and make a decision based on the P-CSCF (PCF) policy rule for this particular network configuration. The P-CSCF (PCF) shall send the policy rule decision back to GGSN.   

8. Once GGSN receives the policy rule decision from P-CSCF (PCF) the GGSN will then report the ‘decision state’ (e.g. Success or Failure) back to P-CSCF (PCF).

Notification Procedures for PDP Context Suspension 

During the PDP context suspension situation, the UE can request PDP Context suspension to BSC. Figure 3 shows the example of P-CSCF (PCF) notification procedure for PDP Context Suspension.

Figure 3 shows the example of P-CSCSP (PCF) notification procedure for PDP context suspension.
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Figure 3. P-CSCS (PCF) Notification Procedure for PDP Context Suspend

1. The MS sends a suspend message to the BSC.

2. The BSC sends a suspend message to the SGSN.

3. The SGSN sends the suspend message to the GGSN.

4. GGSN shall report the ‘suspend state’ with (common header, client handle, report-type, etc) message to the P-CSCF (PCF).

5. GGSN returns the suspend response back to SGSN

6. SGSN then returns the suspend Ack back to BSC. 

7. The MSC releases the CS connection; this causes the BSC to send resume request to SGSN.

8. SGSN returns resume Ack back to BSC.

9) BSC sends channel release back to MS

10) MS sends routing area update request to SGSN. 

Notification Procedures for PDP Context Deactivation 

For the PDP context deactivation situation, the SGSN, GGSN, UE and UTRAN can initiate the PDP Context Deactivation Request message. Figure 4 shows the example of P-CSCF (PCF) notification procedure for GGSN initiated PDP Context Deactivation.
 Figure 4 shows the P-CSCS (PCF) notification procedure for PDP context deactivation initiated by GGSN.
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Figure 4. P-CSCF (PCF) Notification Procedure for PDP Context Deactivation Initiated by GGSN

1. The GGSN sends a Delete PDP Context Request message to the SGSN. The Teardown Indication message indicates whether or not all PDP contexts associated with this PDP address are to be deactivated.

2. The SGSN sends a Deactivate PDP Context Request message to the UE. If a Teardown Indicator message was sent to the SGSN, then all PDP contexts associated with this PDP address are deactivated. The UE removes the PDP context(s) and returns a Deactivate PDP Context Accept message to the SGSN. 3. The SGSN returns a Delete PDP Context Response message to the GGSN. If the UE was allocated a dynamic PDP address, by the GGSN, and if the context being deactivated was the last PDP context associated with this PDP address, the GGSN shall release this PDP address. This PDP address will then be made available for subsequent activation by other UEs. 

4. GGSN sends Delete Request message to the P-CSCF (PCF).

5. In Iu mode, radio access bearer release is done by the RAB Assignment procedure.

Multiple QoS Bearer Stream Management and Procedure

During an established media Session, if a secondary media SIP INVITE is required for the addition of new media or codec re-negotiation, the PCF shall be able to determine if new QoS authorization (e.g. re-allocation of bandwidth, etc) is needed. A new QoS authorzation request shall be required when the resources requested by the UE for a media flow is different from the previous authorization. A new QoS authorzation request shall also be required when a new media flow is added, or when elements of the packet classifiers for authorized flows change. 

P-CSCF (PCF) Address Discovery

The Proxy-CSCF address discovery shall be performed after GPRS attach and by using PDP context active mechanisms. I.e. During PDP context activation procedure for signalling, the GGSN shall include the address of the P-CSCF in the GTP create PDP context response.
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