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INTRODUCTION
This contribution addresses the impact of shared public user identities on 3rd party registration. A corresponding LS from SA2 will be received in N1-05xxxx 
DISCUSSION 
The IM CN subsystem supports 3rd party registration. Application Servers may be informed about the registration process, as specified in TS 24.229, subclause 5.4.1.7. 

The  S-CSCF checks an incoming REGISTER request against the filter information and if necessary inform the application server about the registration of the user via 3rd party REGISTER.
The 3rd party REGISTER contains the following info (besides others):


the To header, which shall contain either the public user identity as contained in the REGISTER request received from the UE or one of the implicitly registered public user identities


the Contact header, which shall contain the S-CSCF's SIP URI


for initial registration and user-initiated re-registration, the Expires header, which shall contain the same value that the S-CSCF returned in the 200 (OK) response for the REGISTER request received from the UE;


for user-initiated deregistration  and network-initiated deregistration , the Expires header, which shall contain the value zero;
This means, that the 3rd party REGISTER does not contain the actual contact address of the UE, but the S-CSCF address. The S-CSCF is the contact point for the AS for this particular registration of the UE.

Release 6 introduces the possibility to register the same public user identity from multiple UEs. This raises the following issue:
The Application Server needs to know whether a public user identity is registered or not. Now assume that a public user identity is registered from two UEs, then an Application Server may receive two 3rd party REGISTER requests, which carry the identical information in the From, To and Contact headers. Hence the AS cannot distinguish whether they are triggered by registrations from two UEs or by two consecutive registrations from one UE. As a consequence, once a de-registration is sent (a REGISTER with expires = 0), the Application Server does not know whether the public user identity is still registered or not.

Forking is performed in the S-CSCF. Thus it can be assumed that there is no need for the AS to be aware that there are registrations from multiple UEs (multiple private user identities). Also, the S-CSCF shall remain the contact point for the AS.

SA2 proposes 2 solutions to the problem in their LS N1-05xxxx

1. Add some information on the existence of multiple contacts to the 3rd party register message.
With this approach, the AS is made aware of when individual UEs are registered and de-registered.  Backwards compatibility with Rel-5 Application Servers must be considered.  Some possible solutions to this could be to use the contact address which is stated to be the address of the S-CSCF.

2. Modification of 3rd party registration message toward the AS taking into account the backward compatibility aspect, such that an AS receives a de-registration only once the public user identity is no longer registered (more precisely: no longer registered for registrations, the AS should be informed of). 

SA2 prefers is solution 1 if it is technically feasible..
1. Solution based on additional info in contact header

This solution would allow the AS to distinguish between 3rd party REGISTER requests from different UE’S for the same public user ID. The information about the UE that has sent the REGISTER would be included in the contact header of the 3rd party REGISTER from the S-CSCF to the AS. This could be done via an additional header parameter in the contact header field, provided by the S-CSCF based on information in the REGISTER received from the UE. As a consequence the AS would maintain a registration state per contact/public user ID combination. 
Advantages:

· The AS is always aware of the current registration state concerning public user ID’s and corresponding contacts.
Dis-Advantages:

· The new header parameter has to be endorsed by IETF. This will take some time. Therefore the solution would not be ready within Rel-6 timeframe.
· A Rel-5 Application Server will not understand the new parameter. I.e. the feature “multiple shared pulbic user ID does not work in case Rel-5 application servers are involved.
· Additional functionality in the AS required to handle registration state per public user ID/contact information combination.

· Multiple contacts in the AS may cause forking initiated by the AS
2. Solution based on “modified” 3rd party REGISER

In case there are more than one contact information registered for a particular public user ID via multiple REGISTER request then the S-CSCF shall set the timer in the expires header of the 3rd party REGISTER sent to the AS to the longest value of expiration that is available for that particular public User ID. This way it is avoided that a 3rd party REGISTER with expires header set to zero is sent to the AS in case a contact is de registered and still other contacts are registered for the public user ID. The expires header would provide a “composed view”, i.e. gives the longest value that is available for that particular public user id
This solution allows the AS to be aware of current ongoing Registration for a public user ID even in case of concurring information sent by different UE’s for this particular public user ID. I.e. in case a public user ID is registered from two different UE’S and one of the UE’s sends a de REGISTER, the AS would still have the information about the expiration timer of the registration from the other contact. 
Advantages:

· No issue with backward compatibility.
· No additional requirements for application servers with regards to the handling of public user ID/contact information

· Keeps the concept that from an AS point of view the S-CSCF is the contact 

Dis-Advantages:

· Additional complexity when sending the 3rd party REGISTER to the AS
PROPOSAL 
It is proposed to solve the problem of 3rd party REGISTER in case of shared public user ID with the approach that is based on the modified 3rd party REGISTER as described in bullet 2.
