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Registration

Prior to registering its SIP URI with the proxy server/registrar [in the non-3GPP home domain], the SIP UA [non-3GPP] will acquire an IP address. If  the SIP UA [non-3GPP] or the visited domain only support IPv4 addressing, the SIP UA [non-3GPP] will acquire an IPv4 address. However, if the home domain supports either the IPv6 or IPv4 addressing [e.g. 3GPP2 IP network], the  server/registrar [in the non-3GPP home domain] may employ either the IPv6 or IPv4 addressing. Subsequently, the SIP UA [non-3GPP] will register, and specify the acquired IPv4 address in the Contact header in the REGISTER request. The proxy server/registrar [in the non-3GPP home domain] will always communicate with the SIP UA [non-3GPP] in visited domain using its IPv4 address. However, when communicating with the SIP entities in the global IP network [e.g. 3GPP IMS], server/registrar may use either the IPv6 or IPv4 addressing. 

When routing the initial requests for a dialog or a stand alone transaction, destined for the SIP entities in the global IP network [e.g. 3GPP IMS], the proxy server/registrar [in the non-3GPP home domain] will employ the procedures as mandated by the RFC 3263 " Session Initiation Protocol (SIP): Locating SIP Servers," and described below.

Call Originating by SIP UA [non-3GPP] 
The SIP UA [non-3GPP], that acquired an IPv4 address sends an initial INVITE request to its proxy server [in the non-3GPP home domain], and specifies in the Request-URI the SIP URI [Public User ID] of the 3GPP IMS subscriber as a target for this dialog. In addition, the SIP UA [non-3GPP] will also specify it IPv4 address in the Contac header, and in the SDP offer [in "c=" parameter]. Since the proxy server [in the non-3GPP home domain] will put its  SIP URI in the Record-Route and all Via  headers, all subsequent requests and responses destined for the SIP UA [non-3GPP] will pass through the proxy server [in the non-3GPP home domain]. With respect to the SIP signaling, the IPv4 address of the SIP UA [non-3GPP] is only visible to the proxy server [in the non-3GPP home domain]. However, this is not the case with the IPv4 address for the media [specified in the in the SDP offer in "c=" parameter].  

Subsequently, upon receiving the initial INVITE request destined for the 3GPP IMS subscriber, the proxy server [in the non-3GPP home domain] will employ the procedures as mandated by the RFC 3263. Since the SIP URI [Public User ID] does not specify the numeric IP address, transport protocol, or port number, the proxy server [in the non-3GPP home domain] will perform the NAPTR query for the domain specified in the "called" SIP URI. The NAPTR records provide a mapping from a domain to the SRV record for contacting a server with the specific transport protocol in the NAPTR services field. 

For example:

NAPTR lookup for domain example.com  

;                           order pref flags service   regexp  replacement

      IN NAPTR 50   50  "s"  "SIPS+D2T"     ""  _sips._tcp.example.com.

      IN NAPTR 90   50  "s"  "SIP+D2T"        ""  _sip._tcp.example.com

      IN NAPTR 100  50  "s"  "SIP+D2U"      ""  _sip._udp.example.com.

The NAPTR processing will result in the discovery of the most preferred transport protocol of the server that is also supported by the proxy server [in the non-3GPP home domain]. Upon selecting the protocol, the proxy server [in the non-3GPP home domain] will perform the SRV query, to obtain a list of SIP proxies [i.e., I-CSCFs] in the IMS target domain that support the respective transport protocol, and their port numbers.
For example:

SRV lookup for_sip._tcp.example.com.

;;          Priority Weight Port   Target

       IN SRV  0        1      5060   server1.example.com

       IN SRV  0        2      5060   server2.example.com

It should be mentioned that the proxy server [in the non-3GPP home domain], has no freedom of selecting any server listed in the query response, but it MUST follow the rules imposed on it by the "priority" and "weight" parameters. 

The IP addresses in Additional Data field of the query response should contain the IP addresses of the serves [ i.e. RFC-2782: "Implementers are urged, but not required, to return the address record(s) in the Additional Data section."]. If not, then the proxy server [in the non-3GPP home domain] performs an additional A or AAAA query to obtain IP address of the selected serve [e.g. I-CSCF].

The proxy server [in the non-3GPP home domain] follows the procedure listed above, irrespective of the address indicated in the in the SDP offer [in "c=" parameter]. Hence,  the proxy server [in the non-3GPP home domain] will always forward the initial INVITE request to the selected I-CSCF, irrespective of the address indicated in the in the SDP offer. Therefore, in the 3GPP IMS, there has to be an entity that will re-route the initial INVITE request that specify an IPv4 address in the SDP offer [in "c=" parameter] to the IMS-ALG. The companion CR recommends that the S-CSCF examines the SDP offer, and upon detecting that the SDP offer that specifies an IPv4 address [in "c=" parameter], re-routes the initial INVITE request to the IMS-ALG.
Call Originating by 3GPP IMS Subscriber  destined for  non-3GPP SIP
The IMS subscriber [UE], that acquired an IPv6 address sends an initial INVITE request to the S-CSCF, and specifies in the Request-URI the SIP URI [non-3GPP] of the target. In the initial INVITE request, the UE will specify its IPv6 address in the Contac header and in the SDP offer [in "c=" parameter]. Since the S-CSCF will put its  SIP URI in the Record-Route and all Via  headers, all subsequent requests and responses destined for the UE will pass through the S-CSCF. With respect to the SIP signaling, the IPv6 address of the IMS subscriber [UE] is only visible to the S-CSCF. However, this is not the case with its IPv6 address for the media [specified in the in the SDP offer in "c=" parameter].  

Subsequently, upon receiving the initial INVITE request destined for the SIP URI [non-3GPP], the S-CSCF will employ the procedures as mandated by the RFC 3263. Since the proxy server [in the non-3GPP home domain] supports the IPv6 and IPv4 addressing, the S-CSCF has no ability to detect that the SIP UA [non-3GPP] has acquired an IPv4 address [e.g., it is visiting an IP network that supports only the IPv4 addressing]. Hence, the S-CSCF will forward the initial INVITE request following the procedures mandated by the RFC 3263, as described above. Subsequently, the initial INVITE request will be routed - via the proxy server [in the non-3GPP home domain] - to the SIP UAS [non-3GPP]. The SIP UAS [non-3GPP], upon detecting the IPv6 address in the SDP offer [in "c=" parameter], will respond with the error response (it should respond with 488 (Not Acceptable Here) with 301 Warning header) indicating "incompatible network address format").

If this response is returned to the UE, this call and all subsequent calls to this target will fail. There is no mechanism in the IMS, that the UE can employ, to indicate to the S-CSCF that the call should be re-routed to the IMS-ALG. 

Therefore, the companion CR recommends that the S-CSCF upon receiving the 488 ((Not Acceptable Here) with 301 Warning header) indicating "incompatible network address format") response,  forks the original initial INVITE request to the IMS-ALG. This will insure that the call destined to the SIP UA with an IPv4 addess completes successfully.

Call Originating by 3GPP IMS Subscriber  without SDP offer 
When the UE, upon sending an initial INVITE request without SDP offer to the peer endpoint, receives the SDP offer in the 200 (OK) response specifying an IPv4 address in the in the SDP offer [in "c=" parameter], it will send the ACK request containing the SDP answer, and immediately terminate the session as described in  subclause 5.2.8.1.2. In the SDP answer, the UE will indicate that it is rejecting all offered media streams by setting the port number for each media stream to zero. Subsequently, the UE may either send a new initial INVITE request containing the SDP offer, or abandon the attempt to contact the peer endpoint. When sending a new initial INVITE request, the UE may use the information that was included in the SDP offer sent in the 200 (OK) response.
Proposal

It is proposed that the companion CRs be discussed and accepted.
