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Introduction

In the last meeting it was agreed to simplify the CPCP chapter as much as possible. At the same time it was agreed not to use the security and media policy element in Rel-6. This contribution proposes therefore a rework of the CPCP clause to further improve this clause and to indicate the supported conference policy elements. 

Proposal

-------------- PROPOSED CHANGE: CPCP Section ----------------

7.3
Role

7.3.1
Privileged user


Editors note: It needs to be specified which IP-CAN transport can be used by CPCP. This is for further study, based on information requested from SA2.

A privileged user shall support the manipulation of some or all of the conference policy data elements that are defined in draft-ietf-xcon-cpcp-xcap [23] and that are listed in subclause 7.3.2. The conference policy elements, which can be manipulated by a specific privileged user, are specified by the conference policy itself. The modification of the conference policy data elements may trigger the conference focus to perform the procedures of subclause 5.3.2. Therefore, the privileged user can perform the actions associated with these conference policy data elements, as described in draft-ietf-xcon-cpcp-xcap [23].





NOTE 1:
The user who creates the conference becomes a privileged user as described in draft-ietf-xcon-cpcp-xcap [23] when the conference is created. It is irrelevant by which means the user creates the conference, e.g. by using CPCP, SIP or a web interface.
Editor's Note: It needs to be investigated if further text is needed, that describes the usage of CPCP, XCAP and HTTP in this section.


NOTE 2: 
It is outside the scope of this specification how the user can discover the conference policy server (CPS).

7.3.2
Conference Policy Server (CPS)











Upon conference creation, the CPS shall create a conference policy document for the conference that shall contain the conference settings element and may contain any other of the following conference policy data elements: 
-
conference info element;

-
conference time element;

- 
conference authorization rules;

-
conference dial-out list (DL);

-
conference refer list; and

-
conference floor policy element.
Each conference policy element shall be set due to local policy, if not otherwise indicated by the conference creator. If a conference is not created by means of CPCP, the CPS shall automatically create a conference policy document for the conference. 



NOTE:
Conference policy can be preconfigured completely, or standard details can be preconfigured and the conference created in accordance with clause 5 and clause 6.

If the corresponding conference policy element exists, the conference policy server shall be able to perform at least the following actions, as described in draft-ietf-xcon-cpcp-xcap [23]:

-
allowing a user to join a conference;

-
inviting a user to a conference;

-
blocking a user from joining a conference;

- 
expelling a conference participant from a conference; and

-
stopping a conference.

Furthermore, the conference policy server shall be able to delete the conference policy document, as described in draft-ietf-xcon-cpcp-xcap [23]. The deletion of the conference policy document can be triggered by the conference focus or by a user with sufficient privileges. The deletion of the conference policy document terminates the conference, as described in 5.3.2.7.
