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Proposal

Network Discovery is an optional procedure defined in draft-adrangi-eap-network-discovery-and-selection which provides the WLAN UE with a list of PLMNs. This procedure takes place only when the WLAN AN cannot route the authentication signalling based on the realm of the NAI provided by the UE in identity responses.

If the WLAN AN does not support Network Discovery or if the WLAN AN is a legacy WLAN system, the WLAN UE will not receive the list of Supported PLMNs. This case is not currently covered in the TS. 

If the WLAN AN cannot route the signalling based on NAI real, then it will send an EAP-Failure message to the WLAN UE. This is normal EAP protocol operation and it is correct. In this case, the WLAN UE may do nothing, or it may attempt to access another WLAN AN or it may attempt authentication with one of the preferred PLMNs. This should be an implementation option.

This document provides clarifications based on the statements given above.

5.2.3.2 
Network Advertisement

5.2.3.2.1
General

If the WLAN is unable to route the UE’s EAP authentication signaling to the 3GPP AAA Server or Proxy based on the NAI sent in the initial EAP-Response/Identity message and if it supports Network Discovery procedure as described in draft-adrangi-eap-network-discovery-and-selection [18], then the WLAN sends a subsequent EAP-Request/Identity message  to the WLAN UE including the Supported PLMNs list for WLAN access.
If the WLAN is unable to route the WLAN UE’s EAP authentication signaling to the 3GPP AAA Server or Proxy based on the NAI sent in the initial EAP-Response/Identity message and if it does not support Network Discovery procedure as described in draft-adrangi-eap-network-discovery-and-selection [18], then the WLAN sends an EAP-Failure message to the WLAN UE.
5.2.3.2.2 
UE procedures 

Upon reception of an EAP-Request/Identity message including the Supported PLMNs list for WLAN access the WLAN UE shall:
· Perform WLAN PLMN selection according to 5.2.3.3
· Decorate NAI as specified in clause 4.2 and using the PLMN ID of the Selected PLMN
· Attempt to authenticate as specified in clause 6.1.1 and using the NAI determined in the prior step
If the Selected PLMN is HPLMN, then decoration shall not be performed as HPLMN ID is already contained in the root NAI. As an implementation option, the WLAN UE may store the Supported PLMNs list for WLAN access.

Editor’s note: Upon reception of an EAP-Failure message in response to an EAP-Identity/Response message the exact behaviour of the WLAN UE is FFS. The WLAN UE may (i) attempt authentication via one of the preferred PLMNs  or (ii) attempt to access another WLAN AN or (iii) do nothing.
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