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In case of successful request authorization the generation of a 2xx response is already part of the description of the request handling in the corresponding subclauses 5.3.3.2, 5.3.3.3, 5.3.3.4,5.3.4.2 and 6.3.2.5. Therefore the description of sending a 2xx response is deleted from the authorization subclause.
8.2
Request authorization

Once the AS have tried to verify the identity of the user, the AS either has a verified identity of the user or it considers the user as anonymous.

If the user is considered anonymous, the AS shall check whether the authorization policy defined for this request allows anonymous requests. If anonymous requests are allowed, then the AS can proceed with the requested functionality, otherwise, the AS shall not proceed with the requested functionality.

If the user is identified by an identity, the AS shall apply the authorization policy related to the requested functionality to detect whether the particular user is allowed to request the functionality. The authorization policy may require a verified identity of a user. If the request is authorized then the AS can proceed with the request.


If the request is not proceeded with, the AS shall either:

-
reject the request according to the procedures defined for that request e.g., by issuing a 403 (Forbidden) response; or

-
send a 2xx final response if the authorization policy requires to deny the requested functionality, whilst appearing to the user as if the request has been granted.
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