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Abstract

This contribution summarises the current GEOPRIV documentation within IETF. This contribution represents those IETF RFCs and drafts that have been allocated to the GEOPRIV working group. The charter is at http://www.ietf.org/html.charters/geopriv-charter.html.

1
Introduction

Sections highlighed in BLUE indicate documents that are currently required by 3GPP to complete Release 6.

2
Completed request for comments

Each distinct version of an Internet standards-related specification is published as part of the "Request for Comments" (RFC) document series. This archival series is the official publication channel for Internet standards documents and other publications of the IESG, IAB, and Internet community. 

Some RFCs document Internet Standards.  These RFCs form the 'STD' subseries of the RFC series [4].  When a specification has been adopted as an Internet Standard, it is given the additional label "STDxxx", but it keeps its RFC number and its place in the RFC series.

Note that certain standards bodies insist that an RFC must be an Internet Standard before it can be referenced in a published standard.

2.1
Geopriv requirements

Contained in: http://www.ietf.org/rfc/rfc3693.txt

Location-based services, navigation applications, emergency services, management of equipment in the field, and other location-dependent services need geographic location information about a Target (such as a user, resource or other entity).  There is a need to securely gather and transfer location information for location services, while at the same time protect the privacy of the individuals involved.

This document focuses on the authorization, security and privacy requirements for such location-dependent services.  Specifically, it describes the requirements for the Geopriv Location Object (LO) and for the protocols that use this Location Object.  This LO is envisioned to be the primary data structure used in all Geopriv protocol exchanges to securely transfer location data. 

Original draft name was draft-ietf-geopriv-reqs-04.txt

Category: Informational

2.2
Threat Analysis of the Geopriv Protocol

Contained in: http://www.ietf.org/rfc/rfc3694.txt

This document provides some analysis of threats against the Geopriv protocol architecture.  It focuses on protocol threats, threats that result from the storage of data by entities in the architecture, and threats posed by the abuse of information yielded by Geopriv.  Some security properties that meet these threats are enumerated as a reference for Geopriv requirements. 

Original draft name was draft-ietf-geopriv-threat-analysis-01.txt

Category: Informational

2.3
Dynamic Host Configuration Protocol Option for Coordinate-based Location Configuration Information

Contained in: http://www.ietf.org/internet-drafts/draft-ietf-geopriv-dhcp-lci-option-03.txt

Expires: June 2004

This document specifies a Dynamic Host Configuration Protocol Option for the geographic location of the client. The Location Configuration Information (LCI) includes latitude, longitude, and altitude, with resolution indicators for each. The reference datum for these values is also included.

Notification of IESG approval for publication as proposed standard 22nd December 2003.

3
Internet drafts identified as work items by the working group or as chartered items

Editor’s note: During the run up to an IETF meeting, there may be a delay between the submission of an internet draft, and the formal posting of the internet draft. I have adopted the policy of identifying only those versions that have been officially posted, although this may delay inclusion in this document by a few days.

During the development of a specification, draft versions of the document are made available for informal review and comment by placing them in the IETF's "Internet-Drafts" directory, which is replicated on a number of Internet hosts.  This makes an evolving working document readily available to a wide audience, facilitating the process of review and revision.

An Internet-Draft that is published as an RFC, or that has remained unchanged in the Internet-Drafts directory for more than six months without being recommended by the IESG for publication as an RFC, is simply removed from the Internet-Drafts directory.  At any time, an Internet-Draft may be replaced by a more recent version of the same specification, restarting the six-month timeout period.

An Internet-Draft is NOT a means of "publishing" a specification; specifications are published through the RFC mechanism described in the previous section.  Internet-Drafts have no formal status, and are subject to change or removal at any time.

Under no circumstances should an Internet-Draft be referenced by any paper, report, or Request-for-Proposal, nor should a vendor claim compliance with an Internet-Draft.

Note: It is acceptable to reference a standards-track specification that may reasonably be expected to be published as an RFC using the phrase "Work in Progress"  without referencing an Internet-Draft. This may also be done in a standards track document itself  as long as the specification in which the reference is made would stand as a complete and understandable document with or without the reference to the "Work in Progress".

3.1
DHCP Option for Civil Addresses

Contained in: http://www.ietf.org/internet-drafts/draft-ietf-geopriv-dhcp-civil-02.txt

Expires: September 2004

This document specifies a Dynamic Host Configuration Protocol option for the civil (country, street and community) location of the client.

3.2
Geopriv Policy

Contained in: http://www.ietf.org/internet-drafts/draft-ietf-geopriv-policy-01.txt

Expires: July 2004

This document defines an authorization policies language for controling access to location-based presence information. This language extends the common policy markup language towards location-specific access control needs.

3.3
A Presence-based GEOPRIV Location Object Format

Contained in: http://www.ietf.org/internet-drafts/draft-ietf-geopriv-pidf-lo-01.txt

Expires: July 2004

This document describes an object format for carrying geographical information on the Internet. This location object extends the Presence Information Data Format (PIDF), which was designed for communicating privacy-sensitive presence information and which has similar properties.
Working group last call commenced 4th March 2004 to complete 26th March 2004.
3.4
A Presence Architecture for the Distribution of Geopriv Location

Contained in: http://www.ietf.org/internet-drafts/draft-ietf-geopriv-pres-00.txt

Expires: July 2004

Geopriv defines the concept of a 'using protocol', a protocol that carries Geopriv location objects. Geopriv also defines various scenarios for the distribution of location objects that require the concept of subscriptions and asynchronous notifications. This document examines some existing IETF work on the concept of presence, shows how presence architectures map onto Geopriv architectures, and presents one pre-existing using presence protocol that might carry location objects.

3.5
Common Policy

Contained in: http://www.ietf.org/internet-drafts/draft-ietf-geopriv-common-policy-00.txt

Expires: July 2004

This document defines a framework for authorization policies controling access to application specific data. This framework combines common location- and SIP-presence-specific authorization aspects. An XML schema specifies the language in which common policy rules are represented. The common policy framework can be extended to other application domains.

4
Internet drafts not yet identified as work items by the working group

Editor’s note: During the run up to an IETF meeting, there may be a delay between the submission of an internet draft, and the formal posting of the internet draft. I have adopted the policy of identifying only those versions that have been officially posted, although this may delay inclusion in this document by a few days.

The following internet drafts have been submitted, have not yet expired, but have not yet been accepted as work items by the working group. This does not preclude them currently being worked upon and being accepted as RFCs by the IESG.

Some of these may be quietly allowed to die, some may have been incorporated into another draft, and some may be under active discussion even though they have not been adopted by the working group.

	Label
	Title
	Expires
	Type
	Charter item

	http://www.ietf.org/internet-drafts/draft-polk-geopriv-loc-object-semantics-00.txt
	Semantics for DHC Location Object within GEOPRIV
	April 2003
	
	Dead

	http://www.ietf.org/internet-drafts/draft-peterson-geopriv-pidf-lo-02.txt
	A Presence-based GEOPRIV Location Object Format
	April 2004
	
	Superceded by draft-ietf-geopriv-pidf-lo-01.txt

	http://www.ietf.org/internet-drafts/draft-tschofenig-geopriv-authz-00.txt
	Location Object Authorization Policies
	April 2004
	
	

	http://www.ietf.org/internet-drafts/draft-jones-radius-geopriv-00.txt
	GEOPRIV support for RADIUS
	July 2004
	
	


Proposal

This document is for information and should therefore be noted.
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