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APPROVAL
Introduction

This contribution proposes various cleanups for clause 6 (Ut reference point).
The following is proposed for TS 24.841 version 1.4.2:
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6
Protocol for data manipulation at the Ut reference point

6.1
Introduction
HTTP and XCAP are used to store, alter and delete data related to the presence service. The general information that can be manipulated is user groups, subscription authorization policy, resource lists, hard state presence publication, MIME objects referenced from the hard state presence information, etc. Soft state presence information manipulated with a PUBLISH request should not be manipulated by the mechanism provided over the Ut reference point.

6.2
Functional entities

6.2.1
User Equipment (UE)

The UE implements the data manipulator role as described in subclause 6.3.1..

6.2.2
Application Server (AS)

If an AS implements the role of a PS (see subclause 5.3.3), then the AS shall also implement the role of a data manipulation server (see subclause 6.3.2).

6.2.3
Authentication proxy
The Authentication Proxy is a reverse proxy and shall be transparent to the data manipulator.
Editor's note: The behaviour of the Authentication Proxy for the data manipulation server is FFS.
6.3
Roles

6.3.1
Data Manipulator (DM)

6.3.1.1
Introduction

The Data Manipulator (DM) is a logical function that provides the means to manipulate the general data such us user groups, subscription authorization policy, resource lists, hard state presence publication, MIME objects referenced from the hard state presence information, etc. The data manipulator should not manipulate data over the Ut reference point that can be manipulated by a PUBLISH request.
NOTE: As the DM may implement the "multipart/related" content type, it is possible to use PUBLISH and the Ut reference point to manipulate the same content.
Editor’s note:
DMS discovery from the DM is FFS. 
6.3.1.2
Manipulating a presence list
When the data manipulator intends to manipulate a presence list, it shall generate an HTTP PUT, HTTP GET or HTTP DELETE request in accordance with RFC 2616 [10], draft-ietf-simple-xcap-02 [27] and draft-ietf-simple-xcap-list-usage-01 [30].

6.3.1.3
Manipulating the subscription authorisation policy
When the data manipulator intends to manipulate the subscription authorization policy, it shall generate an HTTP PUT, HTTP GET or HTTP DELETE request in accordance with RFC 2616 [10], draft-ietf-simple-xcap-02 [27] and draft-ietf-simple-xcap-auth-usage-01 [29].

When the data manipulator intends to authorize a different value of the same presence attribute to different watchers or watcher groups, the data manipulator shall authorize a single tuple including one of the different values of the same presence attribute to every watcher or watcher groups by using the show-tuple content permission as specified in draft-ietf-simple-xcap-auth-usage-01 [29].

6.3.1.4
Publishing hard state presence information

The data manipulator shall implement draft-isomaki-simple-xcap-pidf-manipulation-usage-00 [28] in order to be able to manipulate hard state presence information. Hard state presence information uses the same format as soft state information, namely "application/pidf+xml" content type as described in draft-ietf-impp-cpim-pidf-08 [15] together with any of its extensions.

When the hard state presence information contains one ore more MIME objects to be aggregated with the "application/pidf+xml" content type and any of its extensions, the data manipulator shall:

a)
construct as many HTTP URIs as many objects to be stored and formulate every HTTP URI according a predefined directory structure

Editor’s Note: The data manipulation server shall provision a predefined directory structure to the data manipulator.

b)
store the objects on the data manipulation server behind the HTTP URI(s) created in the previous step using standard HTTP procedures as defined in RFC 2616 [10]; 

c)
include every HTTP URI as a value of the corresponding XML element in the published "application/pidf+xml" presence document referencing the stored object(s) in the previous step; and

d)
publish the hard state presence information according to draft-isomaki-simple-xcap-pidf-manipulation-usage-00 [28].

6.3.2
Data Manipulation Server (DMS)

6.3.2.1
Introduction

The Data Manipulation Server (DMS) is a logical function which can store data such us user groups, subscription authorization policy, resource lists, hard state presence information, MIME objects referenced from the hard state presence information, etc.

6.3.2.2
Presence list manipulation acceptance

When the data manipulation server receives an HTTP PUT, HTTP GET or HTTP DELETE request for manipulating a presence list resource, the data manipulation server shall first authenticate the request and then perform authorization. In case of successful manipulation attempt, the data manipulation server shall generate a response in accordance with RFC 2616 [10], draft-ietf-simple-xcap-02 [27] and draft-ietf-simple-xcap-list-usage-01 [30].
If the authentication or authorization checks fail, the appropriate 2xx or 4xx response shall be generated.
6.3.2.3
Subscription authorization policy manipulation acceptance

When the data manipulation server receives an HTTP PUT, GET or DELETE request for manipulating the subscription authorization policy, the data manipulation server shall first authenticate the request and then perform authorization. In case of successful manipulation attempt, the data manipulation server shall generate a response in accordance with RFC 2616 [10], draft-ietf-simple-xcap-01 [27] and draft-ietf-simple-xcap-auth-usage-01 [29].

6.3.2.4
Publication acceptance of hard state presence information
When the data manipulator initiates an HTTP request for publishing, fetching or deleting an object, or an HTTP request for publishing hard state presence information, the data manipulation server shall: 

a)
first authenticate the request and then perform authorization; and

Editor’s Note: Authentication and authorization shall be common with other data manipulation features.

b)
if the HTTP URI points to a predefined directory reserved for storing MIME objects and the request is an HTTP PUT request, replace any existing content referenced by the Request-URI with the content of the request. If the Request-URI points to an uncreated directory, create the directory, store the content there and associate the content with the Request-URI. For all requests (i.e. HTTP PUT, HTTP GET and HTTP DELETE requests), generate an appropriate response in accordance with RFC 2616 [10]; and
c)
if the HTTP URI points to an XCAP directory and the Application Usage ID (AUID) part of the HTTP URI is set to 'presence-publish', process the request and generate an appropriate response in accordance with draft-isomaki-simple-xcap-pidf-manipulation-usage-00 [28] and RFC 2616 [10].
If the authentication or authorization checks fail, the appropriate 2xx or 4xx response shall be generated.
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