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APPROVAL
Introduction

It is not clear what “is based on HTTP” means. Does this include all HTTP like protocols that have adopted HTTP authentication framework (e.g. SIP) – or is this restricted to HTTP? It is proposed that this should not be restricted to HTTP. 

Only the username part of the bootstrapping transaction identifier is binary. Consequently, only a part of the identifier has to be base64 encoded. 

The following is proposed for TS 24.109 version 0.0.1:

***   First change   ***

5.2
HTTP Digest

The HTTP Digest authentication model [8] can be used with a bootstrapped security association as the authentication and integrity protection method, if the application protocol used over Ua interface between UE and NAF is based on HTTP. The HTTP Digest authentication may be used for all HTTP-like protocols that have adopted the HTTP authentication framework to mutually authenticate the UE and the NAF, and also optionally integrity protect any payload being transferred between them.

In principle, the bootstrapped security association is utilized in HTTP Digest authentication by using the base64 encoded [9] transaction identifier used as the "username" and the base64 encoded session key Ks_NAF as the "password".
Note:
Currently only the userinfo part of the bootstrapping transaction identifier is binary (e.g. "<binarydata>@domain.com" will only base64 encode the <binarydata> a part of the identifier.
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