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4.5.4
Inter operator identifier (IOI)
The Inter Operator Identifier (IOI) is a globally unique identifier to share between operator networks/service providers/content providers. There are two possible instances of an IOI to be exchanged between networks/service providers/content providers: one for the originating side, orig-ioi, and one for the terminating side, term-ioi.

The S-CSCF in the originating network populates the orig-ioi parameter of the P-Charging-Vector header with the identifier of its own network in the initial request, which identifies the operator’s own network . Also in the initial request, the term-ioi parameter is left out of the P-Charging-Vector header. The S-CSCF in the originating network retrieves the term-ioi parameter from the P-Charging-Vector header within the message sent in response to the initial request, which identifies the responding operator’s network.

The S-CSCF in the terminating network retrieves the orig-ioi parameter from the P-Charging-Vector header in the initial request, which identifies the sending operator’s network. The S-CSCF in the terminating network populates the term-ioi parameter of the P-Charging-Vector header with the identifier of its own network in the response to the initial request, which identifies the operator’s own network.
The BGCF takes responsibility for populating the orig-ioi parameter with the identifier of its own network when a call/session is originated from the PSTN/PLMN. The BGCF takes responsibility for populating the term-ioi parameter when a call/session is terminated at the PSTN/PLMN.

IOIs will not be passed along within the network, except when proxied by BGCF and I-CSCF to get to MGCF and S-CSCF. However, IOIs will be sent to the AS for accounting purposes.

Next change

5.4
Procedures at the S-CSCF

5.4.1
Registration and authentication

5.4.1.1
Introduction

The S-CSCF shall act as the SIP registrar for all UAs of the IM CN subsystem with public user identities.

The S-CSCF shall support the use of the Path and Service-Route header. The S-CSCF must also support the Require and Supported headers. The Path header is only applicable to the REGISTER request and its 200 (OK) response. The Service-Route header is only applicable to the 200 (OK) response of REGISTER.

The S-CSCF shall populate the orig-ioi parameter of the P-Charging-Vector header with the identifier of its own network in the REGISTER request, which identifies the operator’s own network. Also in the initial request, the term-ioi parameter shall be left out of the P-Charging-Vector header. The S-CSCF in the originating network shall retrieve the term-ioi parameter from the P-Charging-Vector header within the message sent in response to the REGISTER request, which identifies the responding operator’s network.

The network operator defines minimum and maximum times for each registration. These values are provided within the S-CSCF.

The procedures for notification concerning automatically registered public user identities of a user are described in subclause 5.4.2.1.2.
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5.4.2
Subscription and notification

5.4.2.1
Subscriptions to S-CSCF events
5.4.2.1.1
Subscription to the event providing registration state

When an incoming SUBSCRIBE request addressed to S-CSCF arrives containing the Event header with the reg event package, the S-CSCF shall:

1)
check if, based on the local policy, the request was generated by a subscriber who is authorised to subscribe to the registration state of this particular user. The authorized subscribers include:

-
all public user identities this particular user owns, that the S-CSCF is aware of, and which are not-barred;

-
all the entities identified by the Path header (i.e. the P-CSCF to which this user is attached to); and

-
all the ASs not belonging to third-party providers.

NOTE:
The S-CSCF finds the identity of the originator of the SUBSCRIBE request in the P-Asserted-Identity header.

2)
generate a 2xx response acknowledging the SUBSCRIBE request and indicating that the authorised subscription was successful as described in draft-ietf-sipping-reg-event-00 [43]. The S-CSCF shall populate the header fields as follows:

-
an Expires header, set to either the same or a decreased value as the Expires header in SUBSCRIBE request; and

-
a Contact header, set to  is an identifier generated within the S-CSCF that will help to correlate refreshes for the SUBSCRIBE.

Afterwards the S-CSCF shall perform the procedures for notification about registration state as described in subclause 5.4.2.1.2.

5.4.2.1.2
Notification about registration state

For each NOTIFY request on all dialogs which have been established due to subscription to the reg event package of that user, the S-CSCF shall:

1)
set the Request-URI and Route header to the saved route information during subscription;

2)
set the Event header to the "reg" value;

3)
in the body of the NOTIFY request, include as many <registration> elements as many public user identities the S-CSCF is aware of the user owns; and

4)
set the aor attribute within each <registration> element to one public user identity:

a)
set the <contact> sub-element of each <registration> element to the contact address provided by the UE; and

b)
if the public user identity:

I)
has been deregistered then:

-
set the state attribute within the <registration> element to "terminated";

-
set the state attribute within the <contact> element to "terminated"; and

-
set the event attribute within the <contact> element to "deactivated", "expired", "unregistered" or "probation" according draft-ietf-sipping-reg-event-00 [43]; or

II)
has been registered then:

-
set the state attribute within the <registration> element to "active";

-
set the state attribute within the <contact> element to "active"; and

-
set the event attribute within the <contact> element to "registered"; or

III)
has been automatically registered:

-
set the state attribute within the <registration> element to "active";

-
set the state attribute within the <contact> element to "active"; and

-
set the event attribute within the <contact> element to "created".

The S-CSCF shall only include the non-barred public user identities in the NOTIFY request.

EXAMPLE:
If sip:user1_public1@home1.net is registered, the public user identity sip:user1_public2@home1.net can automatically be registered. Therefore the entries in the body of the NOTIFY request look like:

                     <?xml version="1.0"?>

                     <reginfo xmlns="urn:ietf:params:xml:ns:reginfo"

                                  version="0" state="full">

                       <registration aor="sip:user1_public1@home1.net" id="as9"

                                     state="active">

                         <contact id="76" state="active" event="registered" 

                                >sip:[5555::aaa:bbb:ccc:ddd]</contact>

                       </registration>

                       <registration aor="sip:user1_public2@home1.net" id="as10"

                                     state="active">

                         <contact id="86" state="active" event="created" 

                                >sip:[5555::aaa:bbb:ccc:ddd]</contact>

                       </registration>

                     </reginfo>

When sending a final NOTIFY request with all <registration> element(s) having their state attribute set to "terminated" (i.e. all public user identities have been deregistered or expired), the S-CSCF shall also terminate the subscription to the registration event package by setting the Subscription-State header to the value of "terminated".

The S-CSCF shall only include the non-barred public user identities in the NOTIFY request.
5.4.2.1.3
Population of IOI parameter
The S-CSCF shall populates the orig-ioi parameter of the P-Charging-Vector header with the identifier of its own network in the SUBSCRIBE or NOTIFY request, which identifies the operator’s own network. Also in the initial request, the term-ioi parameter shall be left out of the P-Charging-Vector header. The S-CSCF in the originating network shall retrieve the term-ioi parameter from the P-Charging-Vector header sent in response to the SUBSCRIBE or NOTIFY request, which identifies the responding operator’s network.

Next change
5.4.3.5  Population of IOI parameter

The S-CSCF in the originating network shall populate the orig-ioi parameter of the P-Charging-Vector header with the identifier of its own network in the initial request for a dialog or standalone transaction, which identifies the operator’s own network. Also in the initial request, the term-ioi parameter shall be left out of the P-Charging-Vector header. The S-CSCF in the originating network shall retrieves the term-ioi parameter from the P-Charging-Vector header within the message sent in response to the initial request, which identifies the responding operator’s network.

The S-CSCF in the terminating network shall retrieve the orig-ioi parameter from the P-Charging-Vector header in the initial request for a dialog or standalone transaction, which identifies the sending operator’s network. The S-CSCF in the terminating network shall populate the term-ioi parameter of the P-Charging-Vector header with the identifier of its own network in the response to the initial request, which identifies the operator’s own network.

5.4.4
Call initiation

5.4.4.1
Initial INVITE

Void.

5.4.4.2
Subsequent requests

5.4.4.2.1
Mobile-originating case

When the S-CSCF receives any 1xx response, the S-CSCF shall store the value of the received term-ioi parameter received in the P-Charging-Vector header, if present. The term-ioi parameter identifies the sending network of the response message. The term-ioi parameter shall be retained in the P-Charging-Vector header if the next hop is to an AS,  MRFC, BGCF or I-CSCF .

When the S-CSCF receives any 1xx or 2xx response, the S-CSCF shall insert a P-Charging-Function-Addresses header populated with values received from the HSS if the message is forwarded within the S-CSCF home network, including towards AS.

When the S-CSCF receives the UPDATE request, the S-CSCF shall store the access-network-charging-info parameter from the P-Charging-Vector header. The S-CSCF shall retain access-network-charging-info parameter in the P-Charging-Vector header when the request is forwarded to an AS. However, the S-CSCF shall not include the access-network-charging-info parameter in the P-Charging-Vector header when the UPDATE request is forwarded outside the home network of the S-CSCF.

When the S-CSCF receives any request or response (excluding ACK requests and CANCEL requests and responses) related to a mobile-originated dialog or standalone transaction, the S-CSCF may insert previously saved values into P-Charging-Vector and P-Charging-Function-Addresses headers before forwarding the message within the S-CSCF home network, including towards AS.

5.4.4.2.2
Mobile-terminating case

When the S-CSCF sends any 1xx response, the S-CSCF shall insert an term-ioi parameter in the P-Charging-Vector header of the outgoing response. The S-CSCF shall set the term-ioi parameter to a value that identifies the its own network and the orig-ioi parameter is set to the previously received value of orig-ioi.

When the S-CSCF receives the any 1xx or 2xx response, the S-CSCF shall insert a P-Charging-Function-Addresses header populated with values received from the HSS if the message is forwarded within the S-CSCF home network, including towards AS.

When the S-CSCF receives 180 (Ringing) or 200 (OK) (to INVITE) responses, the S-CSCF shall store the access-network-charging-info parameter from the P-Charging-Vector header. The S-CSCF shall retain the access-network-charging-info parameter in the P-Charging-Vector header when the response is forwarded to an AS. However, the S-CSCF shall not include the access-network-charging-info parameter in the P-Charging-Vector header when the response is forwarded outside the home network of the S-CSCF.

When the S-CSCF receives any request or response (excluding ACK requests and CANCEL requests and responses) related to a mobile-originated dialog or standalone transaction, the S-CSCF may insert previously saved values into P-Charging-Vector and P-Charging-Function-Addresses headers before forwarding the message within the S-CSCF home network, including towards AS.
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5.6
Procedures at the BGCF

5.6.1
General

The use of the Path and Service-Route headers shall not be supported by the BGCF.

When the BGCF receives any request or response (excluding ACK requests and CANCEL requests and responses) related to a dialog or standalone transaction, the BGCF may insert previously saved values into P-Charging-Vector and P-Charging-Function-Addresses headers before forwarding the message.

5.6.2
Session initiation transaction

When the BGCF receives an INVITE request, the BGCF shall forward the request either to an MGCF within its own network, or to another network containing an MGCF. The BGCF need not Record-Route the INVITE request. While the next entity may be a MGCF acting as a UA, the BGCF shall not apply the procedures of RFC 3323 [33] relating to privacy. The BGCF shall store the values received in the P-Charging-Function-Addresses header. The BGCF shall store the value of the icid parameter received in the P-Charging-Vector header and retain the icid parameter in the P-Charging-Vector header. 
Specifically, when an BGCF sends any first response to a dialog or standalone transaction, the BGCF shall populate the term-ioi parameter of P_Charging_Vector header with the identifier of its own network. Also, when an BGCF sends any initial request as dialog or standalone transaction, the BGCF shall populate the orig-ioi parameter of P_Charging_Vector header with the identifier of its own network.
NOTE:
The means by which the decision is made to forward to an MGCF or to another network is outside the scope of the present document, but may be by means of a lookup to an external database, or may be by data held internally to the BGCF.

End of change
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