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1. Introduction

This document proposes initial charging correlation procedures of TR24.841.
2. Discussion

   For presence service, ICID is not sufficient for correlation information for presence charging because ICID is used only to correlate IMS session level with bearer level for IMS basic PS services.  In rel6, non SIP protocol such as XCAP for Ut interface shall also trigger to generate the ICID for charging purposes. Besides that in rel6, new services such as presence, conference, etc is coming up where ICID is not enough correlation information any more. Since presence service is involved with the other SIP requests triggered by Presence server or Resource list server, new SCID (Service Charging ID) shall be generated apart from ICID during presence related SIP/non SIP requests.  SCID is used for correlation between the session related or session unrelated dialog for watcher and the session related or session unrelated dialog for presentities. Because these set of dialogs shares the related charging data records so that these shall be treaded as one package for charging purposes. SCID is generated at the first entity which decides the SIP/non SIP request as presence service. The SCID is also used for conference service. Note that in case when the combined presence and conference services are occurred , for example, first initiated SVID triggered by either of service is used entirely until  all involved dialogs are terminated.
This document also proposes the new private SCID header for SIP for Rel6.
3. Proposal

It is proposed to add the below additional subclause to the relevant part of TR24.841. It is also proposed to produce contribution on private header for SIP as 3GPP requirement for Rel6 to IETF.
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3
Definitions, symbols and abbreviations

3.1
Definitions

For the purposes of the present document, the terms and definitions defined in 3GPP TS 21.905 [1] and 3GPP TS 22.141 [2] and the following apply:

Resource List Server (RLS):
a functional entity that stores grouped lists of watched presentities and enables a watcher application to subscribe to the presence of multiple presentities using a single transaction.

Presence Network Agent (PNA):
a network-located element that collects and sends network-related presence information on behalf of the presentity to a PS.

Presence Server (PS):
a network entity responsible for managing presence information on behalf of a presence entity. 

Presence User Agent (PUA):
a terminal or network located element that collects and sends user-related presence information to a PS on behalf of a principal.

Subscription authorisation policy: a policy that determines which watchers are allowed to subscribe to a presentity's presence information. The subscription authorisation policy also determines to which tuples of the presentity's presence information the watcher has access.

For the purposes of the present document, the following terms and definitions from RFC 2778 [7.71] apply:

Presentity
3.2
Abbreviations

For the purposes of the present document, the abbreviations in 3GPP TS 21.905 [1] and 3GPP TS 22.141 [2] and the following apply:

CN
Core Network

CSCF
Call Session Control Function

CPIM
Common Profile for Instant Messaging

HSS
Home Subscriber Server

ICID                    IM CN Subsystem Charging Identifier

I-CSCF
Interrogating CSCF

IM
IP Multimedia

IP
Internet Protocol

P-CSCF
Proxy CSCF

PIDF
Presence Information Data Format

PNA
Presence Network Agent

PS
Presence Server

PSI
Public Service Identity

PUA
Presence User Agent

RLMI
Resource List Meta-Information

RLS
Resource List Server

SCID                   Service Charging Identifier
S-CSCF
Serving CSCF

SIP
Session Initiation Protocol

UE
User Equipment

XML
eXtensible Markup Language
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*************      Start of second change ***********************
7.6      Charging correlation procedures for presence
 For presence service, ICID is not sufficient for correlation information for presence charging because ICID is used only to correlate IMS session level with bearer level for IMS basic PS services.  In rel6, non SIP protocol such as XCAP for Ut interface shall also trigger to generate the ICID for charging purposes. Besides that in rel6, new services such as presence, conference, etc is coming up where ICID is not enough correlation information any more. Since presence service is involved with the other SIP requests triggered by Presence server or Resource list server, new SCID (Service Charging ID) shall be generated apart from ICID during presence related SIP/non SIP requests.  SCID is used for correlation between the session related or session unrelated dialog for watcher and the session related or session unrelated dialog for presentities. Because these set of dialogs shares the related charging data records so that these shall be treaded as one package for charging purposes. SCID is generated at the first entity which decides the SIP/non SIP request as presence service. The SCID is also used for conference service. Note that in case when the combined presence and conference services are occurred , for example, first initiated SCID triggered by either of service is used entirely until  all involved dialogs are terminated.
  7.6.1. Subscription for presence event notification
     When S-CSCF receives SUBSCRIBE from the watcher, S-CSCF shall check event header  in SUBSCRIBE and shall generate SCID if event header is set to “ presence”.  S-CSCF shall insert the SCID to  P-Service Charging-Vector header of SUBSCRIBE when S-CSCF sends SUBSCRIBE to presence server. The presence server shall insert SCID to 200 OK when the presence server sends 200 OK to the watcher.
 7.6.2. Subscription for his own resource list

     When S-CSCF receives SUBSCRIBE from the watcher, S-CSCF shall check event header  in SUBSCRIBE and shall generate SCID if event header is set to “ presence”.  S-CSCF shall insert the SCID to  P-Service Charging-Vector header of SUBSCRIBE when S-CSCF sends SUBSCRIBE to resource list server. The resource list server shall insert SCID to 200 OK when the resource list server sends 200 OK to the watcher.

7.6.3. RLS subscription to presentities

     When RLS sends SUBSCRIBE to presence server belonging to presentities, RLS shall insert SCID into P-Service Charging-Vector header of SUBSCRIBE saved locally when SUBSCRIBE is received from the watcher. In case when RLS has to send multiple SUBSCRIBE to presentities, the same SCID shall be inserted into SUBSCRIBE to each presentity.  

7.6.4. Updating of presence information by UE

     When S-CSCF receives PUBLISH from the presentity, S-CSCF shall check SCID saved locally for the presentity   S-CSCF shall insert the SCID to  P-Service Charging-Vector header of PUBLISH when S-CSCF sends PUBLISH to presence server. The presence server shall insert the SCID to 200 OK when the presence server sends 200 OK to the presentity.

7.6.5. PS notifying watcher of updates to presence information
     When PS sends NOTIFY to watcher, PS shall insert SCID into NOTIFY saved locally when SUBSCRIBE is received from the watcher. 

7.6.6. PS notifying resource list server and watcher of updates to presence information

     When PS sends NOTIFY to RLS, PS shall insert SCID into P-Service Charging-Vector header of NOTIFY saved locally when SUBSCRIBE is received from the watcher. In case when RLS has to send multiple NOTIFY to watchers, the same SCID shall be inserted into NOTIFY to each watcher.
7.6.7  Generation of ICID for non SIP request

      For the presence service, on receiving the non SIP request (ex. XCAP for Ut interface) at P-CSCF or on initiating the non SIP request at AS, ICID shall be generated and inserted into the relevant xml parameter of  message and sent to the next entities.  
8.
P- Service Charging-Vector header

Z.1
Introduction

Note that the P- Service Charging ID-Vector header described below should be defined in the relevant IETF specifications..

Z.2
Syntax

Table 7.3: Syntax of P-Service Charging ID-Vector header

   service-charging-id-info = (scid)
   scid = "scid" EQUAL gen-value
The service-charging-id-info parameter is an instance of P-Service-Charging-ID-Vector header 

The service-charging-id parameter includes service charging identifier (SCID) parameter.

SCID is globally unique identifier generated at the first entities which decides session as conference 
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