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1. Introduction

At previous meetings a few contributions (N1-021403 from Nokia nd N1-021700 from dynamicsoft) were provided which discussed the issue with synchronisation failures of SigComp. In N1-021403 the solution proposed was to send a standalone SIGcomp RESET message in the event of a decompression failure. In N1-021700 dynamicsoft proposed to send a NACK message back to the compressor when the decompressor experiences a failure.

2. Discussion

Although dynamicsoft claimed so, it is hard to believe that an ACK based mechanism is encumbered by IPR but a NACK based mechanism is not. However this will be discussed in the IETF when the dynamicsoft proposal is submitted.

Also, as already described in N1-021700, the Nokia proposal to use some reserved bits could lead to some incompatibility problems when IETF decides to use those spare bits for a different purpose.

In this document, a very simple mechanism that uses a mechanism already provided by basic SigComp is discussed. SigComp allows to adjust the state memory size that may be used to store decompressed state at the decompressor at any time. The decompressor just indicates the available state memory via its co-located compressor to the remote compressor. When the decompressor experiences a decompression failure and thus needs to re-synchronise with the compressor, it could just set the available state memory size to zero. Thus, the compressor would know that it can not compress any messages based on previously sent messages and would discard any stored state. 

Please note that when the decompressor sets the state memory size to zero, it may or may not maintain a state memory size greater than zero and adjust it in the following message. If the compressor doesn't want to wait for a whole round trip time to find out whether the decompressor will allocate new state memory, it can just attempt to save some state anyway (which may be rejected by the decompressor, but in this case no harm is done as the compressor can't use saved state unless it has been acked).

This mechanism is already available within the SigComp standard. However one condition needs to be fulfilled. The lower layer has to be able to determine which remote endpoint sent the corrupt message. This is given in the 3GPP environment since integrity protection (and therefore identification of the sender) is done using IPSec.

A big advantage of this solution is that it won't break compatibility with non-3GPP implementations.

3. Proposal

It is proposed to use the above described mechanism for re-synchronisation of the compressor and de-compressor and to agree the changes proposed in the CR to 24.229 in tdoc N1-02xxxx.











































