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Introduction

The P-Media-Authorization header is used to carry the Authorisation Token for a SIP session. The P-Media-Authorisation header RFC specifies that the header can carry one or more Policy Element objects as defined in RFC2750.

29.207 further requires that the Authorisation Token should be a particular type of Policy Element defined in draft-ietf-rap-rsvp-authsession-02 (RFC number pending).

It is syntactically valid for the P-Media-Authorization header to contain a Policy Element of a different type or more than one Policy Element. The handling of this in the UE is presently not described in the Rel-5 specifications. This needs to be corrected.  

Discussion

Several options exist for handling in the UE the case when the P-Media-Authorization header contains more than one policy element:

1. Treat as an Error Case

In this case, if there is more than one Policy Element, the session is rejected. If there is only one Policy Element, but it is not the correct type, then the session is rejected.

2. Ignore additional policy elements/types

In this case, the UE ignores any received Policy Elements other than the one of type AUTH-SESSION.

If no such Policy Element is present, then the Authorisation Token and Flow Ids are not populated in the TFT.

3. Pass all received Policy Elements to the GGSN

In this case, the UE populates the TFT will all the received Policy Elements, without checking their type. The GGSN will make the decision on whether the session can proceed, possibly with the help of the PCF.

All options meet the requirements for Release 5.

Options 2 and 3 provide a certain amount of forwards compatibility, as new capabilities could be introduced in future releases based on the sending of additional Policy Elements without affecting Release 5 UEs. Option 1 provides no flexibility in the future use of the P-Media-Authorization header.

Option 3 provides additional forwards compatibility, since the Policy Elements are forwarded transparently to the GGSN. The UE procedures for option 3 are also simplified, as it does not need to examine the Policy Element Types.

Proposal

It is proposed that CN1 agree Option 3, as this provides the most forwards compatibility and represents the simplest procedures at the UE.

CRs containing the necessary changes to 24.008, 24.229 and 29.207 are provided.

