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5
Functional requirements of network entities

5.1
Architecture for service provision for IP multimedia subsystem 
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Figure 5.1.1: Functional architecture for support of service provision for IP multimedia subsystem
Figure 5.1.1 illustrates the architecture with the S-CSCF communicating to Application Servers via the IP multimedia service control (ISC) interface. The Application Servers can be:

-
SIP Application Servers - which may host and execute services. It is intended to allow the SIP Application Server to influence and impact the SIP session on behalf of the services. SIP Application Servers may act as gateway functions for other application servers (external) in the case that the other application servers are located externally to the home network and they communicate via a gateway at the end of the ISC interface. The interface between the SIP Application Server acting as a gateway, and other application servers (external) is outside the scope of the present document;

-
the IM-SSF - which is a particular type of application server the purpose of which is to host the CAMEL network features (i.e. trigger detection points, CAMEL Service Switching Finite State Machine, etc) and to interface to CAP as specified in 3GPP TS 29.078 [14];

-
the OSA service capability server (OSA SCS) which interfaces to the OSA framework Application Server and which provides a standardized way for third party secure access to the IM subsystem. The OSA reference architecture defines an OSA Application Server as an entity that provides the service logic execution environment for client applications using the OSA API as specified in 3GPP TS 29.198 [12]. This definition of Application Server differs from the definition of Application Server in the context of service provisioning for the IM subsystem, i.e. the entity communicating to the S-CSCF via the ISC interface;
-
in addition a specialized type of SIP Application Server, the service capability interaction manager (SCIM) which performs the role of interaction management between other application servers.

All the Application Servers, (including the IM-SSF and the OSA SCS) behave as SIP application servers on the ISC interface.　　Note that these three types of AS (i.e. SIP-AS, IM-SSF and OSA-SCS) may be collocated under a S-CSCF with any combinational manner in the case of transition period, for example: from SIP-AS to OSA-SCS, etc.
In addition the Application Servers can also interact with the MRFC via the S-CSCF (ISC and Mr interfaces) in order to control Multimedia Resource Function processing.

5.2
Service interaction with IP multimedia subsystem

Service Points of Interest (SPIs) are those points in the SIP signalling on which Filter Criteria can be set. The following SPIs are defined:

-
any initial known or unknown SIP method (e.g. REGISTER, INVITE, SUBSCRIBE, MESSAGE);

-
presence or absence of any header;

-
content of any header;

-
direction of the request – either mobile originated (MO) or mobile terminated (MT) or mobile terminated to unregistered user;

-
session description information.

A Filter Criteria triggers one or more SPIs in order to send the related request to one specific application server. The set of Filter Criteria that is stored for a service profile of a specific user is called "Application Server Subscription Information". In order to allow the S-CSCF to handle the different Filter Criteria in the right sequence, a priority shall be assigned to each of them. Additionally Filter Criteria may indicate that a dialog shall be released if the indicated Application Server cannot be reached. Therefore a Filter Criteria shall contain the following information:

-
address of the Application Server to be contacted;

-
priority of the Filter Criteria providing the sequence in which the criteria shall be applied;

-
trigger Points, which indicated the Service Points of Interest (SPIs) triggered by this Filter Criteria. The SPIs may be linked by means of logical expressions (AND, OR, NOT, etc.);

-
default Handling, i.e. indication if the dialog shall be released if the AS cannot be reached;

-
optional Service Information that shall be added to the message body before it is sent to the AS (as an example this may include the IMSI for the IM-SSF).

The same priority shall not be assigned to more than one AS. The multiple filter criteria for the different types of ASs may be assigned for a certain period. In this case, a priority shall be assigned to each type of ASs as described above. 
In the case that multiple Filter Criteria are sent from the HSS to the S-CSCF when the S-CSCF receives a message via the Mw interface, the S-CSCF shall check the filter criteria one by one according to their indicated priority, i.e. the S-CSCF shall:

1.
set up the list of filter criteria for that request according to their priority – the sequence of the filter criteria shall not be changed until the request finally leaves the S-CSCF via the Mw interface again;

2.
parse the received request in order to find out the Service Points of Interest (SPIs) that are included in it;

3.
check whether the trigger points of the filter criteria with the next highest priority are matched by the SPIs of the request and 

a)
if it does not match the S-CSCF shall immediately proceed with step 6;

b)
if it matches the S-CSCF shall:

i)
add an indication to the request which will allow the S-CSCF to identify the message on the incoming side, even if its dialog identification has been changed e.g. due to the AS performing third party call control;

ii)
forward the request via the ISC interface to the AS indicated in the current filter criteria. The AS then performs the service logic, may modify the request and may send the request back to the S-CSCF via the ISC interface;

iii)
proceed with step 6 if the request was received again from the AS via the ISC interface;

6.
repeat the above steps 2 to 5 for every filter criteria which was initially set up (in step 1) until the last filter criteria has been checked; 

7.
route the request based on normal SIP routing behaviour.

If an Application Server decides to locally terminate a request and sends back a final response for that request via the ISC interface to the S-CSCF, the S-CSCF shall discard the remaining list of filter criteria for that request. The final response shall include the indicator defined in step 3 b) i) above, so that the S-CSCF can correlate the messages.
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Figure 5.2.1: Application triggering architecture
Note: This figure shows only architecture based on SIP-AS, but architecture collocated with IM-SSF or OSA-SCS shall be possible at a certain period. 
Each invoked Application Server/service logic may decide not to be engaged with the invoked session by indicating that during the very first SIP transaction when the Record-Route/Route is generated for subsequent SIP requests. The denial shall mean that subsequent requests shall not be routed to such Application Servers/service logic any more during the lifetime of that session. Any Application Server, which has determined that it will not receive subsequent requests for a session cannot revoke this determination by means of Initial Filter Criteria (iFC).
	End of Modification


	Start of Modification


6.9
Description of subscriber data

6.9.1
Application Server subscription information

The Application Server Subscription Information is the set of all Filter Criteria that are stored within the HSS for service profile for a specific user. This information shall be sent by the HSS to the S-CSCF via the Cx Interface during registration.

6.9.2
Filter Criteria

This clause defines the contents of the Filter Criteria. This information is part of the Application Server Subscription Information.

Filtering is done for initial SIP request messages only.

The S-CSCF shall apply filter criteria to determine the need to forward SIP requests to Application Servers. These filter criteria will be downloaded from the HSS. The HSS shall provide filter criteria in the prioritized list.

Initial Filter Criteria (iFC) are stored in the HSS as part of the user profile and are downloaded to the S-CSCF upon user registration. They represent a provisioned subscription of a user to an application. After downloading the User Profile from the HSS, the S-CSCF activates for the indicated Application Server the Service Points of Interest that are correlated to the iFC in the User Profile. Initial Filter Criteria are valid throughout the registration lifetime of a user or until the User Profile is changed.

Subsequent Filter Criteria (sFC) are not used in this version of this specification.
6.9.2.1
Application Server address

Address to be used to access the Application Server for a particular subscriber. 

6.9.2.2
Default IP multimedia handling

The Default IP Multimedia Handling indicates whether the IP Multimedia session shall be released or continued as requested in case of loss of communications between the S-CSCF and Application Server.

6.9.2.3
Trigger point

Trigger Points are the information the S-CSCF receives from the HSS that defines the relevant SPIs for a particular application. They define the subset of initial SIP requests received by the S-CSCF that should be sent or proxied to a particular application. When the S-CSCF receives an initial SIP request, it evaluates the filter criteria one by one. If the initial SIP request matches the filter criteria, the S-CSCF proxies the SIP request to the corresponding SIP AS/IM-SSF/OSA SCS.

6.9.2.4
Application Server priority list

If there are multiple application servers are assigned for one subscriber, a priority shall be assigned to application servers which describes the order in which the S-CSCF shall contact the Application Servers in case a SIP request matches the initial filter criteria of more than one application server. In this case, the S-CSCF shall interact with the application servers associated with the initial filter criteria starting from the application server, which has the highest priority.  It shall be possible that different types of application servers are assigned for multiple filter criteria at certain period.
6.9.2.5
Service Information

Service Information is an optional part of a Filter Criteria, which is a string of information. If it is available from the Filter Criteria the S-CSCF shall include it into the body of the SIP request which is sent from the S-CSCF to the AS to which the Filter Criteria is pointing to. Service Information is not processed, analysed or evaluated by the S-CSCF.
6.9.3
Authentication data

This clause defines the Authentication Data. This data shall be sent by the HSS to the S-CSCF via the Cx Interface during registration.

For definition of authentication data see specification 3GPP TS 23.008 [10]. For the handling of authentication data, see 3GPP TS 33.203 [11].
	End of Modification
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