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Introduction

The emergency sessions procedures in 24.229 are not complete. This CR tries to complete the emergency sessions procedures.

Discussion

During the CN1 #22 meeting in Sophia it was agreed that the P-CSCF should detect emergency sessions and generate a 380 response with an indication of the alternative CS service that is able to handle the emergency call. However, the stage 3 details are not present in 24.229

This CR proposes to add a new element to the 3GPP IMS XML body that describes the telephone number to contact over the CS domain to complete the call.

In case the P-CSCF detects that the call is destined to an emergency centre, it must return a 380 response. An example of the XML body for a 380 response is shown below:

<alternative-service>

        <domain>cs</domain>

        <contact>tel:112</contact>

        <reason>emergency calls not supported</reason>

</alternative-service>

Proposal

It is proposed to modify 24.229 as follows:

************ First proposed change ************

5.1.9
Emergency service

A UE shall not attempt to establish an emergency session via the IM CN Subsystem when the UE can detect that the number dialled is an emergency number. The UE shall use the CS domain as described in 3GPP TS 24.008 [21].
In the event the UE receives a 380 Alternative Service response to an INVITE, the 380 response  will contain a message body indicating that this is an emergency call. The call should be reattempted using the alternative service information. The UE will receive the information in the <alternative-service> element of the 3GPP IMS XML body. The <domain> element indicates the domain (e.g, CS domain) to be used for the call. The <contact> element indicates the number to contact, in the form of a URL. The UE may also display to the user the text string contained in the <reason> element, if present.
As a consequence of this, a UE operating in MS operation mode C cannot perform emergency calls.

************ Next proposed change ************

5.2.11
Emergency service

The P-CSCF shall inspect the Request URI of all INVITE requests for known emergency numbers and emergency URLs from a configurable list. If the P-CSCF detects that the Request URI of the INVITE matches one of the numbers in this list, the INVITE shall not be forwarded. The P-CSCF shall answer the INVITE with a ‘380 Alternative Service’ response. 

The 380 Alternative Service response shall contain a Content-Type header with the value set to associated MIME type of the 3GPP IMS XML body as described in clause 7.6.1.

The 3GPP IMS XML body shall contain an <alternative-service> element that indicates the parameters of the alternative service to try. The <domain> child element shall be set to "cs" to indicate circuit switched domain. The <contact> child element shall contain a tel URL that includes the telephone number of the emergency centre to contact. An optional <reason> child element may be included with a reason phrase that the UE may use to display to the user.
The P-CSCF shall have a configurable list of emergency numbers and emergency URLs (e.g. sos@domain). The list is used to determine whether the INVITE is destined for an emergency centre or not. 

************ Next proposed change ************

7.6
3GPP IM CN Subsystem XML body, version 1

7.6.1
General

This section describes the Document Type Definition that is applicable for the 3GPP IM CN Subsystem XML body.

Any SIP User Agent or proxy may insert or remove the 3GPP IM CN Subsystem XML body or parts of it, as required, in any SIP message. The 3GPP IM CN Subsystem XML body shall not be forwarded outside a 3GPP network.

The associated MIME type with the 3GPP IMX XML body is "application/3gpp-ims+xml".

7.6.2
Document Type Definition

<?xml version="1.0" ?>

<!-- Draft DTD for the 3GPP IMS XML body. -->

<!DOCTYPE ims-3gpp [


<!-- ims-3gpp element: root element -->


<!ELEMENT ims-3gpp (vnid?, cell-id?, 



original-dialog-id?, destination-public-user-id?,



access?, alternative-service*)>


<!ATTLIST ims-3gpp version CDATA #REQUIRED>


<!-- vnid element: Visited network identity -->


<!ELEMENT vnid 



(#PCDATA)>


<!-- cell-id element: The Cell-Global-ID -->


<!ELEMENT cell-id 



(mcc, mnc, lac, ci)>


<!ELEMENT mcc




(#PCDATA)>


<!ELEMENT mnc




(#PCDATA)>


<!ELEMENT lac




(#PCDATA)>


<!ELEMENT ci




(#PCDATA)>


<!ATTLIST cell-id rat (utran | geran)
#REQUIRED>


<!-- original-dialog-id: original dialog ID -->


<!ELEMENT original-dialog-id (od-from, od-to, od-call-id)>


<!ELEMENT od-from 



(#PCDATA)>


<!ELEMENT od-to 



(#PCDATA)>


<!ELEMENT od-call-id 


(#PCDATA)>


<!-- public-user-id: public user ID -->


<!ELEMENT destination-public-user-id 
(#PCDATA)>


<!-- access: the type of access network (

<!ELEMENT access


(access-type, technology?)>


<!ELEMENT access-type
(gprs | wlan | fixed | (#PCDATA))>


<!ELEMENT technology
(utran| geran | 802.11a | 





802.11b | sat | adsl | (#PCDATA))>

<!-- alternative-service: alternative-service used in emergency sessions -->

<!ELEMENT alternative-service
(domain, contact, reason?)>


<!ELEMENT domain



(cs | ps | ims)>

<!ELEMENT contact



(#PCDATA)>


<!ELEMENT reason



(#PCDATA)>
]>

7.6.3
DTD description

This section describes the elements of the 3GPP IMS Document Type Definition.

<ims-3gpp>:
this is the root element of the 3GPP IMS XLM body. It shall always be present. The version described in this document is 1.

<vnid>: 
visited network identifier. Optional element that describes the P-CSCF network name. The vnid value is a string of characters that identifies the P-CSCF network at the user's network home.

<cell-id>:
this element describes the identity of the cell that is serving the user. 

 
The <cell-id> element contains the <ran> attribute that identifies the coding of the cell-id, according to whether the cell-id was received from the GERAN or UTRAN.

 
The <cell-id> element comprises four children elements: <mcc>, <mnc>, <lac> and <ci>. They represent, respectively, the Mobile Country Code, Mobile Network Code, Location Area Code and Cell Identity, as described in [25].

<original-dialog-id>:

the original dialog, as received by the S-CSCF. This element helps the S-CSCF to correlate dialogues when the Application Server is behaving as a B2BUA, and therefore, modifies then dialogue. 

 
The original-dialog-id element comprises three children elements: <od-from>, <od-to>, <od-call-id>. Their values contain, respectively, a copy of the From, To and Call-ID header values as received in the SIP message at the S-CSCF
<destination-public-user-id>:
the destination public-user-id URL of the current session. 

<access>:
the access element, if present, identifies the access that the UE is utilized to connect to the network. The element contains two children elements: <ant> and <technology>.

 
The <access-type> child element describes the access type. The predefined values are
-
gprs: the user is accessing the network through a GRPS access.

-
wlan: the user is accessing the network through a wireless local area network

-
fixed: the user is accessing the network through a fixed access

 
The <technology> child element, if present, describes the access technology. The pre-defined values are:

-
utran: UTRAN, as defined in [25]

-
geran: GERAN, as defined in [25]

-
802.11a: wireless local area network according to the 802.11a technology

-
802.11b: wireless local area network according to the 802.11b technology

-
sat: satellite access

-
adsl: asymmetric digital subscriber line
<alternative-service>: 
in this specification, the alternative service is used as a response for an attempt to establish an emergency session within the IM CN Subsystem. The element describes an alternative service where the call should success. The alternative service is described by its domain and contact information. A possible reason cause why an alternative service is suggested may be included.

The <alternative-service> child element contains the <domain> children element that contains one of the following predefined values:

-
cs: Circuit Switched domain

-
ps: Packet Switched domain. Not used in this specification. Reserved for future use.

-
ims: IM CN Subsystem. Not used in this specification. Reserved for future use.


The <contact> child element contains the URL of the alternative service to contact. For a CS domain service, a tel: URL shall be used


The optional <reason> element contains an explanatory text with the reason why the session setup has been redirected. A UE may display this text to the user.
