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Introduction

This document proposes to use the SigComp extended operation in 3GPP.

Discussion

SigComp comprises three main different documents, as described in tdoc N1-020548. One of these documents is the so-called extended SigComp operations. 

The extended SigComp operation is an optional feature that can be plugged onto a Compressor/Decompressor. The extended SigComp operation uses a feedback mechanism based on the use of acknowledgements, so that a compressor can base its next compressed message in the compression state reached by a previous message.

The use of acknowledgements makes it possible to compress new messages with the information from previously sent messages also in the case when SigComp is used over unreliable transport. This is referred to as dynamic compression. 

The compression ratio is significantly increased when using messages received at a particular SigComp peer for compression of messages to be sent from this peer. This feature is possible through the mechanisms defined in SigComp - Extended Operations and is referred to as shared compression.

Both dynamic and shared compression have the ability to boost the compression performance since they enable the use of more information in the compression process. The SigComp - Extended Operations draft together with the SigComp and UDVM drafts constitute the extended solution for signaling compression with superior performance, hereby referenced as extended SigComp.
Concerns are expressed regarding the upload of the UDVM decompression algorithm. However the size of the uploaded decompression algorithm may be paid back already within the SIP register sequence. 

Table 1 shows the compression figures for the current Registration example flows in 24.228 v1.10.0, section 6.2. The table shows a comparison between the Basic SigComp and the Extended SigComp when the algorithm is deflate (zlib) and a static dictionary is used. When the Extended SigComp is used both the dynamic and shared compression were used. The compressed figures do not show the SigComp header, as it has to be defined. 

	Message
	Direction
	Uncompressed 
size (bytes)
	Basic SigComp Compressed
size (bytes)
	Extended SigComp Compressed
size (bytes)

	REGISTER
	UE->P-CSCF
	369
	192
	192

	401 
	P-CSCF->UE
	307
	188
	63

	REGISTER
	UE->P-CSCF
	385
	206
	38

	200 OK
	P-CSCF->UE
	315
	178
	65

	
	Sum
	1376
	764
	358

	
	Saved bandwidth
	
	44%
	74%





Table 1: Example of SIP REGISTER message sizes

An analysis of the above table shows the following facts:

· Saved bytes on the air interface: 612 bytes with Basic SigComp, 1018 bytes with Extended SigComp.

· Saved bandwidth: 44% with Basic SigComp and 74% with Extended SigComp.

· The Extended SigComp mechanism compresses the first message to the same size as the Basic SigComp mechanism, however, the Extended SigComp compresses much more than the Basic SigComp in subsequent messages.

· The algorithm upload to the UDVM is about 500 bytes (not shown in the table). The upload of the algorithm already pays off for the first message.

Another exercise was made with the session setup flows in 24.228 v1.10.0, section 7.2.2.1. The parameters are the same as for the registration flows, that is, deflate algorithm (zlib), shared and dynamic compression when Extended SigComp is used, etc.


	Message
	Direction
	Uncompressed 
size (bytes)
	Basic SigComp Compressed
size (bytes)
	Extended SigComp Compressed
size (bytes)

	INVITE
	UE->P-CSCF
	1073
	444
	444

	100
	P-CSCF->UE
	231
	159
	34

	183
	P-CSCF->UE
	914
	490
	218

	PRACK
	UE->P-CSCF
	630
	353
	65

	200 OK (P)
	P-CSCF->UE
	238
	166
	26

	COMET
	UE->P-CSCF
	604
	340
	50

	200 OK
	P-CSCF->UE
	238
	166
	20

	180 
	P-CSCF-> UE
	311
	190
	30

	PRACK
	UE->P-CSCF
	286
	190
	27

	200 OK (P)
	P-CSCF->UE
	238
	166
	20

	200 OK (I)
	P-CSCF->UE
	656
	265
	24

	ACK
	UE->P-CSCF
	260
	175
	20

	
	Sum
	5679
	3104
	978

	
	Saved bandwidth
	
	45%
	82%





Table 2: Example of SIP session setup message sizes
An analysis of the above table shows the following facts:

· Saved bytes on the air interface: 2575 bytes with Basic SigComp, 4701 bytes with Extended SigComp.

· Saved bandwidth: 45% with Basic SigComp and 82% with Extended SigComp.

· The Extended SigComp mechanism compresses the first message to the same size as the Basic SigComp mechanism, however, the Extended SigComp compresses much more than the Basic SigComp in subsequent messages.

Therefore, the Extended SigComp compression mechanism seems to be an interesting feature that will achieve further compression ratios for subsequent messages. There are many values in a SIP message that remain constant during the duration of a session and the Extended mechanism will take the advantage of them.

As such, the proposal is to make the Extended SigComp mechanism a must in 3GPP IMS when compression is enabled.

Proposal

It is proposed to modify 24.229 as follows:
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8
SIP compression
8.1
General

SIP compression procedures apply to the UE and the P-CSCF. 
If SIP compression is enabled, then the basic SigComp operation as specified in [27], the Universal Decompressor Virtual Machine as specified in [29] and the extended SigComp operation as specified in [28] shall be supported.
8.2
SIP compression procedures at the UE

8.2.1
SIP compression algorithm negotiation

Editors Note: The point at which SIP compression algorithm negotiation takes place after gaining IP connectivity and the mechanisms for delivering the list of UE supported SIP compression algorithms and for informing the UE of the selected algorithm are FFS.

The UE shall send to the P-CSCF the request to perform SIP compression and the possible attributes related to the SIP compression, which is requested. If SIP compression is enabled at the P-CSCF then the P-CSCF shall inform the UE that SIP compression is to apply, and the attributes of the SIP compression to be applied. If SIP compression cannot be applied at the P-CSCF then the P-CSCF shall inform the UE that compression shall not be used.. At a minimum the UE shall support the SIP compression attributes specified in references [27], [28] and [29]..

Editors Note: The current IETF working assumption for SIP compression   are specified in references [27], [28] and [29]
8.2.2
Compression of SIP requests and responses transmitted to the P-CSCF

If SIP compression is enabled at the P-CSCF then the UE shall compress the SIP and SDP information according to the SIP compression attributes selected by the procedure in clause 8.2.1.

8.2.3
Decompression of SIP requests and responses received from the P-CSCF

If SIP compression is enabled at the P-CSCF then the UE shall decompress the SIP and SDP information according to the SIP compression attributes selected by the procedure in clause 8.2.1.

8.3
SIP compression procedures at the P-CSCF

8.3.1
SIP compression algorithm negotiation

Editors Note: The point at which SIP compression algorithm negotiation takes place after gaining IP connectivity and the mechanisms for delivering the list of UE supported SIP compression algorithms and for informing the UE of the selected algorithm are FFS.

When the P-CSCF receives the request to perform SIP compression and the compression attributes to apply, it shall evaluate whether the SIP compression can be applied. If the SIP compression can be applied, the P-CSCF shall inform the UE that SIP compression shall be applied, and it shall inform the UE of the SIP compression attributes to apply. If SIP compression cannot be applied, then the P-CSCF shall inform the UE that SIP compression shall not be applied. If SIP compression is supported the P-CSCF shall support the default SIP compression attributes specified in references [27], [28] and [29]..

Editors Note: The current IETF working assumption for SIP compression RFC  are specified in references [27], [28] and [29]
8.3.2
Compression of SIP requests and responses transmitted to the UE

If SIP compression is to be applied for the SIP communication between the UE and the P-CSCF, the P-CSCF shall compress the SIP and SDP requests and responses according to the SIP compression attributes selected for that particular UE by the procedure in clause 8.3.1.

8.3.3
Decompression of SIP requests and responses received from the UE

If SIP compression is to be applied for the SIP communication between the UE and the P-CSCF, the P-CSCF shall decompress the SIP and SDP information according to the SIP compression attributes selected for that particular UE by the procedure in clause 8.3.1.

