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Introduction

This contribution proposes text for the UA for the usage of the From, To, Contact, and Remote-Party-ID fields.

It follows the current text of 24.228 and proposes consistent use of the privacy draft for these headers.

The text has been currently placed within the clauses relating to Initial INVITE, but the text has been drafted in a general fashion to allow usage with any initial request for a dialog, or any stand-alone transaction.

Proposal

5.1.3
Call initiation - mobile originating case

Editor’s Note: A more detailed description of the INVITE responses (183, 180, 200...) might be needed here.

5.1.3.1
Initial INVITE

3GPP terminals shall indicate the support for reliable provisional responses and specify it using the supported header mechanism.
In any request for a new dialog, or a standalone transaction, that is to be created with a remote user, a number of fields exist to identify the user. Within this specification, the following additional requirements apply. 

The UE shall populate the From header, To header and Contact header as if full privacy was required in accordance with draft-ietf-sip-privacy [xx] clause 6.1.

NOTE:
Some IM CN subsystems may need to provide privacy on behalf of individual or all users, due to subscription or regulatory requirements, independently of any privacy statements indicated in a new dialog request or stand-alone transaction by the UE, and therefore the From header, To header and Contact header need to be suitably encoded to allow this.
For identification purposes to the network, the UE can populate the Remote-Party-ID header with the public user identity that is to be associated with this dialog, with the rpi-pty-type set to calling, and the rpi-id-type set to subscriber.
For indication of return numbers to the remote user, the UE can populate the Remote-Party-ID header with any valid SIP URL associated with that user which is capable of accepting the dialog initiation or the stand-alone transaction, with the rpi-pty-type set to calling, and the rpi-id-type set to user.
Any usage of the Remote-Party-ID header can be accompanied by the RPID-Privacy header.
5.1.3.2
PRACK

5.1.3.3
COMET

5.1.3.4
Re-INVITE

5.1.4
Call initiation - mobile terminating case

Editor’s Note: A more detailed description of the INVITE responses (183, 180, 200...) might be needed here.

5.1.4.1
Initial INVITE

In any response for a new dialog, or a standalone transaction, a number of fields exist to identify the user. Within this specification, the following additional requirements apply. 

For identification purposes to the network, the UE can populate the Remote-Party-ID header with the public user identity that is to be associated with this dialog, with the rpi-pty-type set to called, and the rpi-id-type set to subscriber.

For indication of return numbers to the remote user, the UE can populate the Remote-Party-ID header with any valid SIP URL associated with that user which is capable of accepting the dialog initiation or the stand-alone transaction, with the rpi-pty-type set to called, and the rpi-id-type set to user.

Any usage of the Remote-Party-ID header can be accompanied by the RPID-Privacy header.

5.1.4.2
PRACK

5.1.4.3
COMET

5.1.4.4
Re-INVITE

5.1.5
Call release

5.1.5.1
MO call release

5.1.5.2
MT call release

5.1.6
Call-related information

5.1.6.1
REFER

5.1.6.2
INFO

5.1.7
Call-independent information

5.1.7.1
OPTIONS

