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Introduction

The Sh interface is the interface between the HSS and the application server. The protocol to be used on this interface needs to be defined.  This interface shall be used to transport user service related from HSS information to the application server. These data transfer procedures also need to coordinate with the procedures of the application server which are defined in 23.218.

This contribution proposes to use Diameter on the Sh interface. The CR also includes information to support this proposal.

Discussion

The protocol used on the Sh interface needs to provide a data retrieval mechanism from the HSS to the application server. This data is service specific data and is transparent to HSS. This data can either be pulled to the AS by the AS sending a request to the HSS upon user registration or be pushed to the AS by the HSS when such information is updated in the HSS. 

From these requirements, the Sh is very similar to the Cx interface, which is between the HSS and the S-CSCF. The major difference is that the Sh interface needs less procedures than Cx interface. The Sh interface doesn’t need to handle user registration and user authentication.

Since the HSS has to support Diameter anyway and the Cx procedures are similar with those of Sh so we can reuse the Diameter protocol on Sh interface as well.

The procedures on the Sh interface should be:

User Profile download (Pull)
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For this procedure, we can reuse the Diameter message (defined in TS 29.229) with some minor improvements:

Proposed Message used on Sh interface:

Profile-Update-Request (PUR) Command Mapping to Sh-Pull

In case that there may be more than one application server assigned for the user,  the server-name AVP has to been present for the HSS to find the right entry to respond with the data.

Message Format

< Profile-Update-Request > ::=
< Diameter Header: TBD, R >





< Session-Id >





{Auth-Application-Id}

{ Auth-Session-State }

{ Origin-Host }

{ Origin-Realm }

{ Destination-Host }





  { Destination-Realm }

[ User-Name ]

{ Public-Identity }

 [ S-CSCF Server-Name ]

[Server capability] 






*[ AVP ]






*[ Proxy-Info ]






*[ Route-Record ]

The following table contains the values for the Diameter Multimedia Application specific AVPs:

AVP values for command PUR

	AVP
	Status
	Value

	User-Name
	O
	If present, this AVP contains the private user identity in the form of a NAI.

	Public-Identity
	M
	It contains the public user identity in the form of SIP-URL or TEL-URL.

	S-CSCF Server-Name
	O
	This information is optionally transferred to AS in case the AS needs interact with the S-CSCF

	Server capability
	O
	If present, indicating the service capability of the application server. HSS uses this information to provide service related data for that particular service feature indicated in Server capability


Profile-Update-Answer (PUA) Command Mapping to Sh-Pull Response

< Profile-Update-Answer > ::=

< Diameter Header: TBD, A >





< Session-Id >





{Auth-Application-Id}





{Result-Code }

{Auth-Session-State }

{Origin-Host }

{Origin-Realm }

[User-Data ]

*[AVP ]

*[Proxy-Info ]






*[Route-Record ]

The following table contains the values for the Diameter Multimedia Application specific AVPs:

AVP values for command PUA

	AVP
	Status
	Value

	Result-Code
	M
	See Table 6.1.4.2

	User-Data
	O
	This AVP contains the data stored in the HSS to serve the user, which exact content is described in TS 29.228 [3].


User Profile Update (Push)
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PUR can also used for push service.

Profile-Update-Request (PUR) command Mapping to Sh-Update_Subscr_Data
    < Profile-Update-Request > ::= < Diameter Header: TBD, REQ, PXY >

< Session-Id >





{Auth-Application-Id }

{ Auth-Session-State }

{ Origin-Host }

{ Origin-Realm }

{ Destination-Host }





  { Destination-Realm }

[ User-Name ]

{ Public-Identity }

 [ S-CSCF Server-Name ]

[ User-Data ]






*[ AVP ]






*[ Proxy-Info ]






*[ Route-Record ]

	AVP
	Status
	Value

	User-Name
	O
	If present, this AVP contains the private user identity in the form of a NAI.

	Public-Identity
	M
	It contains the public user identity in the form of SIP-URL or TEL-URL.

	S-CSCF Server-Name
	M
	It contains the SIP URL of the S-CSCF assigned for that user 

	User Data
	O
	This AVP indicates the situation under which the operation is being issued, from the point of view of the S-CSCF (e.g. first registration, re-registration, authentication failure, application server request). See 6.3.13.


Profile-Update-Answer (PUA) Mapping to Sh-Update_Subscr_Data Response

       < Profile-Update-Answer > ::= < Diameter Header: TBD, PXY >

                                  

< Session-Id >





{ Auth-Application-Id }





{ Result-Code }

{ Auth-Session-State }

{ Origin-Host }

{ Origin-Realm }

 



*[ AVP ]

*[ Proxy-Info ]







                                 *[ Route-Record ]

Conclusion

From the discussion above, we feel that the exciting Diameter protocol used on Cx interface is also applicable to be used on Sh interface. It is proposed to use Diameter on the Sh interface instead defining another new protocol; this also fits the timescale of R5.

Proposal 

Corresponding actions for 29.229 and 29.228 are needed in CN4 if the proposal is accepted.

It is proposed changes to 23.218:

7.2.2
HSS - Application Server (Sh) interface

The Sh interface is between the HSS and the SIP Application Servers and the OSA SCS and is used for transferring User Profile information. The protocol used between the HSS and application server (Sh Interface) is Diameter and specified in 3GPP TS 29.229.


9.2.2
Application Server – HSS (Sh) interface

The Sh interface is between the HSS and the SIP Application Servers and the OSA SCS and is used for transferring User Profile information. The protocol used between the HSS and application server (Sh Interface) is Diameter and specified in 3GPP TS 29.229.
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