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Introduction

Vodafone believes that the Cx: Authentication procedure does not need to include the Public User Identity.

Proposal

The following two tables be updated:

***   First Modified Section   ***

6.2 Registration Signalling: user not registered

<snip>

7.
Cx: Authentication procedure

On receiving a REGISTER request from an unauthenticated user, the S-CSCF requires at least one authentication vector to be used in the challenge to the user.  If a valid AV is not available, then the S-CSCF requests at least one AV from the HSS.


For detailed message flows see [29.228].


Table 6.2-7a provides the parameters in the REGISTER request (flow 6) which are sent to the HSS.






















Table 6.2-7a Cx: S-CSCF authentication information procedure (S-CSCF to HSS)

Message source & destination
Cx Information element name
Information Source in REGISTER
Description

S-CSCF to HSS
Private User Identity
Authorization:
The Private User Identity is encoded according to the Authorization protocol. 


S-CSCF Name
Request-URI:
This information element contains the name of the S-CSCF. The presence of this IE indicates that the user has not been authenticated yet by the S-CSCF

***   Next Modified Section   ***

6.2 Registration Signalling: user not registered

<snip>

6.
Cx: Authentication procedure

On receiving a REGISTER request from a registered user, the S-CSCF requires at least one authentication vector to be used in the challenge to the user.  If a valid AV is not available, then the S-CSCF requests at least one AV from the HSS.


For detailed message flows see [29.228].


Table 6.3-6a provides the parameters in the REGISTER request (flow 5) which need to been sent to HSS.






















Table 6.3-6a Cx: S-CSCF authentication information procedure (S-CSCF to HSS)

Message source & destination
Cx Information element name
Information Source in REGISTER
Description

S-CSCF to HSS
Private User Identity
Authorization:
The Private User Identity is encoded according to the Authorization protocol. 


S-CSCF name
Request-URI:
This information indicates the serving CSCF’s name of that user

