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1. Introduction

The I-CSCF functionality description is split into two different parts in 24.229. The first functionality of I-CSCF is to find the next hop of the message (the right S-CSCF) and route the message. The second functionality is THIG, which is only used for the network configuration hiding purposes.

2. Proposal

It is proposed to make the following changes to section 11.3.2 of TS 24.229

Editor's note: INVITE requires 3GPP specific handling (HSS query)

Editor's note: Responses follow standard SIP routing (Via) 

When I-CSCF receives an initial request, it shall look for a Route header in the request.

NOTE 1:
A REGISTER request does not contain a Route header when reaches I-CSCF. An initial INVITE request contains a Route header when reaches the originating I-CSCF (P-CSCF inserts the preloaded route). An initial INVITE request does not contain a Route header when reaches the terminating I-CSCF. 

If there is a Route header, then proceeds as described in 9.3.3. If there is no Route header, then analyse the Request-URI field and decrypt the header field if necessarry.

NOTE 2:
In some call transfer scenarios the Refer-To header is encrypted by I-CSCF/S-CSCF. When the call is transferred, the Refer-To header becomes the Request URI.

In case I-CSCF can not route the request based on the domain part of  the Request URI, the HSS will be consulted. On receipt of the Cx Location Response from the HSS, the I-CSCF will forward the request to the location information specified.


