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Introduction

In the QoS flows in 24.228, the PCF and P-CSCF are combined in one box. And PCF is not a SIP level functionality but an IP level logical function. Combining them together into one box will lead confusing in understanding the roles the P-CSCF playing when cooperating with PCF. This contribution is attempting to spit P-CSCF and PCF into two boxes.

This contribution is based on 23.307 6.1.3:

The QoS resource authorization procedure is triggered by the P-CSCF receiving a SIP message with SDP. The SDP contains sufficient information about the session, such as the end-points, bandwidth requirements and the characteristics of the media exchange. The P-CSCF initiates a policy setup in PCF for the session. The PCF shall authorize the required QoS resources and install the IP bearer level policy for the session.

The Authorization-Token is generated by the PCF and sent to the UE.  For the originating UE, the Authorization-Token shall be included in the SIP message (183) from P-CSCF to the UE.  For the terminating UE, the Authorization-Token shall be  included in the SIP Invite message from P-CSCF to the UE.

Upon receiving the bearer authorization request from the GGSN, the PCF shall authorize the request according to the stored service based local policy for the session.

The PCF makes a final decision to enable the allocated QoS resource for the authorized media stream. This may be triggered by the receipt of the SIP 200 OK (Invite Response) message to the P-CSCF. Based on local policy, QoS resources may also be enabled at the time they are authorised by the PCF.

Proposal

Add 5.x.1 in Annex A-11: Proposed additions to clauses 5

5.x.1.1 P-CSCF Functionalities in End-to-End QoS and Signalling Mobile Originating Interactions with LSBP
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Figure 5.x.1.1-1: Interaction between P-CSCF and PCF with COPs, Mobile originating side

6.
Session information (P-CSCF to PCF)

183 Session Progress message triggers the P-CSCF transmits session and policy related information to PCF for QoS authorization. 

7.
Token Generation and QoS Authorization

Based on the information got from the P-CSCF, the PCF generates an authorization token and authorizes the QoS resources allowed by this session.

8.
Transmit the Token (PCF to P-CSCF)

The PCF transmits the token back to P-CSCF.

9. 
183 Session Progress (P-CSCF to UE)
This message shall contain the Media Authorisation header, which holds the Media Authorisation Token. Upon receipt of the Media Authorisation Token, the UE generates a flow identifier which identifies an IP media flow associated with the SIP session.  The Flow Identifiers are based on the sequence of media flows in the SDP.  A Flow Identifier combined with the Authorization Token shall be sufficient to uniquely identify an IP media flow.

10.
GPRS: Active PDP Context (UE to GPRS)

The UE sends an Activate PDP Context message to the GPRS network as defined in TS 24.008. The UE associates the PDP context to the session by including the media authorisation token information and the flow identifier(s) information. The PDP context is bi-directional.

Editors note: The encoding of the media authorisation token information and flow identifiers in the GPRS Active PDP Context message is for further study.

Editors note: The mapping of SDP to the UMTS QoS parameters is being considered within CN3.

Editor’s Note: It is shall be possible that PDP Context activation starts immediately after the reception of the 183 Session Progress, to save the time for call setup.

11.
COPS: REQ (GPRS to PCF)
When the Create PDP Context message is received in the GGSN containing the media authorisation token information and the flow identifier(s) information, the PEP in the GGSN shall send a COPS REQ message to the PCF as described in TS 29.207. The PCF verifies that the media authorisation token information and the associated flow identifier(s) information are as expected. 

12.
COPS: DEC (PCF to GPRS)

The PCF sends a COPS DEC message back to the GPRS. 

Editors note: The contents of the COPS DEC message, and the interaction with the PEP is currently being considered within CN3.

13. 
COPS: RPT (GPRS to PCF)

The GGSN sends a COPS RPT message back to the PCF, and includes an acknowledgement and/or an error response to the DEC message.

14.
GPRS: Active PDP Context Accept (GPRS to UE)

The GRPS network sends an Activate PDP Context Accept message to UE containing the negotiated value of the UMTS QoS IE as defined in TS 24.008. 

16.
Session Information (P-CSCF to PCF) 


Upon receving the 200 OK for INVITE, the P-CSCF requests the PCF to open the gate for the media.

17.
COPS: DEC (PCF to GPRS)

The PCF shall send a COPS DEC message to the GGSN to enable the use of the authorised QoS resources, i.e., to open the ‘gate’, and allow packet flow in both directions in accordance with the policy decision within the GGSN PEP.

18.
COPS: RPT (GGSN to PCF)

The GGSN receives the COPS DEC message and enables the use of the authorised QoS resources, i.e., opens the ‘gate’ within the GGSN, and sends a COPS RPT message back to the PCF.

19.
Gate Opening Confirmation


The PCF sends a confirmation to P-CSCF for opening of the gate.

20.
200 OK (INVITE) (P-CSCF to UE)

Upon receving the confirmation, the P-CSCF sends the 200 OK to UE.

5.x.1.2 P-CSCF Functionalities in End-to-End QoS and Signalling Mobile Terminating Interactions with LSBP
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Figure 5.x.1.2-1: Interaction between P-CSCF and PCF with COPs, Mobile terminating side

3.
Session information (P-CSCF to PCF)

INVITE message triggers the P-CSCF transmits session and policy related information to PCF 

4.
Token Generation

Based on the information got from the P-CSCF, the PCF generates an authorization token. Since PCD has not receive all the information about end points yet, so QoS resource has not been authorized.

5.
Transmit the Token

The PCF transmits the token back to P-CSCF.

6. 
INVITE (P-CSCF to UE)
This message shall contain the Media Authorisation header, which holds the Media Authorisation Token. Upon receipt of the Media Authorisation Token, the UE generates a flow identifier which identifies an IP media flow associated with the SIP session.  The Flow Identifiers are based on the sequence of media flows in the SDP.  A Flow Identifier combined with the Authorization Token shall be sufficient to uniquely identify an IP media flow.

9.
Session Information (P-CSCF to PCF)


Upon receiving this 183 message, the P-CSCF sends the policy related session information to PCF

10.
QoS Authorization 


The PCF now has enough information about end points then it authorizes the QoS resource allowed for this session.

11.
Authorization Response


The PCF sends response to tell the P-CSCF that QoS has been authorized. 

13.
GPRS: Active PDP Context (UE to GPRS)

The UE sends an Activate PDP Context message to the GPRS network as defined in TS 24.008. The UE associates the PDP context to the session by including the media authorisation token information and the flow identifier(s) information. The PDP context is bi-directional.

Editors note: The encoding of the media authorisation token information and flow identifiers in the GPRS Active PDP Context message is for further study.

Editors note: The mapping of SDP to the UMTS QoS parameters is being considered within CN3.

Editor’s Note: It is shall be possible that PDP Context activation starts immediately after the reception of the 183 Session Progress, to save the time for call setup.

14.
COPS: REQ (GPRS to PCF)
When the Create PDP Context message is received in the GGSN containing the media authorisation token information and the flow identifier(s) information, the PEP in the GGSN shall send a COPS REQ message to the PCF as described in TS 29.207. The PCF verifies that the media authorisation token information and the associated flow identifier(s) information are as expected. 

15.
COPS: DEC (PCF to GPRS)

The PCF sends a COPS DEC message back to the GPRS. 

Editors note: The contents of the COPS DEC message, and the interaction with the PEP is currently being considered within CN3.

16. 
COPS: RPT (GPRS to PCF)

The GGSN sends a COPS RPT message back to the PCF, and includes an acknowledgement and/or an error response to the DEC message.

17.
GPRS: Active PDP Context Accept (GPRS to UE)

The GRPS network sends an Activate PDP Context Accept message to UE containing the negotiated value of the UMTS QoS IE as defined in TS 24.008. 

19.
Session Information (P-CSCF to PCF)


Upon receving the 200 OK for INVITE, the P-CSCF requests the PCF to open the gate for the media.

20.
COPS: DEC (PCF to GPRS)

The PCF shall send a COPS DEC message to the GGSN to enable the use of the authorised QoS resources, i.e., to open the ‘gate’, and allow packet flow in both directions in accordance with the policy decision within the GGSN PEP.

21.
COPS: RPT (GGSN to PCF)

The GGSN receives the COPS DEC message and enables the use of the authorised QoS resources, i.e., opens the ‘gate’ within the GGSN, and sends a COPS RPT message back to the PCF.

22.
Gate Opening Confirmation (PCF to P-CSCF)


The PCF sends a confirmation to P-CSCF for opening of the gate.

23.
200 OK (INVITE) (P-CSCF to UE)

Upon receving the confirmation, the P-CSCF sends the 200 OK to UE.
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