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1. Introduction

At the last CN1 meeting, the contribution N1-011585 was approved for inclusion into TS 24.229.  This introduced the re-authentication triggered from the network towards the UE for access to IMS and actions taken when the process is successful or failed.  
2. Discussion

Current procedures have introduced a fixed number of attempts for the re-authentication process, which is three.  But there is no reason to limit or mandate this to 3, rather the flexibility should be provided for this to be an operator defined parameter.

As per SA1/SA2 decision, different set of public Ids may belong to different service profiles and failure of a set of public Ids belonging to one service profile may not lead to removal of all public Ids in multiple service profiles.  The text has been clarified to reflect that.

Also, the text has been clarified for better readability.

3. Conclusion

The text in section 9.4.1.4 has been updated to reflect such flexibility and also the text is made clear that the attempts are for the authentication challenge procedures.  It is proposed that the section in 24.229 is updated to reflect this as shown below.

--------------------------

9.4  Procedures at the S-CSCF

.

.

.
9.4.1.4
Network-initiated reauthentication

The S-CSCF may request a subscriber to reauthenticate at any time, based on a number of possible operator settable triggers, by sending a re-registration request which triggers  authentication challenge.

In the case that the response from the UE contains the correct response to the challenge, the S-CSCF shall restart any timers/counters/event monitors etc. that trigger reauthentication via re-registration.

In the case that the response from the UE is incorrect (e.g. the response to the challenge is not correct) the S-CSCF shall either:

-
attempt a further challenge; or

-
deregister the user and terminate any ongoing sessions for all public identities associated with the private identity being authenticated, and release resources allocated to those sessions. 

In the case that the response from the UE on the authentication challenge is incorrect, there will be an operator defined  number of consecutive attempts,  then the S-CSCF shall deregister the user and initiate termination of any ongoing sessions for all public identities associated with the private identity and within a service profile being authenticated, and release resources allocated to those sessions.

In the case that the S-CSCF determines that no response has  been received from the UE (e.g. it may be unreachable due to access specific failures), the S-CSCF shall either:

-
attempt a further challenge; or

-
deregister the user and initiate termination of any ongoing sessions for all public identities associated with the private identity and within a service profile being authenticated, and release resources allocated to those sessions. 

In the case that there is no response from the UE for a number of consecutive attempts, determined by operator defined setting, then the S-CSCF shall deregister the user and initiate termination of  any ongoing sessions or all public identities associated with the private identity and within a service profile that is being authenticated, and release resources allocated to those sessions.

