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1. Overall Description:

Currently CN1 assumes that the private user ID is carried in the From header value of the SIP REGISTER message. This assumption is based on the syntax of a third party registration according to the draft-ietf-sip-rfc2543bis-04 draft. While true third party registration is precluded from release 5, it may be desirable to obtain such a capability in future releases. It is not yet clear whether the above usage would preclude future third party registration.

CN1 has received the attached contribution N1-011355 which proposes that the private user ID is instead of the From: header transported in the user ID field of an authentication protocol within the Authentication header. This can be viewed as moving the private user ID from a mandatory field available in the Initial message from the UE (Register) and to another (optional) field which may not always be visible at intermediate SIP nodes (e.g. P-CSCF). From the SIP protocol perspective, 3GPP mandates information elements that are optional in SIP, but this is already applied to other information elements. However, 3GPP can not mandate the behaviour of non-3GPP SIP clients. The motivation is:

1. To allow the possibility of 3rd Party Registration. This allows a different entity or user in the network to perform SIP Registration on behalf of another user. A typical example of third party registration is when a secretary registers his boss to the network. The working assumption solution adopted for Release 5 is aligned with the standard SIP behaviour for SIP third party registrations and uses the From field to contain the private identity to identify the user performing the SIP registration. In first party registrations the To: and From: headers should contain the same identity (i.e. identify the same user). In third party registrations the To: and From field contain different identities.

2. To provide an access to IMS from non-3GPP networks, Private Identity needs to be provided to the 3GPP network (P-CSCF, S-CSCF). The current IMS SIP third party registration mechanism may create complications in enabling standard off-the-shelf SIP clients to register with the IMS using the same registration procedures as in Rel 5, as non-3GPP SIP clients normally perform first party registration and may not be configurable to perform third party registrations.

3. In the case of a decomposed TE/MT scenario, the current IMS registration mechanism may create complications for a standard SIP User Agent running in the TE to register to the network, as non-3GPP SIP User Agents are not aware of Private Identity and perform first party registrations and may not be configurable to perform third party registrations.

During the discussion of the attached contribution, the Stage 2 TS 23.228 description on Private Identity was considered and some questions were raised regarding the standardization impacts on other working groups and on service requirements for SIP 3rd Party Registrations, use of the Private Identity in charging records and any security aspects.

2. Actions:

To SA1: 

1. To clarify if there is a need to support third party SIP registration for IMS i.e. to allow SIP Registration other than the subscriber.  CN1 believes that this capability is not needed for Release 5.
2. CN1 will be interested to know if the 3rd party registration requirement will be required in subsequent releases.
To SA2:  

It is believed that IMS stage 2 TS23.228 implies that that 3rd party registration not required.

1. To confirm that the 3rd Party SIP Registration capability is not required for Release 5. 
2. CN1 will be interested to know if the 3rd party registration requirement will be required in subsequent releases
3. To identify what other usages of the private user identity exist outside those mentioned in stage 2.

4. To identify which entities require access to the private user identity in order to carry out these functions. In particular, does the functionality of the P-CSCF depend on knowledge of the private user identity.

To SA3:

1. To verify whether it is acceptable to transport the private user identifier in the optional (from the SIP perspective) Authentication header value of the REGISTER message instead of the mandatory (from the SIP perspective) From header value. This will effectively mandate the Authorization header in 3GPP-IMS UEs.

2. Does SA3 foresee any additional security issues with the proposed approach?

3. To respond regarding whether there is an impact to the date when the specification/documentation containing the Authentication Protocol and header details including the transport of the Private User ID would be available for Rel 5 if the approach contained in N1-011355 was adopted by CN1.

To SA2/SA5:  

1. The P-CSCF may use the Private Identity for charging and it this is included in the CDR generated by P-CSCF. Currently the P-CSCF has access to the private identity carried in the FROM field. To confirm that the Private Identity should be available at the P-CSCF
2. To verify whether the attached contribution contradicts any charging assumptions.
To CN4:

1. To verify whether it is acceptable to transport the private user identifier in the Authentication header value of the REGISTER message instead of the From header value.

2. To confirm that Private Identity is required to be available in the S-SCSF before the UE has been authenticated.
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