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Three contributions were presented (N1-011114, N1-011115, N1-011158). There was a need to gain a better understanding of the underlying principles of the use of various identifiers before these contributions were resolved.

Within the discussion of N1-011114 there was some agreement that the contents of the Request URI should be identical to that of the To: field, but there was no agreement as to what should be identified in both these fields.

Within the discussion of N1-011115, there was a view expressed that the main parts of 24.228 should not specify telephony URLs, rather they should specify SIP URLs and the use of telephony URLs should be dealt with in a separate example set of flows. A new tdoc would be required to implement this change.

An attempt was made to identify and answer a number of questions in order to facilitate a contributions to resolve the problems identified in 24.228, and also to identify what should be written with regard to the usage of the various identifiers in 24.229.

The following set of questions, with some partial answers, was elaborated, in the meeting, and could be the basis for continued discussion and contribution.

Within SIP for call requests (INVITE) we have a number of existing identities:

· Request URI:

· Call-ID:

· From: 

· To:

· Contact:

· Remote-Party-ID: (with various parameters)

· others as yet not defined

1) At any SIP entity how do we identify a session?

The call leg is identified by From (including tags):, To (including tags):, Call-ID

A session consists of multiple call legs.

2) Is there a need for a separate end-to-end identification of a session?

3) At the P-CSCF, how do we identify which list to use as a pre-loaded route (path)?

if there is a constraint of one S-CSCF per private user identity, no distinction is required apart from the IP address binding.

4) At the S-CSCF, how do we identify which pre-authenticated user an incoming session relates to? This may be calling or called user.

For the originating user this is identified by the Remote-Party-ID. As a result the Remote-Party-ID must be present from the UA.

For the terminating user this is identified by the Request-URI.

5) At the remote user, how do we identify the dial back number for the calling user?

6) At an emergency call centre (PSAP), how do we idenitify the caller?

7) How does the user prevent the release of any of the identities provided to the remote user?

8) Can the network impose privacy on a call where no privacy has been requested within the call by the originating user?

9) Which identities have a guarantee of integrity provided by the network to the remote user, and how do we verify any of these identities (if required) within the network

