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1. Summary 

This contribution describes the processing of the REGISTER request and associated response by the I-CSCF. This contribution proposes that the text provided below be incorporated into the document 3G TS 24.229.
2. Discussion

The SIP protocol employs the Record-Route mechanism that enables two endpoints to create the list of Route headers that are appended to subsequent requests. The characteristic of the SIP protocol is that the source of the request creates the Route table by using the Record-Route list that was supplied to it in the response. However, the destination end-point creates the Route table by using the Record-Route list that was supplied to it in the request. Hence, a middle-point along the routing path - by modifying its inserted Record-Route header in the response - can identify which endpoint has generated the request. 

By appending the Path header to the REGISTRATION request, and modifying the Path header in the associated response, the I-CSCF will be able to determine whether the UE or the S-CSCF sent the initial INVITE request. The I-CSCF will be able to detect the direction of the initial INVITE request by observing only the Request-URI in the received initial INVITE request. The knowledge of the direction of the signaling flow is essential for the I-CSCF to perform the network configuration hiding function. Once the direction of the initial INVITE is known, the I-CSCF will utilize this information when inserting its Record-Route header into the initial INVITE request and associated response.

3. Proposal 

It is proposed that the following text be added to the Section 9.3.1 of the Annex X of the document 3G TS 24.229:
9.3
Procedures at the I-CSCF

9.3.1
Path header

The use of the Path header must be supported by the I-CSCF. The I-CSCF must also support the Require and Proxy-Require headers. The Path header is only applicable to the REGISTER request and its 200-OK response, and it is handled the same as the Record Route header by the I-CSCF. 

When the I-CSCF receives the REGISTER request - after analyzing the domain name of the P-CSCF and accessing the HSS - it may decide that network configuration hiding is necessary. The domain name of the P-CSCF indicates whether the subscriber is registering in the home domain. If network configuration hiding is active, the I-CSCF must insert its own name in the form of SIP URL into the Path header of the REGISTER request. It must add its name Path header to the front topof the list in the of Path headers. The inserted Path header contains sufficient information (e.g. in the user field) that will enable the I-CSCF to detect whether the UE or the S-CSCF sent the initial INVITE request. If network configuration hiding is not active, it the I-CSCF forwards the unmodified REGISTER request to the S-CSCF.

Treatment of the 200-OK response 

If network configuration hiding is active, the I-CSCF determines the S-CSCF name or translates the S-CSCF name into a token, and forwards the  modifies its Path header (e.g. its user field) in the 200-OK response, and forwards the response. By modifying the Path headerin the response, the I-CSCF will be able to detect whether the UE or the S-CSCF sent the initial INVITE request.  Otherwise If network configuration hiding is not active, it the I-CSCF forwards the response unmodified.

Editor’s Note: If the I-CSCF receives a Path header without the “path” option tag in the Proxy-Require header, we have an error condition in the P-CSCF. The I-CSCF behavior for this scenario is FFS.

