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************************* Next Change ***************************

6.5.1.1.4
Algorithm type

Table 4 show the list of protocol control information compression algorithms supported by the SNDCP layer. When new compression algorithms are needed for SNDCP, Table 4 shall be updated.

Table 1: List of protocol control information compression algorithms supported by SNDCP

Compression algorithm
Algorithm type (Range 0-31)

RFC1144
0

RFC2507
1

-
Other values Reserved

************************* Next Change ***************************

6.5.2
TCP/IP header compression (RFC1144)
The protocol control information compression method is specific for each network layer protocol type. TCP/IP (IPv4) header compression is specified in RFC 1144 [9].

6.5.2.1
Parameters

Table 5 contains the parameters defined for a compression entity using TCP/IP header compression. They may be negotiated during SNDCP XID negotiation.

Table 2: RFC 1144 TCP/IP header compression parameters




Parameters

Algorithm Name
Algorithm Type
Length
Parameter Name
Format
Range
Sense of Negotiation
Default Value

RFC 1144

0
0, 2 or 3 if P bit is 0,
1, 3 or 4 if P bit is 1.
Applicable NSAPIs
bbbbbbbb bbb00000
0, 32, 64, ( , 65504
down (each bit separately)
0




S0 - 1
bbbbbbbb
0 through 255
down
15

6.5.2.1.1
Applicable NSAPIs

See subclause 7.1.3.

6.5.2.1.2
S0
The number of state slots, as defined in (9(. The S0 range is 1 through 256, with 16 as default value.

6.5.2.2
Assignment of PCOMP values

The underlying service shall be able to distinguish the three types of compressed N‑PDUs (i.e., Type IP, Uncompressed TCP, and Compressed TCP), as defined in RFC 1144 (9(. These three N‑PDU types are differentiated by using different PCOMP values.

Two PCOMP values shall be assigned to the TCP/IP header compression algorithm. PCOMP1 shall contain the PCOMP value for the frame type "Uncompressed TCP", and PCOMP2 shall contain the PCOMP value for the frame type "Compressed TCP".

The PCOMP value of 0 shall be used for the frame type "Type IP".

6.5.2.3
Error Recovery

When TCP/IP header compression is used with unacknowledged peer-to-peer LLC operation, the decompression entity shall be notified in case an N‑PDU is dropped, so that error recovery procedure (see [9]) can be invoked.

6.5.x TCP/IP and UDP/IP header compression (RFC 2507)

Detailed operation of the RFC 2507 header compression for IPv4 and IPv6 is described in clause 3 of the IETF specification RFC 2507 [X].
6.5.2.1
Parameters

Table 5 contains the parameters defined for a compression entity using RFC2507 header compression. They may be negotiated during SNDCP XID negotiation.

Table 3: RFC 2507 TCP/IP and UDP/IP header compression parameters




Parameters

Algorithm Name
Algorithm Type
Length
Parameter Name
Format
Range
Sense of Negotiation
Default Value

RFC 2507


1

0, 2, 4, 5, 6, 7 or 9 if P bit is 0,

3, 5, 7, 8, 9, 10 or 12 if P bit is 1.


Applicable NSAPIs
bbbbbbbb bbb00000
0, 32, 64, ( , 65504
down (each bit separately)
0




F_MAX_PERIOD
bbbbbbbb
bbbbbbbb
1-65535
From compressor to decompressor
256




F_MAX_TIME
bbbbbbbb
1-255
From compressor to decompressor
5




MAX_HEADER
bbbbbbbb
60-255
From compressor to decompressor
168




TCP_SPACE
bbbbbbbb
3-255
From compressor to decompressor
15




NON_TCP_SPACE
bbbbbbbb

bbbbbbbb
3-65535
From compressor to decompressor
15

The explanation of the individual parameters can be found in the clause 14 of the IETF specification RFC 2507 [X].
6.5.X.1.1
Applicable NSAPIs

See subclause 7.1.3.
6.5.x.2
Assignment of PCOMP values for RFC2507

The following PCOMP values shall be assigned to the RFC 2507 header compression. The PCOMP value 0 shall be used for regular IPv4 and IPv6 packets.
Table 2: PCOMP values assigned to RFC 2507 header compression algorithm

PID value
Packet type

PCOMP1
Full header

PCOMP2
Compressed TCP

PCOMP3
Compressed TCP non-delta

PCOMP4
Compressed non-TCP

PCOMP5
Context state

6.5.X.3
Error Recovery

The mechanisms related to error recovery and packet reordering are described in clauses 10 and 11 of the RFC 2507[X]. 
