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3.2
Abbreviations

For the purposes of the present document the following abbreviations apply. Additional applicable abbreviations can be found in GSM 01.04 [1].

TFT
Traffic Flow Template

9.1
Definition of Packet Data Protocol States

A PTP GPRS subscription contains the subscription of one or more PDP addresses. Each PDP address is described by one or more PDP contexts in the MS, the SGSN, and the GGSN. Each PDP context may be associated with a TFT. At most one PDP context associated with the same PDP address may exist at any time with no TFT assigned to it. Every PDP context exists independently in one of two PDP states. The PDP state indicates whether data transfer is enabled for that PDP address and TFT or not. In case all PDP contexts associated with the same PDP address are deactivated, data transfer for that PDP address is disabled. Activation and deactivation are described in subclause "PDP Context Activation, Modification, and Deactivation Functions". All PDP contexts of a subscriber are associated with the same MM context for the IMSI of that subscriber.

9.2
PDP Context Activation, Modification, and Deactivation Functions

These functions are only meaningful at the NSS level and in the MS, and do not directly involve the BSS. An MS in STANDBY or READY state can initiate these functions at any time to activate or deactivate a PDP context in the MS, the SGSN, and the GGSN. A GGSN may request the activation of a PDP context to a GPRS-attached subscriber. A GGSN may initiate the deactivation of a PDP context.

Upon receiving an Activate PDP Context Request message or an Activate Secondary PDP Context Request message, the SGSN shall initiate procedures to set up PDP contexts. The first procedure includes subscription checking, APN selection, and host configuration, while the the latter procedure excludes these functions and reuses PDP context parameters including the PDP address but except the QoS parameters. Once activated, all PDP contexts are managed equally. At least one PDP context shall be activated for a PDP address before a Secondary PDP Context Activation procedure may be initiated.
Upon receiving a Deactivate PDP Context Request message, the SGSN shall initiate procedures to deactivate the PDP context. When the last PDP context associated with a PDP address is deactivated, then N-PDU transfer for this PDP address is disabled.
An MS does not have to receive the (De‑)Activate PDP Context Accept message before issuing another (De‑)Activate PDP Context Request. However, only one request can be outstanding for every NSAPI.

9.2.2.1.1
Secondary PDP Context Activation Procedure

The Secondary PDP Context Activation procedure may be used to activate a PDP context while reusing the PDP address and other PDP context infomation from an already active PDP context, but with a different QoS profile. Procedures for APN selection and PDP address negotiation are not executed. All PDP contexts sharing the same PDP address are identified by one and the same TI but a unique NSAPI value.

The Secondary PDP Context Activation procedure associates a Traffic Flow Template (TFT) to the newly activated PDP context. The TFT contains attributes that specify an IP header filter that is used to direct data packets received from the interconnected external packet data network to the newly activated PDP context.

The Secondary PDP Context Activation procedure may only be initiated after a PDP context is already activated for the same PDP address. The procedure is illustrated in Figure 1. Each step is explained in the following list.
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Figure 1: Secondary PDP Context Activation Procedure
1)
The MS sends an Activate Secondary PDP Context Request (NSAPI, TI, QoS Requested, TFT) message to the SGSN. QoS Requested indicates the desired QoS profile. TFT is sent transparently through the SGSN to the GGSN to enable packet classification for downlink data transfer. TI is the same TI used by the already-activated PDP context(s) for that PDP address, and NSAPI contains a value not used by any other activated PDP context.

2)
Security functions may be executed. These procedures are defined in subclause "Security Function".

3)
The SGSN validates the Activate Secondary PDP Context Request using the TI. The same GGSN address is used by the SGSN as for the already-activated PDP context(s) for that TI and PDP address.


The SGSN and GGSN may restrict and negotiate the requested QoS as specified in subclause "PDP Context Activation Procedure". The SGSN sends a Create PDP Context Request (QoS Negotiated, TID, TFT) message to the affected GGSN. The GGSN uses the same external network as used by the already-activated PDP context(s) for that PDP address, generates a new entry in its PDP context table, and stores the TFT. The new entry allows the GGSN to route PDP PDUs via different GTP tunnels between the SGSN and the external PDP network. The GGSN returns a Create PDP Context Response (TID, BB Protocol, Reordering Required, QoS Negotiated, Cause) message to the SGSN.
4)
The SGSN selects Radio Priority based on QoS Negotiated, and returns an Activate Secondary PDP Context Accept (TI, QoS Negotiated, Radio Priority, NSAPI) message to the MS. The SGSN is now able to route PDP PDUs between the GGSN and the MS via different GTP tunnels and possibly different LLC links.

For each additionally activated PDP context a QoS profile and TFT may be requested.

If the secondary PDP context activation procedure fails or if the SGSN returns an Activate Secondary PDP Context Reject (Cause) message, then the MS may attempt another activation with a different TFT, depending on the cause.

9.2.3
Modification Procedures

An SGSN can decide, possibly triggered by the HLR as explained in subclause "Insert Subscriber Data Procedure", to modify parameters that were negotiated during an activation procedure for one or several PDP contexts. The following parameters can be modified:

-
QoS Negotiated; and

-
Radio Priority.

The SGSN has several means to inform the MS of such a modification:

-
send a separate Modify PDP Context Request message to the MS; or

-
piggyback the modification information on a mobility management signalling exchange, e.g., routeing area update.

9.2.3.1
PDP Context Modification Procedure

The PDP Context Modification procedure is illustrated in Figure 2. Each step is explained in the following list.




Figure 2: PDP Context Modification Procedure

1)
The SGSN may send an Update PDP Context Request (TID, QoS Negotiated) message to the GGSN. If QoS Negotiated received from the SGSN is incompatible with the PDP context being modified (e.g., the reliability class is insufficient to support the PDP type), then the GGSN rejects the Update PDP Context Request. The compatible QoS profiles are configured by the GGSN operator.

2)
The GGSN may restrict QoS Negotiated given its capabilities and the current load. The GGSN stores QoS Negotiated and returns an Update PDP Context Response (TID, QoS Negotiated) message.

3)
The SGSN sends a Modify PDP Context Request (TI, NSAPI, QoS Negotiated, Radio Priority) message to the MS.

4)
The MS acknowledges by returning a Modify PDP Context Accept message. If the MS does not accept the new QoS Negotiated it shall de-activate the PDP context with the PDP Context Deactivation Initiated by MS procedure.

9.2.4
Deactivation Procedures

9.2.4.1
PDP Context Deactivation Initiated by MS Procedure

The PDP Context Deactivation Initiated by MS procedure is illustrated in Figure 3. Each step is explained in the following list.




Figure 3: PDP Context Deactivation Initiated by MS Procedure

1)
The MS sends a Deactivate PDP Context Request (TI, NSAPI) message to the SGSN.

2)
Security functions may be executed. These procedures are defined in subclause "Security Function".

3)
The SGSN sends a Delete PDP Context Request (TID, Teardown Ind) message to the GGSN. If NSAPI was not included by the MS in the Deactivate PDP Context Request message, then the SGSN deactivates all PDP contexts associated with this TI and PDP address by including Teardown Ind in the Delete PDP Context Request message. The GGSN removes the PDP context(s) and returns a Delete PDP Context Response (TID) message to the SGSN. If the MS was using a dynamic PDP address, and if the context being deactivated is the last PDP context associated with this PDP address, then the GGSN releases this PDP address and makes it available for subsequent activation by other MSs. The Delete PDP Context messages are sent over the GPRS backbone network.

4)
The SGSN returns a Deactivate PDP Context Accept (TI, NSAPI) message to the MS.

At GPRS detach, all PDP contexts for the MS are implicitly deactivated.

9.2.4.2
PDP Context Deactivation Initiated by SGSN Procedure

The PDP Context Deactivation Initiated by SGSN procedure is illustrated in Figure 4. Each step is explained in the following list.




Figure 4: PDP Context Deactivation Initiated by SGSN Procedure

1)
The SGSN sends a Delete PDP Context Request (TID, Teardown Ind) message to the GGSN. If Teardown Ind is included by the SGSN, then the GGSN deactivates all PDP contexts associated with this PDP address. The GGSN removes the PDP context and returns a Delete PDP Context Response (TID) message to the SGSN. If the MS was using a dynamic PDP address, and if the context being deactivated is the last PDP context associated with this PDP address, then the GGSN releases this PDP address and makes it available for subsequent activation by other MSs. The Delete PDP Context messages are sent over the GPRS backbone network. The SGSN may not wait for the response from the GGSN before sending the Deactivate PDP Context Request message.

2)
The SGSN sends a Deactivate PDP Context Request (TI, NSAPI) message to the MS. If NSAPI is not included, then all PDP contexts associated with this TI and PDP address are deactivated. The MS removes the PDP context(s) and returns a Deactivate PDP Context Accept (TI, NSAPI) message to the SGSN. NSAPI is included if received from the SGSN.
9.2.4.3
PDP Context Deactivation Initiated by GGSN Procedure

The PDP Context Deactivation Initiated by GGSN procedure is illustrated in Figure 5. Each step is explained in the following list.




Figure 5: PDP Context Deactivation Initiated by GGSN Procedure

1)
The GGSN sends a Delete PDP Context Request (TID, Teardown Ind) message to the SGSN. Teardown Ind indicates whether or not all PDP contexts associated with this PDP address shall be deactivated.
2)
The SGSN sends a Deactivate PDP Context Request (TI, NSAPI) message to the MS. If NSAPI was not included by the SGSN, then all PDP contexts associated with this TI and PDP address are deactivated. The MS removes the PDP context(s) and returns a Deactivate PDP Context Accept (TI, NSAPI) message to the SGSN. NSAPI is included if received from the SGSN.
3)
The SGSN returns a Delete PDP Context Response (TID, Teardown Ind) message to the GGSN. If the MS was using a dynamic PDP address, and if the context being deactivated is the last PDP context associated with this PDP address, then the GGSN releases this PDP address and makes it available for subsequent activation by other MSs. The Delete PDP Context messages are sent over the GPRS backbone network. The SGSN may not wait for the response from the MS before sending the Delete PDP Context Response message.

13.2
SGSN

SGSN maintains MM context and PDP context information for MSs in STANDBY and READY states. Table 1 shows the context fields for one MS.

Table 1: SGSN MM and PDP Contexts

Field
Description

IMSI
IMSI is the main reference key.

MM State
Mobility management state, IDLE, STANDBY, or READY.

P‑TMSI
Packet Temporary Mobile Subscriber Identity.

P‑TMSI Signature
A signature used for identification checking purposes.

IMEI
International Mobile Equipment Identity

MSISDN
The basic MSISDN of the MS.

Routeing Area
Current routeing area.

Cell Identity
Current cell in READY state, last known cell in STANDBY or IDLE state.

Cell Identity Age
Time elapsed since the last LLC PDU was received from the MS at the SGSN.

VLR Number
The VLR number of the MSC/VLR currently serving this MS.

New SGSN Address
The IP address of the new SGSN where buffered and not sent N‑PDUs should be forwarded to.

Authentication Triplets
Authentication and ciphering parameters.

Kc
Currently used ciphering key.

CKSN
Ciphering key sequence number of Kc.

Ciphering algorithm
Selected ciphering algorithm.

Radio Access Classmark
MS radio access capabilities.

SGSN Classmark
MS network capabilities.

DRX Parameters
Discontinuous reception parameters.

MNRG
Indicates whether activity from the MS shall be reported to the HLR.

NGAF
Indicates whether activity from the MS shall be reported to the MSC/VLR.

PPF
Indicates whether paging for GPRS and non-GPRS services can be initiated.

SMS Parameters
SMS-related parameters, e.g., operator-determined barring.

Recovery
Indicates if HLR or VLR is performing database recovery.

Radio Priority SMS
The RLC/MAC radio priority level for uplink SMS transmission.

Each MM context contains zero or more of the following PDP contexts:

PDP Context Identifier
Index of the PDP context.

PDP State
Packet data protocol state, INACTIVE or ACTIVE.

PDP Type
PDP type, e.g., X.25, PPP, or IP.

PDP Address
PDP address, e.g., an X.121 address.

APN Subscribed
The APN received from the HLR.

APN in Use
The APN currently used.

NSAPI
Network layer Service Access Point Identifier.

TI
Transaction Identifier.

GGSN Address in Use
The IP address of the GGSN currently used.

VPLMN Address Allowed
Specifies whether the MS is allowed to use the APN in the domain of the HPLMN only, or additionally the APN in the domain of the VPLMN.

QoS Profile Subscribed
The quality of service profile subscribed.

QoS Profile Requested
The quality of service profile requested.

QoS Profile Negotiated
The quality of service profile negotiated.

TFT
Traffic flow template.

Radio Priority
The RLC/MAC radio priority level for uplink user data transmission.

Send N‑PDU Number
SNDCP sequence number of the next downlink N‑PDU to be sent to the MS.

Receive N‑PDU Number
SNDCP sequence number of the next uplink N‑PDU expected from the MS.

SND
GTP sequence number of the next downlink N‑PDU to be sent to the MS.

SNU
GTP sequence number of the next uplink N‑PDU to be sent to the GGSN.

Charging Id
Charging identifier, identifies charging records generated by SGSN and GGSN.

Reordering Required
Specifies whether the SGSN shall reorder N‑PDUs before delivering the N‑PDUs to the MS.

13.3
GGSN

GGSN maintains activated PDP contexts. Table 2 shows the PDP context fields for one PDP Address.

Table 2: GGSN PDP Context

Field
Description

IMSI
International Mobile Subscriber Identity.

NSAPI
Network layer Service Access Point Identifier.

MSISDN
The basic MSISDN of the MS.

PDP Type
PDP type, e.g., X.25, PPP, or IP.

PDP Address
PDP address, e.g., an X.121 address.

Dynamic Address
Indicates whether PDP Address is static or dynamic.

APN in Use
The APN Network Identifier currently used.

QoS Profile Negotiated
The quality of service profile negotiated.

TFT
Traffic flow template.

SGSN Address
The IP address of the SGSN currently serving this MS.

MNRG
Indicates whether the MS is marked as not reachable for GPRS at the HLR.

Recovery
Indicates if the SGSN is performing database recovery.

SND
GTP sequence number of the next downlink N‑PDU to be sent to the MS.

SNU
GTP sequence number of the next uplink N‑PDU to be received from the SGSN.

Charging Id
Charging identifier, identifies charging records generated by SGSN and GGSN.

Reordering Required
Specifies whether the GGSN shall reorder N‑PDUs received from the SGSN.

13.4
MS

Each GPRS MS maintains MM and PDP context information in IDLE, STANDBY and READY states. The information may be contained in the MS and the TE. Table 3 shows the MS context fields.

Table 3: MS MM and PDP Contexts

Field
SIM
Description

IMSI
X
International Mobile Subscriber Identity.

MM State

Mobility management state, IDLE, STANDBY, or READY.

P‑TMSI
X
Packet Temporary Mobile Subscriber Identity.

P‑TMSI Signature
X
A signature used for identification checking purposes.

Routeing Area
X
Current routeing area.

Cell Identity

Current cell.

Kc
X
Currently used ciphering key.

CKSN
X
Ciphering key sequence number of Kc.

Ciphering algorithm

Selected ciphering algorithm.

Classmark

MS classmark.

DRX Parameters

Discontinuous reception parameters.

Radio Priority SMS

The RLC/MAC radio priority level for uplink SMS transmission.

Each MM context contains zero or more of the following PDP contexts:

PDP Type
PDP type, e.g., X.25, PPP, or IP.

PDP Address
PDP address, e.g., an X.121 address.

PDP State
Packet data protocol state, INACTIVE or ACTIVE.

Dynamic Address Allowed
Specifies whether the MS is allowed to use a dynamic address.

APN Requested
The APN requested.

NSAPI
Network layer Service Access Point Identifier.

TI
Transaction Identifier.

QoS Profile Requested
The quality of service profile requested.

QoS Profile Negotiated
The quality of service profile negotiated.

TFT
Traffic flow template.

Radio Priority
The RLC/MAC radio priority level for uplink user data transmission.

Send N‑PDU Number
SNDCP sequence number of the next uplink N‑PDU to be sent to the SGSN.

Receive N‑PDU Number
SNDCP sequence number of the next downlink N‑PDU expected from the SGSN.
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