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6.2.3.3
IpAuthentication

<<Interface>>

IpAuthentication



selectAuthMethod (authCaps: in TpAuthCapabiltyList, prescribedMethod: out TpAuthCapabilityRef) : TpResult 

authenticate (prescribedMethod: in TpAuthCapability, challenge: in TpString, response: out TpStringRef) : TpResult

abortAuthentication() : TpResult

6.2.3.5
IpAppAccess

<<Interface>>

IpAppAccess



signServiceAgreement( serviceToken: in TpServiceToken, agreementText: in TpString, signingAlgorithm: in TpSigningAlgorithm, digitalSignature: out TpStringRef): TpResult

terminateServiceAgreement( serviceToken: in TpServiceToken, terminationText: in TpString, digitalSignature: in TpString): TpResult

terminateAccess( terminationText: in TpString, signingAlgorithm: in TpSigningAlgorithm, digitalSignature: in TpString) : TpResult



6.2.4.6
IpAppLoadManager

<<Interface>>

IpAppLoadManager



queryAppLoadReq(serviceIDs: in TpServiceIdList, timeInterval : TpTimeInterval) : TpResult

queryLoadRes(loadStatistics : in TpLoadStatisticList) : TpResult

queryLoadErr(loadStatisticsError : in TpLoadStatisticErrorList) : TpResult

disableLoadControl(serviceIDs: in TpServiceIdList) : TpResult

enableLoadControl(loadStatistics : in TpLoadStatisticList ) : TpResult

resumeNotification() : TpResult

suspendNotification() : TpResult



6.2.4.7
IpFaultManager

<<Interface>>

IpFaultManager



activityTestReq(activityTestID: in TpActivityTestID, svcID: in TpServiceID): TpResult

appActivityTestRes(activityTestID: in TpActivityTestID, activityTestResult: in TpActivityTestRes): TpResult

svcUnavailableInd(serviceID: in TpServiceID): TpResult

genFaultStatsRecordReq(timePeriod: in TpTimeInterval, serviceIDs: in TpServiceIDList): TpResult

6.2.4.10
IpAppOAM

<<Interface>>

IpAppOAM



systemDateTimeQuery(systemDateAndTime: in TpDateAndTime, clientDateAndTime: out TpDateAndTimeRef) : TpResult

6.2.5 Service Factory
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Figure 6‑8: Service Factory Class Diagram
<<Interface>>

IpSvcFactory



getServiceManager(application : in TpClientAppID, serviceManager : out IpServiceRefRef) : TpResult

6.2.6 Service Registration
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Figure 6‑7: Service Registration Class Diagram

<<Interface>>

IpServiceRegistration



registerService(serviceTypeName : in TpServiceTypeName, servicePropertyList : in TpServicePropertyList, 

serviceID : out TpServiceIDRef) : TpResult

announceServiceAvailability(serviceID : in TpServiceID, serviceFactoryRef : in IpOSARef) : TpResult

unregisterService(serviceID : in TpServiceID) : TpResult

describeService(serviceID : in TpServiceID, serviceDescription : out TpServiceDescriptionRef) : TpResult

8.2.2.8
TpSignatureAndServiceMgr

This is a Sequence of Data Elements containing the digital signature of the framework for the service agreement, and a reference to the SCF manager interface of the SCF.

Sequence Element Name
Sequence Element Type

DigitalSignature
TpString

ServiceMgrInterface
IpServiceRef

The digitalSignature is the signed version of a hash of the service token and agreement text given by the client application.

The ServiceMgrInterface is a reference to the SCF manager interface for the selected SCF.

8.2.3
Integrity Management Data Definitions 

8.2.3.3
TpFaultStats
This defines the sequence of data elements which provide the statistics on a per fault type basis. 

Sequence Element Name
Sequence Element Type
Description

Fault
TpInterfaceFault


Occurrences
TpInt32
The number of separate instances of this fault

MaxDuration
TpInt32
The number of seconds duration of the longest fault

TotalDuration
TpInt32
The cumulative duration (all occurrences)

NumberOfClientsAffected
TpInt32
The number of clients informed of the fault by the Fw

Occurrences is the number of separate instances of this fault during the period. MaxDuration and TotalDuration are the number of seconds duration of the longest fault and the cumulative total during the period. NumberOfClientsAffected is the number of clients informed of the fault by the framework.

TpFaultStatsSet
This data type defines a Numbered Set of Data Elements of type TpFaultStats
9.2
Framework IDL

9.2.3
Trust and Security Management IDL 

..

/* The Authentication Framework interface is used by client application to perform its part of 

the mutual authentication process with the Framework necessary to be allowed to use any of the 

other interfaces supported by the Framework. */

interface IpAuthentication : IpOsa {

/* This method is invoked by the client application to start the authentication process, 

informed the Framework of the authentication mechanisms it supports, and be informed by its 

of its preferred choice. */

void selectAuthMethod (

in TpAuthCapabilityList auths,     
// Informs the Framework of the authentication 

// mechanisms supported by the client

// application.

out TpAuthCapability prescribedMethod   

// Indicates the mechanism preferred by the 

// framework.

) raises (TpGeneralException);

/* This method is invoked by the client application to authenticate the framework using the 

mechanism indicated in the parameter prescribedMethod. */

void authenticate (

in TpAuthCapability prescribedMethod, 

// Specifies the method accepted by that the 

// framework for authentication.

in TpString challenge,                   // The challenge presented by the client 

// application to be responded to by the 

// framework.

out TpString response                   
// The response of the framework to the 

// challenge of the client application. 

) raises (TpGeneralException);

/* This method is invoked by the client application to to abort the authentication 

process.*/

void abortAuthentication() raises (TpGeneralException);

};

9.2.4 Integrity Management IDL

..

/* The Fault Manager Framework interface is used by the client application to inform the 

Framework of events that affect the integrity of the Framework and SCFs, and to request 

information about the integrity of the system. */

interface IpFaultManager : IpOsa {

/* This method may be invoked by the client application to test that the Framework or a 

SCF is operational. */

void activityTestReq (

in TpActivityTestID activityTestID,
// Identifier provided by the client 

// application to correlate the 

// response with this request.

in TpServiceID svcID,                   

// Identifies for which SCF the client 

 // application is requesting the activity test 

// be done.

in TpClientAppID appID                  

// Identifies which client application is 

// requesting the activity test (and therefore 

// which application receives the results).

) raises (TpGeneralException);

/* This method is invoked by the client application to return the result of a previously 

requested activity test. */

void appActivityTestRes (

in TpActivityTestID activityTestID,         // Used by the Framework to correlate this 

// response with the original request.

in TpActivityTestRes activityTestResult     // Result of the activity test.

) raises (TpGeneralException);

/* This method is invoked by the client application to inform the Framework that it can no 

longer use the indicated SCF. */

void svcUnavailableInd (

in TpServiceID serviceID,         
// Identity of the SCF which can no longer be used.

in TpClientAppID appID            
// Identity of the application sending the indication.

) raises (TpGeneralException);

/* This method is invoked by the client application to request fault statistics from the 

Framework. */

void genFaultStatsRecordReq (

in TpTimeInterval timePeriod,        
// The period over which the fault statistics 

// are to be generated.

in TpServiceIDs serviceIDList,    
// The SCFs that the application would like 

// to have included in the general fault 

// statistics record.

in TpClientAppID appID               
// Identifies which client application is 

// requesting the statistics record (and 

// therefore should receive it).

) raises (TpGeneralException);

};

9.2.4 Registration IDL

/* The Service Factory Framework interface provides the Framework with access to a manager 

interface of a network SCF to be given to an application. */

interface IpSvcFactory : IpOsa {

/* This method returns an SCF manager interface reference for a specified application. */

void getServiceManager (

in TpClientAppID

application,

out IpService



serviceManager

) raises (TpGeneralException);


};

}

9.2.4
Integrity Management IDL

#include <fw.idl>

module org{

module threegpp{

module osa{

module fw{

module integrity{

/***************************************************************************************/

//                                 Data definitions                                    //

/***************************************************************************************/

typedef TpString

TpActivityTestRes;

// An implementation specific result, whose values 

// are Framework provider specific.


struct TpTimeInterval {


// A time interval.



TpDateAndTime

StartTime;



TpDateAndTime

StopTime;


};


enum TpInterfaceFault {


// The cause of the interface fault detected.



INTERFACE_FAULT_UNDEFINED,



// Undefined.



INTERFACE_FAULT_LOCAL_FAILURE,

// A fault in the local API software or hardware has been 

// detected.



INTERFACE_FAULT_GATEWAY_FAILURE,

// A fault in the gateway API software or hardware has been 

// detected.



INTERFACE_FAULT_PROTOCOL_ERROR

// An error in the protocol used on the client-gateway link 

// has been detected.


};


struct TpFaultStats {


// Statistics on a per fault type basis.



TpInterfaceFault
Fault;



TpInt32


Occurrences;





// The number of separate instances of this fault 

// during the period.



TpInt32


MaxDuration;





// The duration in seconds of the longest fault.



TpInt32


TotalDuration;





// The cumulative total during the period.



TpInt32


NumberOfClientsAffected;

// Those informed of the fault by the Framework.


};




typedef sequence <TpFaultStats> TpFaultStatsSet;


struct TpFaultStatsRecord {

// The set of fault information records to be returned for the 

// requested time period.



TpTimeInterval

Period;



TpFaultStatsSet
FaultRecords;


};
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Examples of expressions of prevision in 3GPP specifications


To ensure that everybody else understands your proposed chnaged the same way that you do, it is very important to keep to the following rules:
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ftp://ftp.3gpp.org/information/drafting-rules.pdf
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