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6
GTP header

[…] 

Bits 7 and 8 of the Next Extension Header Type define how the recipient shall handle unknown Extension Types. The recipient of an extension header of unknown type but marked as ‘comprehension not required’ for that recipient shall read the ‘Next Extension Header Type’ field (using the Extension Header Length field to identify its location in the G-PDU). 
The recipient of an extension header of unknown type but marked as ‘comprehension required’ for that recipient shall:

· If the message with the unknown extension header was a request, send a response message back with CAUSE set to "unknown mandatory extension header".

· Send a Supported Extension Headers Notification to the originator of the GTP PDU.

· Log an error

************************************ next change*********************************

7.3.X
Supported Extension Headers Notification 

This message indicates a list of supported Extension Headers that the GTP entity on the identified IP address can support. This message is sent only in case a GTP entity was required to interpret a mandatory Extension Header but the GSN or RNC was not yet upgraded to support that extension header. The GTP endpoint at the GSN or RNC sending this message is marked as not enabled to support some extension headers (as derived from the supported extension header list). The GSN may retry to use all the extension headers with that node, in an attempt to verify it has been upgraded. Implementors should avoid repeated attempts to use unknown extension headers with an endpoint that has signalled its inability to interpret them.
Table 4: Information elements in Supported Extension Headers Notification 

Information element
Presence requirement
Reference

Supported Extension header list
Mandatory
7.7.xx

************************************ next change*********************************
7.7.1
Cause

In a request, the Cause Value indicates the reason for the request. The Cause shall be included in the request message.

In a response, the Cause Value indicates the acceptance or the rejection of the corresponding request. In addition, the Cause Value may indicate what was the reason for the corresponding request. The Cause value shall be included in the response message.

‘Request accepted’ is returned when a GSN has accepted a signalling request.

‘Non-existent’ indicates a non-existent or an inactive PDP context.

‘IMSI not known’ indicates a non-existent MM context.

‘MS is GPRS Detached’ indicates an idle MM context.

‘MS is not GPRS Responding’ and ‘MS Refuses’ may be used by SGSN to reject a Network-Requested PDP Context Activation.

‘Version not supported’ is returned when the recipient does not recognise the version number in the request message.

‘Request IMSI’, ‘Request IMEI’, ‘Request IMSI and IMEI’ and ‘No identity needed’ are used by GGSN to notify SGSN what to do.

‘No resources available’ is a generic temporary error condition e.g. all dynamic PDP addresses occupied or no memory available.

‘Service not supported’ is a generic error indicated that the GSN do not support the requested service.

‘User authentication failed’ indicates that the external packet network has rejected the user’s service request.

‘System failure’ is a generic permanent error condition.

‘Roaming restriction’ indicates that the SGSN cannot activate the requested PDP context because of the roaming restrictions.

‘P-TMSI Signature mismatch’ is returned either if the P-TMSI Signature stored in the old SGSN does not match the value sent by the MS via the new SGSN or if the MS does not provide the P-TMSI Signature to the new SGSN while the old SGSN has stored the P-TMSI Signature for that MS.

‘Invalid message format’, ‘Mandatory IE incorrect’, ‘Mandatory IE missing’ and ‘Optional IE incorrect’ are indications of protocol errors described in the section Error handling.

‘GPRS connection suspended’ indicates that the GPRS activities of the mobile station are suspended.

‘Authentication failure’ indicates that the user authentication failed in the new SGSN.

‘Context not found’ indicates that the PDP Context referenced in an Active Secondary Context Request message was not found in the receiving GGSN.
‘Unknown mandatory extension header’ signals in a response message that the corresponding request included an extension header for which comprehension was required but unknown to the receiving end.



Figure 9: Cause information element

Table 37: Cause values


Cause

Value (Decimal)



Request IMSI
0



Request IMEI
1


request
Request IMSI and IMEI
2



No identity needed
3



MS Refuses
4



MS is not GPRS Responding
5



For future use
6-48



Cause values reserved for GPRS charging protocol use

(see GTP’ in GSM 12.15)
49-63






For future use


64-127


acc
Request accepted
128



For future use
129-176



Cause values reserved for GPRS charging protocol use

(see GTP’ in GSM 12.15)
177-191



Non-existent
192



Invalid message format
193

response
rej
IMSI not known
194



MS is GPRS Detached
195



MS is not GPRS Responding
196



MS Refuses
197



Version not supported
198



No resources available
199



Service not supported
200



Mandatory IE incorrect
201



Mandatory IE missing
202



Optional IE incorrect
203



System failure
204



Roaming restriction
205



P-TMSI Signature mismatch
206



GPRS connection suspended
207



Authentication failure
208



User authentication failed
209



Context not found
210



All dynamic PDP addresses are occupied
211



No memory is available
212



Unknown mandatory extension header
213



For future use
214-240








Cause values reserved for GPRS charging protocol use

(see GTP’ in GSM 12.15)
241-255

NOTE:
With this coding, bits 8 and 7 of the Cause Value respectively indicate whether the message was a request or a response, and whether the request was accepted or rejected.

Table 38: Use of the Cause values

Cause 8 
value bits 7
Result

0
0
Request

0
1
For future use (Note)

1
0
Acceptance

1
1
Rejection

NOTE:
The value ‘01’ is for future use and shall not be sent. If received in a response, it shall be treated as a rejection.

************************************ next change*********************************

7.7.xx
Extension Header type list 

This information element contains a list of 'n' Extension Header Types. The length field is set to the number of extension header types included.
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Figure xx: Extension Header Type List information element
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