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1
Decision/action requested

Based off this proposal, agree the Equipment resource related measurements to be added to the new R7 IMS performance measurements draft TS 32.409. 

2
References

[1]

S5-068360 CMCC_Moto draft TS 32.409 IMS performance measurements

3
Rationale

Add Security Associations related measurements into IMS performance draft TS.

4
Detailed proposal

The following sections are the detailed proposal: 

4.5 Security Associations set-up overview

For protecting IMS signalling between the UE and the P‑CSCF it is necessary to agree on shared keys that are provided by IMS AKA, and a set of parameters specific to a protection method. The security mode setup is used to negotiate the Security Associations parameters required for IPSec with authentication and confidentiality. During the UE registration, the UE and P-CSCF’s two pairs of SA ports are set-up successfully after the P-CSCF send the “200 OK” message to UE (see TS 33.203[7]). 
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4.5.1 Security Associations related measurements
 4.5.1.1 Attempted Security association set-up procedures 
a) This measurement provides the total number of attempts of Security Association set-ups. 
b) CC.

c) When the P-CSCF receives the UE’s register message, if the register message includes “Require: sec-agree” and “Proxy-Require: sec-agree” headers, it is denoted that the P-CSCF should set-up two pairs of IPsec security associations with UE (see TS 33.203[7]).
d) An integer value 
e) Ipsc.AttSASetup    
f) CscfFunction.

g) Valid for packet switched traffic.

h) IMS.

4.5.1.2Successful Security Association set-up procedures 
a) This measurement provides the total number of successful Security Association set-ups.  
b) CC.

c) In the UE’s registration, the P‑CSCF finally sends a “200 OK” message to the UE. If there is no error indication in the “200 OK” message, the P‑CSCF has confirmed that Security Associations setup has been successful. (See TS 33.203[7]).
d) An integer value 
e) Ipsc.SuccSASetup     
f) CscfFunction.

g) Valid for packet switched traffic.

h) IMS.
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