3GPP TSG-SA5 (Telecom Management)
S5-060541
Meeting #48, Kunming, CHINA, 3 - 7 Jul 2006
Source:
SA5 (wolfgang.haidegger@siemens.com)

Title:
CPSF- Section 4 of TR32.808
Document for:
Discussion
Agenda Item:
5.4.1
1
Decision/action requested

Discussion on sect. 4 of TR32.808 about Common Data Model
2
References

----
3
Rationale

A proposal for Chap. 4 of TR32.808 is presented for discussion
4
Detailed proposal


[image: image1.emf]D:\users\atw10956\ mobile_sbs\Standardization\SA5\C-NTDB\Kunming\TR_CPSF_1_contrSect4.doc


_1212588209.doc
Error! No text of specified style in document.

12

Error! No text of specified style in document.




Considerations on a Common User Model

4.1
Network and Management Applications Using Subscriber/User Data

In this subsection the applications/services, which make up a 3GPP conformant network, or which could be put onto a 3GPP conformant network and which use or house end-user/subscriber data are listed and classified. 
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Figure 1: Classification of applications using subscriber/user data


Figure 1 shows two types of applications/services using end-user/subscriber data:


· Network applications: These applications can be found within the transport network.


· Enterprise applications: These applications can be found within the OSS/BSS environment of a network/service provider.


In addition figure 1 groups the network applications into layers according to the type of service, they provide or at least support.


The rest of this section is devoted to an overview of the standardized network scenarios including those network elements, which house the functionalities shown in figure 1 and thus use or store subscriber data.


4.1.1
Network Supporting Services


Location Register:


[13] describes, how communication to a mobile station is supported by the network. The information where this mobile station is located is stored in a function named “location register”.


According to [13] the location register is handled by four different entities.


· The Home Location Register (HLR): register to which a mobile subscriber is assigned for record purposes such as subscriber information.


· The Visitor Location Register (VLR): register for Circuit Switched (CS) services, other than the HLR, used by an MSC to retrieve information for, e.g. handling of calls to or from a roaming mobile station currently located in its area.


· The Serving GPRS Support Node (SGSN): register function in the SGSN storing subscription information and location information for Packet Switched (PS) services for each subscriber registered in the SGSN (needed only in a PLMN which supports GPRS).


· The Gateway GPRS Support Node (GGSN): register function in the GGSN storing subscription information and routeing information (needed to tunnel packet data traffic destined for a GPRS MS to the SGSN where the MS is registered) for each subscriber for which the GGSN has at least one PDP context active (needed only in a PLMN which supports GPRS)


A basic configuration of a PLMN is given in [13]
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Figure 2: Basic Configuration of a PLMN supporting CS and PS services and interfaces [13]


The HSS (see figure 2) is the master database for a given user. It is the entity containing the subscription-related information to support the network entities actually handling calls/sessions. 


The HSS houses the following user related information: 


· User Identification, Numbering and addressing information. 


· User Security information: Network access control information for authentication and authorization 


· User Location information at inter-system level: the HSS supports the user registration, and stores inter-system location information, etc. 


· User profile information 


According to [13] the HSS has the following functions:


· IP multimedia functionality to provide support to control functions of the IM subsystem. It enables subscriber usage of the IM CN subsystem services.


· The subset of the HLR/AUC functionality required by the PS Domain. 


· The subset of the HLR/AUC functionality required by the CS Domain, if it is desired to enable subscriber access to the CS Domain or to support roaming to legacy GSM/UMTS CS Domain networks.


Thus the HSS is a realization of  parts of the location register functionality mentioned above.


The VLR contains the information needed to handle the calls set-up or received by the MSs registered in its data base including the following elements:


· the International Mobile Subscriber Identity (IMSI);


· the Mobile Station International ISDN number (MSISDN);


· the Mobile Station Roaming Number (MSRN), 


· the Temporary Mobile Station Identity (TMSI), if applicable;


· the Local Mobile Station Identity (LMSI), if used;


· the location area where the mobile station has been registered;


· the identity of the SGSN where the MS has been registered. (applicable to PLMNs supporting GPRS and a Gs interface between MSC/VLR and SGSN),


· the last known location and the initial location of the MS.


The VLR also contains supplementary service parameters attached to the mobile subscriber and received from the HLR. The organisation of the subscriber data is outlined in TS 23.008 [2].


The location register function in the SGSN contains:


· subscription information:


· the IMSI;


· one or more temporary identities;


· zero or more PDP addresses.



· location information:


· depending on the operating mode of the MS, the cell or the routeing area where the MS is registered;


· the VLR number of the associated VLR (if the Gs interface is implemented);


· the GGSN address of each GGSN for which an active PDP context exists.


The organisation of the subscriber data in the SGSN is defined in [2] and [17].


The location register function in the GGS stores subscriber data received from the HLR and the SGSN in order to be able to handle originating and terminating packet data transfer:


· subscription information:


· the IMSI;


· zero or more PDP addresses.



· location information:


· the SGSN address for the SGSN where the MS is registered.



The organisation of the subscriber data in the GGSN is defined in [2] and [17].


The Equipment Identity Register (EIR)


The EIR is part of the GSM system, responsible for storing in the network the International Mobile Equipment Identities (IMEIs), which may be classified as "white listed", "grey listed" and "black listed" and therefore may be stored in three separate lists.


The Mobile-services Switching Centre (MSC) Server (Media Control)


The MSC is the interface between the radio system and the fixed networks handling the circuit switched services to and from the mobile stations. The MSC Server mainly comprises the call control (CC) and mobility control parts of a MSC. To this end it also contains a VLR to hold the mobile subscriber's service data and CAMEL related data. 


The MSC Server controls the parts of the call state that pertain to connection control for media channels in a CS-MGW (thus the name Media Control).


4.1.2
Enabling Services


Presence Service

Location Service

MSP

4.1.3
Network Hosted Business Services and Applications


MM Messaging Services (MMS)

Content Services

IMS Application Servers

Store and Forward Messaging

P2P and Group Communication

IN Services

Online Charging, PrePaid Services

4.2
Standardization documents containing subscriber/user information

This subsection lists the standards, which deal with the end-user/subscriber information for the applications introduced in 4.1.


		Standardization Body

		Number

		title



		3GPP

		TS 23.008 V6.2.0 (2004-06) 

		Organization of Subscriber Data



		

		TS 23.003 V6.3.0 (2004-06) 

		Numbering, addressing and identification (Release 6)



		

		TS 23.097 V5.0.0 (2002-06)  

		Multiple Subscriber Profile (MSP) (Phase 2) - Stage 2 (Release 5)



		

		TS 23.016 V6.1.0 (2004-03)

		Subscriber data management; Stage 2; (Release 6)



		

		TS 32.140 V6.3.0 (2004-12)

		Subscription Management (SuM) requirements (Release 6)



		

		TS 32.141 V6.1.0 (2004-03)

		Subscription Management (SuM) architecture (Release 6)



		

		TS 32.171 V6.1.0 (2004-12)

		Subscription Management (SuM) Network Resource Model (NRM) Integration Reference Point (IRP): Requirements (Release 6)



		

		TS 32.172 V6.2.0 (2005-06)

		Subscription Management (SuM) Network Resource Model (NRM) Integration Reference Point (IRP): Information Service (IS) (Release 6)



		

		TS 32.172 V6.2.0 (2005-06) 

		Subscription Management (SuM) Network Resource Model (NRM) Integration Reference Point (IRP): eXtensible Markup Language (XML) definition (Release 6)



		

		TS 23.240 V6.4.0 (2004-06)

		3GPP Generic User Profile (GUP); Architecture (Stage 2); (Release 6)



		

		TS 23.241 V6.1.0 (2004-06)

		3GPP Generic User Profile (GUP); Stage 2; Data Description Method (DDM) (Release 6)



		TISPAN

		Draft ETSI DTS 188 002 V0.0.1 (2006-01)

		Subscription Management Requirements



		

		Draft ETSI TS 188 XXX V0.0.1 (2006-02)

		NGN Management; Management Information Model Requirements



		

		WG8 interim meeting WG8TD08 Sophia Antipolis, 3 - 5 May 2006

		Remaining Comments



		OMA

		OMA-AD_IMS-V1_0-20040420-D Draft Version 1.0 – 20 Apr 2004 

		Utilization of IMS capabilities  Architecture





Table 1: List of standardization documents containing subscriber/user information


4.3
Basics of a Common User Data Model


4.3.1
Characteristics of an End-User


This subsection gives a characterization of the basic building blocks of a data model describing an end-user.


4.3.1.1
Types of Data Assigned to an End-User


An end-user can have three different types of data:


· Profile data: These are data characterizing the services assigned to the end-user.


· Completely private data: These are data stored by the end-user and only seen by him.


· Private data influencing the call processing: These are data, which are also privately owned by the end-user, but will influence the way services are executed (e.g. private e-mail distribution list).


4.3.1.2
The Identity of an End-User


4.3.1.2.1
Representation of the Identity of the End-User through his Keys


Depending on the service used by the end-user, identification of the same might be achieved by different keys (examples of which can be found in [2], [3]): IMSI, MSISDN, PK, etc. Each of these keys describes part of the identity of the end-user. In order to identify an end-user completely and uniquely some tag, (e.g. UID) has to be defined. 
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Figure x: Characterization of one end-user


4.3.1.2.2
Identity Management of the End-User


4.3.1.3
The Relation between an End-User and a Subscriber


In subsection 4.3.1.2 the relation of the end-user to his various key attributes has been discussed. This subsection highlights the relationship between a contract holder and an end-user.
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Figure x: General Picture of the relationship between an end-user and a contract holder


Figure x shows the general situation: An end-user can have n cards with the same or different services assigned. The end-user may also be a contract holder (subscriber), but does not need to be so. A contract holder can be assigned to one or more cards (for which he is billed) and to one or more end-users.


The following figure x gives a simple example:
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Figure x: Specific example of the relationship between an end-user and a contract holder


Contract holder 1 is a company, which has n employees, with one mobile phone each (paid for by the company). Employee n (UID_n) is also a contract holder (contract holder m), because in addition to the company phone he has a pre-paid mobile for his private use. Thus UID_n is assigned two different keys (IMSI_1, IMSI_2).


4.3.2
Different Levels of Data Consolidation


This subsection discusses two completely different approaches to the design of a complete data model of an end-user:


· Approach 1: The complete model is exposed to all applications and only in the cases, where there are semantically identical data model entities handled by different applications, Adaptation Layer Functionality is used to guarantee the integrity of these entities for all involved applications.


· Approach 2: The complete model is hidden from the applications (perhaps, because it reflects the business processes of a provider) and Adaptation Layer Functionality has to be provided for a high percentage of the entities of the data model in order to satisfy the applications.


4.3.2.1
Adaptation Layer for partial Data Consolidation


The complete structure of the end-user data model is, in principle, exposed to any application. A specific application is


· either able to ignore data, which are not relevant for its function,


· or the data base requests are tailored so that only data relevant for this application are manipulated.
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Figure x: Overview over a common object model in case of a partial data consolidation

In case two applications share a common data model entity (Entity Y in Figure x) then it may be necessary to define Adapting Entities Y1 and Y2 under the conditions described in section 4.3.3.


4.3.2.2
Adaptation Layer for full data consolidation


The structure of the common data model is completely hidden from the applications for reasons discussed in more detail in section 5.
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Figure x: Overview over a common object model with a fat Adaptation Layer


4.3.2.3
Mixed Scenarios


Depending on the criteria for the definition of the word “common” in common data model, the common part might, semantically seen, contain only a subset of data needed by one of the applications.
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Figure x: Overview over a mixed architecture


4.3.3
Semantic Identity of Data Entities


One idea of a common data model is to avoid redundant definition and storage of data model entities. So all data, which are used by more than one application in the same way (“semantic identity”) shall only be defined once. 


4.3.4
Content of Post Update Triggers


In any of the cases described in 4.3.2, in which two or more applications use the same data model entity as described in 4.3.3, it must be possible for all of these applications to be informed about any change happening to the data model entity in question.


As soon as the creation, deletion or modification of a data model item common to two or more applications has been carried out by the end-user database, a triggering mechanism should be able to inform any interested application about it. 


Content: Name of the data model entity, old value, new value
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