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9
WebSocket-based solution set of performance data streaming operations

9.1
Introduction

This clause specifies the stage 3 solution set of the performance data streaming related operations (as defined in clause 6.2) based on WebSocket protocol (see IETF RFC 6455 [x]).
9.2
Mapping of operations

9.2.1
Introduction

The IS operations are mapped to SS equivalents according to table 9.2.1-1.

Table 9.2.1-1: Mapping of IS operations to SS equivalents

	IS operation
	WebSocket Method/frame
	Qualifier

	establishStreamingConnection
	HTTP GET (Upgrade)
	M

	terminateStreamingConnection
	Close frame sent (frame with opcode of 0x8), and

Close frame received (frame with opcode of 0x8)
	M

	reportStreamData

	Data frame sent (frame with opcode of 0x2)
	M


9.2.2
Operation "establishStreamingConnection"
The IS operation parameters are mapped to SS equivalents according to table 9.2.2-1 and table 9.2.2-2.

Table 9.2.2-1: Mapping of IS operation input parameters to SS equivalents (HTTP GET request – Upgrade request)

	IS operation parameter name
	SS parameter location
	SS parameter name
	SS parameter type
	Qualifier

	producerReference
	n/a
	--
	n/a
	n/a

	streamInfoList
	Request-Line
	Query
	String (see Note 1), and the scheme of Query component is specified in clause 9.3.1.
	M

	--
	Request-Line
	Method
	Constant string: GET 
	M

	
	
	Request-URI
	String (see Note 1)
	

	
	
	HTTP-Version
	String (see Note 2)
	

	--
	Headers
	Host 
	String (see Note 3)
	M

	--
	Headers
	Upgrade
	Constant string: websocket
	M

	--
	Headers
	Connection
	Constant string: Upgrade
	M

	--
	Headers
	Sec-WebSocket-Key
	string
	M

	--
	Headers
	Sec-WebSocket-Version
	string
	M

	NOTE 1: The Request-URI shall follow the format of wss-URI as defined in IETF RFC 6455 [x], and the Request-URI shall contain the query component which is mapped from the stage 2 streamInfoList parameter.
NOTE 2: The HTTP version shall be not earlier than HTTP/1.1.

NOTE 3: The Host header indicates the Internet host of the stream target.

NOTE 4: Other SS parameters (not listed in this table) independent from the Stage 2 may be used, according to the WebSocket protocol (see IETF RFC 6455 [x]).


Table 9.2.2-2: Mapping of IS operation output parameters to SS equivalents (HTTP GET response – Upgrade response)

	IS operation parameter name
	SS parameter location
	SS parameter name
	SS parameter type
	Qualifier

	connectionId
	n/a
	--
	n/a
	n/a

	status
	Status-Line
	HTTP-Version
	String (see Note 1) 
	M

	
	
	Status-Code
	String (see Note 2)
	

	
	
	Reason-Phrase


	String (see Note 2)
	

	--
	Headers
	Upgrade
	Constant string: websocket
	M

	--
	Headers
	Connection
	Constant string: Upgrade
	M

	
	Headers
	Sec-WebSocket-Accept
	String
	M

	NOTE 1: The HTTP version shall be not earlier than HTTP/1.1.

NOTE 2: The valid values of Status-Code and Reason-Phrase are as following:

-  for a successful operation: the Status-Code is “101” and Reason-Phrase “Switching Protocols”;

-  for a failed operation with the reason “unexpectedStreams”, the Status-Code is “490” and Reason-Phrase  is “unexpectedStreams”;

-  for a failed operation with other reasons, the Status-Code and Reason-Phrase are assigned according to IETF RFC 2616 [y].

NOTE 3: Other SS parameters (not listed in this table) independent from the Stage 2 may be used, according to the WebSocket protocol (see IETF RFC 6455 [x]).


9.2.3
Operation "terminateStreamingConnection"
The IS operation parameters are mapped to SS equivalents according to table 9.2.3-1 and table 9.2.3-2.

Table 9.2.3-1: Mapping of IS operation input parameters to SS equivalents (WebSocket Close frame sent)

	IS operation parameter name
	SS parameter location
	SS parameter name
	SS parameter type
	Qualifier

	connectionId
	n/a
	--
	n/a
	n/a

	--
	Opcode (see clause 5 of IETF RFC 6455 [x])
	--
	Constant value: 0x8
	M


Table 9.2.3-2: Mapping of IS operation output parameters to SS equivalents (WebSocket Close frame received)

	IS operation parameter name
	SS parameter location
	SS parameter name
	SS parameter type
	Qualifier

	Status
	Opcode
	--
	For a successful operation, the Opcode is 0x8, and for an unsuccessful operation, the Opcode has a value other than 0x8 (see clause 5 of IETF RFC 6455 [x]).
	M


9.2.4
Operation "reportStreamData"
The IS operation parameters are mapped to SS equivalents according to table 9.2.4-1 and table 9.2.4-2.

Table 9.2.4-1: Mapping of IS operation input parameters to SS equivalents (WebSocket Data frame sent with Opcode of 0x1)

	IS operation parameter name
	SS parameter location
	SS parameter name
	SS parameter type
	Qualifier

	streamId
	Payload data
	streamId
	See clause 9.3.2 for the ASN.1 of Performance Data Stream Units.
	M

	granularityPeriodEndTime
	Payload data
	granularityPeriodEndTime
	See clause 9.3.2 for the ASN.1 of Performance Data Stream Units.
	M

	measResults
	Payload data
	measResults
	See clause 9.3.2 for the ASN.1 of Performance Data Stream Units.
	M


Table 9.2.4-2: Mapping of IS operation output parameters to SS equivalents
	IS operation parameter name
	SS parameter location
	SS parameter name
	SS parameter type
	Qualifier

	Status
	n/a
	--
See Note 1.
	n/a
	n/a

	NOTE 1: The delivery of WebSocket Data frame is taken care of by the underlying TCP (see IETF RFC 793 [t]) which provides reliable data transmission and ensures the data delivery. There is no mechanism at WebSocket protocol level to report the delivery status for WebSocket Data frame.


9.3
Schemes of WebSocket-based solution set
9.3.1
Scheme of Query component of Request-Line

This subclause specifies the scheme for the Query component of the Request-Line of HTTP GET operation (HTTP Upgrade) for WebSocket protocol as the SS of performance data streaming.
The Query component is mapped from the stage 2 stage 2 streamInfoList parameter. The scheme uses the ABNF syntax defined in IETF RFC 5234 [w], based on the terminology and ABNF productions defined by the URI specification in IETF RFC 3986 [z].

The scheme of Query component for WebSocket-based SS is as following:

Query = streamInfo [*("&" streamInfo)]
streamInfo = "streamId=" streamId ";" "measObj=" measObjURL ";" "measTypes=" measTypeList

streamId = *(ALPHA / DIGIT)            ; see ALPHD and DIGIT in IETF RFC 3986 [z]

measObjURL = *(pchar)                  ; see pchar in IETF RFC 3986 [z], and
; the measObjURL is the URL mapped from
; the DN of the measured object instance
; according to the mapping rule defined
; in TS 32.158 [14].

measTypeList = measType [*("," measType)] 

measType = *(ALPHA / DIGIT / ".")      ; the measType is the measurement name
; defined in the performance measurements
; specifications, such as TS 28.552 [2]. 

9.3.2
ASN.1 definition for Performance Data Stream Units as Payload data
9.3.2.1
ASN.1 definition rule
For performance data streaming, the type of WebSocket Data frame shall be binary (with opcode of 0x2).

This subclause specifies the abstract syntax notation one (ASN.1) definition for the Performance Data Stream Units as Payload data of WebSocket Data frame.
The Performance Data Stream Units are described using ASN.1 as specified in ITU-T Rec. X.680 [a] and X.681 [b]. Transfer syntax for Performance Data Stream Units is derived from their ASN.1 definitions by use of Packed Encoding Rules (PER), aligned as specified in ITU-T Rec. X.691 [c].

The following encoding rules apply in addition to what has been specified in ITU-T Rec. X.691 [c]:

-
When a bit string value is placed in a bit-field as specified in clause 15.6 to 15.11 in ITU-T Rec X.691 [c], the leading bit of the bit string value shall be placed in the leading bit of the bit-field, and the trailing bit of the bit string value shall be placed in the trailing bit of the bit-field;
-
When decoding a BIT STRING or OCTET STRING constrained with a Contents Constraint, PER decoders are required to never report an error if there are extraneous zero or non-zero bits at the end of the BIT STRING or OCTET STRING.

NOTE:
The terms 'leading bit' and 'trailing bit' are defined in ITU-T Rec. X.680 [a]. When using the 'bstring' notation, the leading bit of the bit string value is on the left, and the trailing bit of the bit string value is on the right.
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