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4.x
LWIP related measurements
4.x.1
User data transmission via WLAN for LWIP

4.x.1.1
Number of octets of DL LWIPEP PDUs
a)
This measurement provides the number of octets of DL LWIPEP PDUs transmitted by the eNB.

b)
CC

c)
Transmission of the DL LWIPEP PDUs (see 3GPP TS 36.361 [x]) by the eNB.
d)
An integer value (unit MBps).

e)
LWI.LwipepPduDlOctet 
f)
ENBFunction

g)
Valid for packet switched traffic

h)
EPS


4.x.1.2
Number of octets of UL LWIPEP PDUs
a)
This measurement provides the number of octets of UL LWIPEP PDUs received by the eNB.

b)
CC

c)
Receipt of the UL LWIPEP PDUs (see 3GPP TS 36.361 [x]) by the eNB.
d)
An integer value (unit MBps).

e)
LWI.LwipepPduUlOctet 
f)
ENBFunction

g)
Valid for packet switched traffic

h)
EPS

4.x.1.3
Number of UEs with DL LWIPEP PDUs
a)
This measurement provides the number of UEs for which the DL LWIPEP PDUs are transmitted by the eNB. 

b)
CC

c)
Transmission of DL LWIPEP PDU by the eNB for a UE which has not been counted for this measurement in the collection period.

d)
An integer value.

e)
LWI.UeWithDlLwipepPDU
f)
ENBFunction

g)
Valid for packet switched traffic

h)
EPS
4.x.1.4
Number of UEs with UL LWIPEP PDUs
a)
This measurement provides the number of UEs for which the UL LWIPEP PDUs are received by the eNB. 

b)
CC

c)
Receipt of UL LWIPEP PDU by the eNB for a UE which has not been counted for this measurement in the collection period.

d)
An integer value.

e)
LWI.UeWithUlLwipepPDU
f)
ENBFunction

g)
Valid for packet switched traffic

h)
EPS
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A.z
Monitor of user data transmission via WLAN for LWIP
For LWIP, the IP Packets transferred between the UE and LWIP-SeGW are encapsulated using IPsec in order to provide security to the packets that traverse WLAN. The end to end path between the UE and eNB via the WLAN network is referred to as the LWIP tunnel.

A single IPSec tunnel is used per UE for all the data bearers that are configured to send and/ or receive data over WLAN. Each data bearer may be configured so that traffic for that bearer can be routed over the IPsec tunnel in only downlink, only uplink, or both uplink and downlink over WLAN. 

Operator needs to know the performance regarding user data transmission via WLAN for LWIP.
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