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1
Decision/action requested

Agree with the proposed modification.
2
References
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3GPP TS 28.546 V0.2.0

[2]
3GPP TR 32.158
3
Rationale

This contribution proposes the skeleton of stage 3.
4
Detailed proposal

	1st modified section


5
Management Service definition stage 3
5.1
Introduction

5.2
Mapping of operations

5.2.1
Introduction

Table 5.2.1-1: Mapping of IS operations to SS equivalent
	IS operation
	HTTP Method
	Resource URI
	Qualifier

	
	
	
	


5.2.2
Operation <Operation 1>

The clause give the general description and the sequence diagram of the operation.
5.2.3
Operation <Operation 2>

 5.3
Resources

This clause defines resources and methods provided by the fault supervision related interfaces.
5.3.1
Resource structure
5.3.2
Resource definitions

5.3.2.1
Resource <Resource 1>
5.3.2.1.1
Description
5.3.2.1.2
URI

5.3.2.1.3
HTTP methods

5.3.2.1.3.1
POST
5.3.2.1.3.2
<PUT>

5.3.2.1.3.3
<PATCH>

5.3.2.1.3.4
<DELETE>

5.3.2.1.3.3
<GET>

5.3.2.1
Resource <Resource 2>
5.4
Data type definitions
5.4.1
General

This clause defines the request and response data structures of the fault supervision related interfaces. 

Table 5.4.1-1: Data types defined in this specification
	Data type
	Reference
	Description

	
	
	


Table 5.4.1-2: Data types imported
	Data type
	Reference
	Description

	
	
	


5.4.2
Structured data types

5.4.2.1
Type <Type 1>
5.4.2.2
Type <Type 2>
5.4.3
Simple data types and enumerations

5.4.3.1
Introduction

This clause defines simple data types and enumerations that can be referenced from data structures defined in the previous clauses.

5.4.3.2
Simple data types

Table 5.4.3.2-1: Simple data types

	Type Name
	Type Definition
	Description

	
	
	


5.4.3.3
Enumeration <EnumType1>

Table 5.4.3.3-1: Enumeration < EnumType1>

	Enumeration value
	Description

	
	


5.4.3.4
Enumeration <EnumType2>

Annex A (normative) URI structure and supported content formats
This clause specifies the URI prefix and the supported formats applicable to the APIs defined in the present document.

All resource URIs of the APIs shall have the following prefix:

{apiRoot}/{apiName}/{apiVersion}/

where:

{apiRoot} indicates the scheme ("http" or "https"), the host name and optional port, and an optional prefix path.

{apiName} indicates the interface name in an abbreviated form. The {apiName} of each interface is defined in the clause specifying the corresponding interface.

{apiVersion} indicates the current version of the API and is defined in the clause specifying the corresponding interface.

For HTTP requests and responses that have a body, the content format JSON (see IETF RFC 7159 [12]) shall be supported. The JSON format shall be signalled by the content type "application/json".
Annex B (normative) Common error situations

401 Unauthorized: If the request contains no access token even though one is required, or if the request contains an authorization token that is invalid (e.g. expired or revoked), the API producer should respond with this response. The details of the error shall be returned in the WWW-Authenticate HTTP header, as defined in IETF RFC 6750 [11] and IETF RFC 7235 [16]. The ProblemDetails structure may be provided.

403 Forbidden: If the API consumer is not allowed to perform a particular request to a particular resource, the API producer shall respond with this response code. The "ProblemDetails" structure shall be provided. It should include in the "detail" attribute information about the source of the problem, and may indicate how to solve it.

404 Not Found: If the API producer did not find a current representation for the resource addressed by the URI passed in the request, or is not willing to disclose that one exists, it shall respond with this response code. The "ProblemDetails" structure may be provided, including in the "detail" attribute information about the source of the problem, e.g. a wrong resource URI variable.

405 Method Not Allowed: If a particular HTTP method is not supported for a particular resource, the API producer shall respond with this response code. The "ProblemDetails" structure may be omitted in that case.

406 Not Acceptable: If the "Accept" HTTP header does not contain at least one name of a content type that is acceptable to the API producer, the API producer shall respond with this response code. The "ProblemDetails" structure may be omitted in that case.

422 Unprocessable Entity: If the payload body of a request contains syntactically correct data (e.g. well-formed JSON) but the data cannot be processed (e.g. because it fails validation against a schema), the API producer shall respond with this response code. The "ProblemDetails" structure shall be provided, and should include in the "detail" attribute more information about the source of the problem.
	End of modifications


